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This publication implements Department of the Air Force Policy Directive (DAFPD) 10-9, Lead 

Command/Lead Agent Designation and Responsibilities for United States Air Force Weapon 

Systems; and Air Force Policy Directive (AFPD) 11-5, Small Unmanned Aircraft Systems. It 

provides guidance and procedures on sUAS operations throughout the Department of the Air Force 

(DAF). This publication applies to all DAF civilian employees, uniformed members of the Regular 

Air Force, the Air Force Reserve, the Air National Guard (ANG), the United States Space Force 

(USSF), Civil Air Patrol (CAP), when the services of CAP are used by any department or agency 

in any branch of the Federal Government, employing or testing Small Unmanned Aircraft Systems 

(sUAS) Groups 1 and 2, and those with a contractual obligation to abide by the terms of DAF 

publications to include contractors who are also governed by Air Force Instruction (AFI) 10-220, 

Contractor’s Flight and Ground Operations, employing or testing Groups 1, 2, and 3 UAS. 

DAFPD 11-4, Aviation Service, does not apply to sUAS operators. This manual requires the 

collection and or maintenance of information protected by the Privacy Act of 1974 authorized by 

Title 10 United States Code, Section 8013, Secretary of the Air Force, IAW 5 USC § 552a. Ensure 

all records generated as a result of processes prescribed in this publication adhere to AFI 33-322, 

Records Management and Information Governance Program, and are disposed in accordance with 

(IAW) the Air Force Records Disposition Schedule, which is located in Air Force Records 

Information Management System Refer recommended changes and questions about this 

publication to the office of primary responsibility (OPR) using the DAF Form 847, 

Recommendation for Change of Publication; route DAF Forms 847 from the field through the 

appropriate functional chain of command. This publication may be supplemented at any level, but 

all supplements must be routed to the OPR of this publication prior to certification and approval. 

Send supplements to AF.A3S.Workflow@us.af.mil. The authorities to waive wing/Space Force 

http://www.e-publishing.af.mil/
mailto:AF.A3S.Workflow@us.af.mil
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equivalent/unit wing, unit, delta, or garrison level requirements in this publication are identified 

with a tier (“T-0, T-1, T-2, T-3”) number following the compliance statement. See Department of 

the Air Force Manual (DAFMAN) 90-161, Publishing Processes and Procedures, for a description 

of the authorities associated with the tier numbers. Submit requests for waivers through the chain 

of command to the appropriate tier waiver approval authority, or alternately, to the publication 

OPR at AF.A3S.Workflow@us.af.mil for non-tiered compliance items. The use of the name or 

mark of any specific manufacturer, commercial product, commodity, or service in this publication 

does not imply endorsement by the Air Force (AF). Compliance with the attachments in this 

publication are mandatory. 

SUMMARY OF CHANGES 

This is a new manual and must be completely reviewed. It contains common Small Unmanned 

Aircraft Systems (sUAS) management requirements and processes for Groups 1-3 sUAS that were 

previously contained in Air Force Manual (AFMAN) 11-502, Small Unmanned Aircraft Systems. 
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Chapter 1 

OVERVIEW 

1.1.  Overview.  See Attachment 2, Department of Defense (DoD) UAS Categories. sUAS 

owned or operated by (or on behalf of) DoD and DAF normally are "public aircraft." See AFI 10-

220, Section 9.2. Title14, Code of Federal Regulations, Part 107, Small Unmanned Aircraft 

Systems, only applies to civil UAS and not "public aircraft." The DoD Office of the General 

Counsel Memorandum, Applicability of 14 C.F.R. Part 107 to the Department of Defense, dated 

16 May 2019, has determined that regulations set forth in 14 CFR Part 107 do not apply to sUAS 

operations carried out by the DoD, including sUAS operations conducted by the Military 

Departments and Defense Agencies. Per Department of the Air Force Instructions (DAFI) 10-

2701, Organization and Function of the Civil Air Patrol, dated 17 June 2021, Civil Air Patrol-

United States Air Force (CAP-USAF) is the USAF program office for the Cooperative Agreement 

and the Civil Air Patrol (CAP). CAP-USAF institutes programmatic requirements for CAP and 

will establish equivalent levels of command oversight for SUAS activities. (See Attachment 10 

for CAP requirements.) To provide guidance for the use of DoD UAS in the U.S. and to ensure 

that such use is IAW U.S. laws and DoD Policy, the Secretary of Defense issued a policy 

memorandum, Guidance for the Use of Unmanned Aircraft Systems in U.S. National Airspace, 

dated 31 Oct 2023. The policy memorandum requires, consistent with Department of Defense 

Instruction (DoDI) 5400.11, DoD Privacy and Civil Liberties Programs, dated 29 January 2019, 

that Military Department implementation guidance address the compliance with laws, regulations, 

and other guidance that protects privacy and civil liberties to ensure the appropriate collection, 

retention, and dissemination of personal information. Refer to AFI 14-404, Intelligence Oversight, 

paragraph 4.3.1 for additional guidance on privacy and civil liberties protections. Finally, the 

SecDef guidance designates approval authorities and delegates approval authority for certain UAS 

operations in the national airspace system. See Attachment 9 to reference the Authorities Matrix. 

Note: sUAS are classified into two basic categories: Commercial-Off-The-Shelf (COTS) and 

Government-Off-The-Shelf (GOTS) or commonly also referred to as non-COTS. GOTS, Mission 

Design Series (MDS) or non-MDS sUAS not available to the public and COTS purchased with 

government funds are all referred to as sUAS. 

1.2.  Key Definitions. 

1.2.1.  “Must” or “Will” indicates a mandatory requirement. 

1.2.2.  “Should” indicates a recommended procedure, if practical. 

1.2.3.  “May” indicates an acceptable or suggested means of accomplishment. 

1.3.  Waiver Authority.  When complying with official policy, guidance, and/or procedures, a 

unit may request a waiver under the guidance listed in DAFI 90-160, Publications and Forms 

Management. For waivers where authority is not already identified in this publication, the OPR is 

the approval authority. Route those requests through MAJCOM Director of Operations 

(MAJCOM/A3s) (any reference to MAJCOM/A3 in this publication similarly refers to equivalent 

offices if MAJCOM operations/training is not named A3 for consideration). Use the DAF Form 

679, Department of the Air Force Publication Compliance Item Waiver Request/Approval, for 

waiver requests. 
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1.4.  Terminology.  All references to United States Air Force (USAF) terminology, units, grades, 

and positions will also apply to the equivalent in the USSF, as appropriate. 
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Chapter 2 

ROLES AND RESPONSIBILITIES 

2.1.  Air Force Deputy Chief of Staff, Operations (AF/A3).  Delegates OPR for this manual to 

the Air Force Special Warfare Directorate, Deputy Chief of Staff for Operations (AF/A3S). 

2.2.  Air Force Special Warfare Directorate, Deputy Chief of Staff for Operations (AF/A3S). 

2.2.1.  Reviews and maintains this manual. 

2.2.2.  Reviews major command (MAJCOM) supplements to ensure MAJCOMs adhere to the 

basic guidance in this manual. 

2.2.3.  Coordinates with Headquarters Air Force (HAF) organizations and MAJCOM 

Stan/Eval functions to ensure guidance in separate publications conforms to, and complies 

with, basic AF guidance contained in this manual. 

2.3.  Lead Command(s).  Air Force Special Operations Command (AFSOC) is designated the 

Lead Command for sUAS. See DAFPD 10-9. Lead Command(s) will: 

2.3.1.  Work with MAJCOMs to develop guidance for the management and execution of 

operations and training. 

2.3.2.  Convene conferences and working groups, as necessary, to review policies and 

procedures. 

2.3.3.  Support staff assistance visit and training assessments when requested by a MAJCOM. 

2.3.4.  Process all unit Federal Aviation Administration (FAA) Certificate of Waiver or 

Authorization (COA)/AFSOC issued Airspace Access Authorization (AAA) applications. 

2.3.5.  Support the cyber exemption process IAW paragraph 3.5. 

2.3.6.  Develop and manage, in coordination with MAJCOMs, DAF Standard sUAS Task 

Identifiers. 

2.3.7.  Review and maintain the appointment letter for Special Mission Units and Research 

Development Test and Evaluation (RDT&E) unit designations. 

2.3.8.  Manage airworthiness approval process IAW paragraph 3.7. 

2.3.9.  Manage the Small Unmanned Aircraft Systems Manager (SUASMAN) web 

application. 

2.3.10.  Manage the Basic Unmanned Aircraft Systems Qualification (BUQ) Course located in 

SUASMAN. 

2.3.11.  Maintain a current list of approved Family of Systems in SUASMAN 

(https://suasman.josce.mil). 

2.4.  MAJCOM. Note:  Direct Reporting Units, Field Operating Agencies, and ANG are 

considered MAJCOMs for the purposes of this manual. MAJCOMs will: 

2.4.1.  Designate a MAJCOM Operations and/or Logistics, Engineering and Force Protection 

(A3/A4) level sUAS Program Manager (sUAS PM) responsible for program(s) oversight. PM 

https://suasman.josce.mil/
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should have previous Small Unmanned Aircraft System Instructor (sUAS-I) experience, if 

possible. 

2.4.2.  Ensure the MAJCOM sUAS PM is identified as a point of contact to all 

vendors/manufacturers that units purchase systems through to ensure any vender system 

updates or alerts are reported to appropriately. 

2.4.3.  Ensure the MAJCOM sUAS PM informs AFSOC, Operations Unmanned Systems 

(AFSOC/A3OU) via AFSOC.A3OU.WF@us.af.mil of any required updates to the 

MAJCOM sUAS PM List located in the Read Files on SUASMAN. 

2.4.4.  Develop MAJCOM supplemental publications that are consistent with this manual or 

more restrictive, if required. 

2.4.5.  Develop theater indoctrination training, if applicable, and ensure operators are trained 

for specific theater flight operations as assigned. At a minimum, this training will include: 

2.4.5.1.  Theater unique requirements and procedures (i.e., Joint Mission Qualification 

A/B). 

2.4.5.2.  Host nation law, international agreements, and local area procedures and hazards. 

2.4.6.  Ensure unit reporting, and training programs are maintained IAW this manual. 

2.4.7.  Develop guidance to centralize the procurement and accountability of sUAS. 

2.4.8.  Annually review equipment inventory inspections of all units to ensure all systems are 

accounted for in Defense Property Accountability System (DPAS). 

2.4.9.  Post unclassified Read File items to the SUASMAN web application. 

2.4.10.  Conduct staff assistance visits, as requested. 

2.4.11.  Review/validate unit airspace, airworthiness, cyber Exemption to Policy (ETP) waiver 

requests prior to forwarding or submitting to Lead Command, DAF COTS sUAS Waiver 

Board, or host nation for approval, as required. 

2.4.12.  Ensure written agreements are established between users for inter-fly operations. 

2.5.  DAF Installation Commander(s) or Commander(s) with overall authority for flight 

operations (or delegated representative) will: 

2.5.1.  Provide staff support and assist those units in managing their operational program. 

2.5.2.  Determine the need to designate an installation level sUAS PM. 

2.5.3.  Approve operations on and off an installation IAW the Secretary of Defense issued 

policy memorandum, Guidance for the Use of Unmanned Aircraft Systems in U.S. National 

Airspace, dated 31 Oct 2023. For questions concerning the law, policy, or privacy and civil 

liberties protections, Commanders should consult with their servicing legal office. 

2.5.4.  Ensure that DoD and DAF intelligence oversite policies, to include AFI 14-404, are 

followed, where applicable. 

2.6.  Squadron Commander(s) with responsibility for the oversight and execution of sUAS 

operations, will: 

2.6.1.  Establish and approve unit program requirements. 

mailto:AFSOC.A3OU.WF@us.af.mil
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2.6.2.  Ensure program(s) meet Management Internal Control Toolset requirements. 

2.6.3.  Designate a sUAS PM in writing (unless a Wing Commander has designated a wing-

level PM to manage the sUAS program). 

2.6.4.  Develop and maintain sUAS Flight Safety Program IAW DAFI 91-202, The 

Department of the Air Force Mishap Prevention Program. 

2.6.5.  Designate a flight approval authority in writing to authorize flights. 

2.6.6.  Establish a unit Flight Crew Information File (FCIF) program. 

2.6.7.  Designate an inventory manager in writing. 

2.6.8.  Ensure annual inspection of unit(s) sUAS inventory is conducted and recorded in 

DPAS. Compiled report(s) will be given to MAJCOM sUAS PM. 

2.6.9.  Ensure unit obtains spectrum approval. See paragraph 3.8. 

2.6.10.  Approve use of sUAS as applicable. See paragraph 3.11. 

2.7.  Squadron/unit sUAS Program Manager (sUAS PM) will: 

2.7.1.  Oversees training/proficiency requirements IAW local directives. 

2.7.2.  Monitor and maintain unit FCIF library. 

2.7.3.  Ensure Small Unmanned Aircraft System Operators (sUAS-Os) and all required 

personnel have a SUASMAN account. Requests for SUASMAN access can be made at 

https://suasman.josce.mil or by email: AFSOC.A3OU.SUASMAN@us.af.mil. 

2.7.4.  Use SUASMAN to maintain sUAS-O records. Use of supplemental paper-based records 

is at the discretion of the unit commander. 

2.7.5.  Ensure spectrum management, scheduling, and coordination for ranges and airspace are 

being accomplished for all operation(s). 

2.7.6.  Conduct an annual records review. 

https://suasman.josce.mil/
mailto:AFSOC.A3OU.SUASMAN@us.af.mil
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Chapter 3 

MANAGEMENT 

3.1.  General.  This manual provides broad guidance for sUAS operations. It is consolidated to 

help operators identify applicable standards and procedures and understand their application. 

General guidance cannot address every situation; therefore, MAJCOMs and Wing Commander(s) 

should provide additional guidance further supporting safe operations. In the absence of specific 

guidance, operators will seek clarification and use sound judgment. 

3.2.  sUAS-O and Visual Observer Medical Requirements.  Refer to Section U, USAF Medical 

Standards Directory, for specific medical requirements IAW DAFMAN 48-123, Medical 

Examinations and Standards. Note: Adding an additional payload or hardware to any existing 

sUAS may move it to the next higher group and require additional medical standards. 

3.3.  Scheduling Limitations/Alcohol Consumption.  Operators will not consume alcoholic 

beverages within 12 hours of flight operations. (T-1) Commanders will be responsible for 

understanding the risk associated with the work/rest cycle. Failure to observe the mandatory 

provisions of this manual by Regular Air Force military members, Air Force Reserve military 

members on active duty or inactive duty for training, and ANG members in Title 10 status is a 

violation of Article 92 of the Uniform Code of Military Justice. ANG members in Title 32 status 

performing full-time National Guard duty or inactive duty for training, who violate the mandatory 

provisions of this manual, may be held accountable through similar provisions of their respective 

State Military Codes. Civilian employees are subject to administrative and/or disciplinary action 

for violations of the mandatory provisions of this manual IAW DAFI 36-148, Discipline and 

Adverse Actions of Civilian Employees, as applicable. All contracts should include language 

mandating compliance with this manual. Do not schedule sUAS-O(s) for flight duties when the 

sUAS-O has any medical, mental health, or medication issue which could negatively impact the 

sUAS-O(s) ability to safely operate. 

3.4.  Procurement/Acquisition.  Before purchasing/acquiring sUAS, units must ensure: 

3.4.1.  System is National Defense Authorization Act (NDAA) compliant. (T-0) 

3.4.2.  System has an approved MAJCOM requirement. (T-2) 

3.4.3.  Government Purchase Cards will not be used in connection with or to procure a covered 

unmanned aircraft system that is manufactured or assembled by a covered foreign entity IAW 

the Fiscal Year (FY) 2024 NDAA, American Security Drone Act of 2023. (T-0) 

3.4.4.  Aircraft Command and Control falls within the allocated spectrum for the intended areas 

of operations. (T-2) 

3.4.5.  System has a current cyber ETP or an Authority to Operate (ATO). (T-0) See 

paragraph 3.5. Exception: Systems being tested or operated under an approved RDT&E 

incentive or test plan. 

3.4.6.  All sUAS purchases are IAW AFI 17-101_DAFGM2024-01, Risk Management 

Framework (RMF) For Department of the Air Force Information Technology. 

3.4.7.  MAJCOMs have considered including software updates, license agreements and 

maintenance package stipulations in purchase agreements. 
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3.4.8.  All weapons, weapon systems, and relevant cyber capabilities must receive a legal 

review by the Air Force Operations and International Law Directorate, (AF/JAO), to ensure 

compliance with the law of war, domestic law, and international law prior to acquisition or 

employment. AF/JAO performs weapons review IAW AFI 51-401, The Law of War, prior to 

employment. (T-0) 

3.5.  DoD sUAS Cyber Exemption to Policy (ETP).  sUAS operations, primarily operations 

employing Commercial off-the-shelf and Non-Programs of Record platforms, pose a cyber 

security risk for the Department of Defense. Therefore, they require an exemption to the Secretary 

of Defense Memorandum, Guidance for Procedures for the Operation and Procurement of 

Unmanned Aircraft Systems to Implement Section 848 of the National Defense Authorization Act 

for Fiscal Year 2020; and Section 817 of the NDAA for FY 2023, known as an ETP. Prior to the 

purchase or use of these sUAS, approval is required by the Air Force Acquisition, Technology and 

Logistics (SAF/AQ) and Department of the Air Force Chief Information Officer (SAF/CN). 

3.5.1.  A SharePoint®™ site was created to automate the implementation of the latest DAF 

guidance. The site enables the unit requester to submit an ETP request that will auto-route to 

their MAJCOM for review and approval. The SharePoint®™ site link is 

https://usaf.dps.mil/sites/A3/SitePages/COTS%20UAS%20Exemption%20Requests.asp

x. 

3.5.1.1.  The unit will attach the Risk Management Framework (RMF) information to the 

ETP request on SharePoint site. Once submitted by the unit, the request will be forwarded 

to the designated MAJCOM PM for concurrence. (T-0) 

3.5.1.2.  MAJCOM or requesting unit representative will be responsible for briefing their 

respective ETP(s) to the review board and tracking their progress through the approval 

process. (T-0) 

3.5.1.3.  ETP renewals should be initiated before expiration to ensure uninterrupted use. 

3.5.1.4.  After MAJCOM approval, the request will be placed on a temporary hold until the 

next DAF COTS sUAS Waiver Board. MAJCOMs should keep the requestor informed and 

invite them to the meeting to assist in answering any questions the board might have. (T-0) 

After the board’s assessment, the request will route to SAF/CNZR, AF/A3S, SAF/AQ, and 

SAF/CN for approval. (T-0) See Figure A5.1 for ETP workflow chart contained in the 

Sample ETP Request Form. 

3.5.2.  Any software, hardware, or configuration changes to an aircraft with an approved ETP 

requires an ETP change /modification request approval prior to continued operation. 

3.5.3.  For Uncontrolled Environments – The ETP must be approved at the Service 3-Star or 

Tier 3 SES level. (T-0) 

3.5.4.  For Benign and Controlled Environments – The ETP must be approved at the Service 

1-Star or Tier 1 SES level. (T-0) See Attachment 5 for MAJCOM ETP Roles/Responsibilities, 

ETP Request Form, and the sample MAJCOM sUAS Cyber ETP Checklist. 

3.5.5.  Operations conducted for Combat or Non-Combat operations require an ETP issued by 

the Office of the Under Secretary of Defense (OUSD). An ETP is required regardless of any 

other ETP or ATO that has been previously approved. See Figure A5.3. Combat and Non-

Combat Operations are defined IAW NDAA for FY 2020, Section 848 as: 

https://usaf.dps.mil/sites/A3/SitePages/COTS%20UAS%20Exemption%20Requests.aspx
https://usaf.dps.mil/sites/A3/SitePages/COTS%20UAS%20Exemption%20Requests.aspx
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3.5.5.1.  Non-Combat Operations: C-UAS or UAS flights over any area (within or outside 

the United States) in support of missions not covered by research (basic or applied), 

development, test and evaluation, demonstration, training, installation operations support, 

or combat operations. Examples would include search and rescue operations conducted 

outside of DoD installations IAW relevant statute and DoD policy, Defense Support of 

Civil Authorities (DSCA), and support provided through foreign humanitarian assistance 

(FHA) and disaster relief. 

3.5.5.2.  Combat Operations: sUAS combat operations are flights over an objective area, 

critical area of a combat zone, or in an air defense area for the purpose of detecting or 

collecting hostile or adversary movements to inform the commander's offensive or 

defensive decisions. 

Figure 3.1.  ETP Matrix. 

 

3.6.  ATO (Authority to Operate) Process.  The ATO process encompasses life cycle risk 

management to determine and manage the residual cybersecurity risk created by the vulnerabilities 

and threats associated with objectives in military, intelligence, and business operations. Privacy 

and security controls are implemented based on the assessed and mitigated residual risk. The 

controls align with AFI 17-101_DAFGM2024-01 and are documented in the RMF security 

authorization package for DAF Initial Training (IT). All units seeking a sUAS ATO will contact 

their MAJCOM PM. 
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3.7.  Airworthiness.  Air Force Material Command (AFMC) Air Force Life Cycle Management 

Center Director, Engineering and Technical Management (AFLCMC/EN-EZ) is the USAF 

Technical Airworthiness Authority (TAA). The TAA independently assesses airworthiness and 

issues airworthiness approvals, if appropriate, for all air systems the Air Force owns, contracts, 

leases, operates, uses, designs, or modifies. The TAA may delegate Airworthiness Authority to 

specific certified personnel, known as the Delegated Technical Authority (DTA). 

3.7.1.  The TAA has granted Delegated Technical Authority (DTA) to specific AFSOC/A3OU 

personnel to issue airworthiness approvals for DAF Groups 1, 2 and 3 UAS. Contact the 

AFSOC/A3OU DTA to obtain a statement of airworthiness: AFSOC.A3OU.WF@us.af.mil. 

3.7.2.  Units must have a current approved Airworthiness Safety Release (ASR) for each sUAS 

platform operated. If the sUAS has been modified beyond authorized payload and firmware 

changes, a new ASR will be obtained. (T-1) 

3.8.  Spectrum Approval.  All organizations employing sUAS including but not limited to 

acquisition, program, operational, test, and tenant units will: 

3.8.1.  Obtain spectrum certification prior to purchasing a spectrum-dependent system or 

entering into any contractual obligations for the use of spectrum-dependent device(s) IAW the 

National Telecommunications and Information Administration (NTIA), Manual of 

Regulations and Procedures for Federal Radio Frequency Management. 

3.8.2.  Obtain a frequency assignment through the installation spectrum manager prior to 

operation of any spectrum-dependent device(s) that radiates radio frequency energy and 

complies with parameters identified in the frequency assignment notification IAW NTIA 

Manual, Chapter 8. 

3.8.3.  Maintain a copy of current frequency authorization(s) received throughout the duration 

of any event. (T-3) 

3.9.  Unit Level Flight Approval Authority.  An individual who has been delegated authority in 

writing by the unit commander (or equivalent) to approve flights. The unit flight approval authority 

must designate a Lead sUAS-O for every sUAS operation. (T-2) Flight approval authorities must 

consider mission validity per the approved operating procedures and domestic use approval as 

defined in paragraph 3.11, sUAS-O certifications, training status, and risk mitigation before 

issuing flight authorization. (T-3) 

3.9.1.  An authorized DAF Risk Management (RM) worksheet must be accomplished prior to 

conducting flight operations. (T-3) For an example, see Attachment 6. 

3.9.2.  Flight authorization may be granted for a single event, a period of time that covers a 

specific exercise, or mission/test. 

3.9.3.  Preflight ‘only’ activities or missions that do not include flight do not require flight 

authorization. 

3.9.4.  Non-airborne preflight activities or mission(s) using frequencies require approval 

through the nearest spectrum management office prior to turning the system on. 

3.10.  Airspace Coordination and Approval.  sUAS operations are conducted only in authorized 

airspace. Units must comply with approved FAA COA, operating procedures, or Special Use 

Airspace rules, as applicable. (T-0) Without a certified “Sense and Avoid” capability, separation 

mailto:AFSOC.A3OU.WF@us.af.mil
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from other aircraft is accomplished by using visual observers. Operations conducted within 

restricted or warning areas (or within a theater of operations under combat airspace control 

measures) require coordination between responsible organizations. sUAS-O(s) will be 

appropriately certified or directly supervised by an instructor to conduct operations within the class 

of airspace authorized for operations. (T-3) 

3.10.1.  sUAS-O will not place the aircraft, people, other aircraft, or real property in jeopardy 

or create a hazard by flying over populated/residential areas, assemblies of people, or along 

heavily trafficked roads, unless operationally required and authorized by an approved ASR to 

support an FAA COA, concept of employment or test plan. (T-0) 

3.10.2.  Continental United States (CONUS) Operations. Operations outside of restricted and 

warning areas require FAA coordination IAW FAA/DoD guidance/agreements. Units 

requesting to operate outside restricted and warning areas will: 

3.10.2.1.  Complete DAF sUAS COA application request checklist, see Attachment 4 and 

email to MAJCOM PM for coordination. MAJCOMs will forward to AFSOC/A3OU 

workflow (AFSOC.A3OU.WF@us.af.mil) for processing. 

3.10.2.2.  AFSOC/A3OU will review the FAA COA application to ensure the request 

meets all FAA and DoD requirements. (T-0) Note: The FAA normally takes approximately 

60 business days to process a new COA application. Times vary depending on the 

classification of the involved airspace and the complexity of the request. 

3.10.3.  For operations within restricted or warning airspace, weapons delivery or release of 

stores will be IAW AFMAN 13-212, Volume 1, Range Operations and Planning; MAJCOM 

supplemental publications; and local range rules. 

3.10.4.  RDT&E air-air/air-to-surface testing will be conducted IAW test and safety review 

board guidance. (T-2) 

3.10.5.  Outside the Continental United States (OCONUS) Operations. Refer to specific host 

nation agreements and International Civil Aviation Organization standards and recommended 

practices to accomplish coordination. sUAS operations in Alaska, Hawaii, U.S. territories and 

possessions, will follow the CONUS guidance in paragraph 3.10.2. (T-0) 

3.10.6.  Combat/Contingency Operations. Refer to Joint Publication (JP) 3-52, Joint Airspace 

Control; and Air Force Doctrine Publication 3-52, Airspace Control; and theater air operations 

directives. 

3.11.  Domestic Use Guidance.  To provide guidance for the use of DoD UAS in the U.S. and to 

ensure that such use is IAW U.S. laws and DoD Policy, the Secretary of Defense issued a policy 

memorandum, Guidance for the Use of Unmanned Aircraft Systems in U.S. National Airspace, 

dated 31 Oct 2023. The policy memorandum requires compliance with laws, regulations, and other 

guidance that protects privacy and civil liberties while ensuring the appropriate collection, 

retention, and dissemination of personal information. Operators should refer to AFI 14-404; DoDI 

5400.11; DoDM 5240.01, Procedures Governing the Conduct of DoD Intelligence Activities; and 

DoDD 5200.27, Acquisition of Information Concerning Persons and Organizations not Affiliated 

with the DoD, for additional guidance on privacy and civil liberties protections. (T-0) Operators 

should consult with the servicing legal office to ensure compliance with all relevant laws, 

regulations, and other guidance. 

mailto:AFSOC.A3OU.WF@us.af.mil
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3.11.1.  All USAF units will report all domestic sUAS operations (excluding repositioning and 

training, exercises, research, development, testing, and evaluation as long as the UAS does not 

capture, acquire, collect, and retain information pertaining to the identification of specific 

individuals) using the sUAS Domestic Operational Use Report template located in 

Attachment 8. Reports will be sent via e-mail to AFSOC/A3OU workflow 

(AFSOC.A3OU.WF@us.af.mil) for the preceding fiscal year no later than 15 October. (T-0) 

3.11.2.  Each flight will be recorded by the sUAS-O using the system’s data recorder to capture 

both telemetry and video data. (T-3) If a system is incapable or limited by payload to record 

both telemetry and video data, then one or the other is sufficient. Data from all mishaps will 

be provided to the Wing Safety office by the unit commander or designated representative. 

Dispose of recordings as directed by mishap convening authority. (T-3) 

3.12.  Operating Procedures.  All organizations employing sUAS must have either a Concept of 

Employment (CONEMP), local operating procedures, Operating Instruction, or test plan when 

operating on or off military installations. (T-3) See Sample CONEMP, located under CONEMP 

Generator folder in SUASMAN, for assistance in developing your CONEMP. 

3.12.1.  Installation commanders or designated representative will approve CONEMPs, 

Operating Instructions, local operating procedures, or test plans when operations are conducted 

on Air Force installations. (T-2) MAJCOMs will ensure cross-coordination is accomplished 

for sUAS operations on joint installations, and/or for tenant units. 

3.12.2.  Operations conducted off military installations will be approved IAW paragraph 

2.5.3. (T-0) 

3.12.3.  Operations conducted in Restricted/Warning Airspace as outlined in AP/1A DoD 

Flight Publication Area Planning Special Use Airspace, AP/1A North and South America, 

AP/2A Europe, and AP/3A Pacific will be approved by the unit commander. (T-2) 

3.12.4.  Procedures must address, at a minimum: statement of mission and objectives; training 

and certification requirements; currency requirements; personal protective equipment; cyber 

security; domestic privacy concerns; electromagnetic and radio frequency emission spectrum 

approval; coordination requirements with all applicable agencies to include the Base Defense 

Operations Center  where applicable; operational area description; flight approval procedures; 

night operations; dropping of objects (if applicable); risk management; emergency procedures; 

communications; deconfliction; contingencies; and statement of compliance with applicable 

federal law and policy, applicable state and local law, applicable host nation law, and 

international agreements. (T-3) 

3.13.  Defense Property Accountability System (DPAS).  All inventory purchased, transferred, 

disposed, or gifted must be tracked within DPAS. All sUAS equipment will be entered into the 

DPAS IAW DoDI 5000.64, Accountability and Management of DoD Equipment and Other 

Accountable Property; and AFI 23-111, Management of Government Property in Possession of 

the Air Force. (T-1) DPAS is the approved Accountable Property System of Record and authorized 

to maintain DAF accountable property records. This system will serve as the authoritative data 

source for DAF-owned property records and area utilized to perform financial reporting and 

accountability of DAF property. 

3.14.  Small Unmanned Aircraft Systems Manager (SUASMAN).  A single source web-

enabled database for tracking sUAS-O certifications/qualifications, flight logs, currency, training 
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accomplishments, and sUAS logistics management. SUASMAN will be used by all units for 

sUAS-O accountability, maintaining records, and logging flights. (T-1) Link is 

https://suasman.josce.mil. 

3.14.1.  sUAS Inventory Manager. Assigned sUAS Inventory Manager(s) will work closely 

with Equipment Custodian(s) to ensure information is accounted for in the DPAS IAW 

paragraph 3.13. (T-2) Inventory managers may utilize SUASMAN, in addition to DPAS, to 

inventory systems and show up-to-date operational status. sUAS inventory is not required to 

be tracked in SUASMAN, however all units, including AFMC RDT&E, DTRA, United States 

Air Force Academy RDT&E, and any other approved organizations inventory managers, 

should consider keeping inventory and maintenance status updated and current in SUASMAN, 

if commanders intend to pull accurate status reports on assigned systems. Mission capable 

status will be determined by the complementary readiness of the following selected major 

subcomponents: Air Vehicle, Ground Control Station, Remote Video Terminal, and payloads. 

(T-2) 

3.14.2.  Logging Flights. 

3.14.2.1.  The SUASMAN flight log will only be used for logging actual flights (live or 

approved simulator) and flight-related events. (T-2) Do not use the flight log to record non-

flight related activities (i.e., system or aircraft maintenance, software updates, inspections, 

inventories, non-Lead Command approved simulated flights, etc.). 

3.14.2.2.  sUAS-O(s) will log operator time only on the platforms and crew positions for 

which they are certified. (T-2) 

3.14.2.3.  Students in an IT course will only log their flight hours acquired during the 

course into SUASMAN with a current sUAS-I or sUAS Evaluator (sUAS-E). These flights 

will be logged as a 'Student" and not for "Currency/Proficiency" purposes. (T-2) 

3.14.2.4.  Student hours will not be counted for sUAS-O currency; however, they will be 

counted towards total hours for that particular platform. The successful completion of the 

culmination/evaluation flight entered in SUASMAN will start the currency timeframe as a 

sUAS-O. (T-2) 

3.14.2.5.  Do not conduct training events for which sUAS-O(s) is/are not certified nor 

current unless under the supervision of a sUAS-I. (T-2) 

3.14.2.6.  sUAS-Os will not log flight time using a crew position that is not applicable to 

the system being operated or a system they are not certified/qualified on. (T-2) 

3.14.2.7.  sUAS-Os will not approve their own training events. (T-2) 

3.14.2.8.  Operators must log flight-related damage and all mishaps in the flight log. (T-2) 

3.15.  Basic Unmanned Aircraft Systems Qualification  (BUQ).  sUAS-O(s) must complete the 

BUQ training course, located in SUASMAN, prior to starting any initial sUAS training and 

conducting flight operations in approved airspace. (T-1) Requests for SUASMAN access can be 

made at https://suasman.josce.mil or by email: AFSOC.A3OU.SUASMAN@us.af.mil.  

Personnel who possess an FAA Private/Commercial Pilot Certificate or military pilot equivalency 

will receive credit for BUQ Level II. Exception: sUAS-O(s) that have attended an AFSOC 

approved BUQ course prior to 8 March 2022 and have a training certificate are not required to 

https://suasman.josce.mil/
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repeat this training requirement. Those individuals will have to manually enter their completion 

dates into SUASMAN to record completion date. 

3.16.  Electronic Flight Bag (EFB).  MAJCOMs may authorize the use of EFBs. MAJCOMs 

should reference FAA AC 120-76D, Authorization for Use of Electronic Flight Bags, when 

developing programs. 

3.17.  sUAS-O(s) Flying Non-US Air Force sUAS or with Non-US Air Force Units.  The first 

O-6 in an individual's chain of command may authorize flights of non-USAF sUAS by individuals 

who are otherwise eligible to fly U.S. government sUAS. 

3.17.1.  sUAS-O(s) authorized to perform duties using non-US Air Force sUAS or assigned or 

attached to non-US Air Force units for sUAS operations must comply with host service or host 

country guidance, except for the requirement to maintain a current physical. (T-2) Upon return 

to home station, they must complete any expired training and evaluation requirements. (T-3) 

3.17.2.  MAJCOMs will address operations and accountability of DAF sUAS by other Services 

in their supplemental publications. (T-2) 

3.17.3.  Units will address the operations of DAF sUAS operations by other Services or non-

U.S. users and the financial accountability in the event of damage/loss in a written 

authorization agreement. (T-2) 

3.18.  Air Force Exchange Personnel.  See AFI 16-107, Military Personnel Exchange Program, 

for guidance regarding Air Force exchange personnel operating with foreign air forces. 

3.19.  Air Force Air Advisors.  MAJCOM may authorize flights for qualified aviation advisors 

to accomplish partner nation aviation enterprise development or training. This authority may be 

delegated, but not lower than the wing commander or equivalent level. Prior to authorizing such 

flights, approving authorities will ensure a valid requirement exists. (T-1) 

3.20.  Inter-Fly Agreements.  Agreements involving the exchange and/or substitution of aircrew 

members and/or aircraft between MAJCOMs to accomplish flying support of contingencies, 

exercises or designated missions according to the appropriate operational plan/concept of 

operations. These types of operations promote and support mutual cooperation and interoperability 

between unit(s). MAJCOMs must ensure written agreements are being established between user(s) 

to ensure liability and roles and responsibilities are understood and established to protect all assets 

being utilized. (T-2) Inter-fly for currency purposes is at the discretion of the commander that 

owns the aircraft. 

3.21.  Flight Crew Information File (FCIF).  Unit(s) must establish and maintain a library 

consisting of current read files and publications in SUASMAN. (T-2) 

3.21.1.  This library in SUASMAN will consist of a minimum of four volumes as listed in 

Table 3.1. (T-2) 

3.21.1.1.  If a unit establishes an electronic FCIF, the location will be readily accessible by 

unit sUAS-O(s). (T-2) 

3.21.1.2.  Documents in the FCIF will be made available for deployments via either 

electronic (SUASMAN) or hardcopy means. (T-3) 

3.21.2.  Required Volumes. Volume I consists of current read file items, Volumes II through 

IV are made up of publications and flight manuals, and Volume V (optional) is reserved for 



18 DAFMAN11-501  10 JANUARY 2025 

safety information. If units choose hardcopy format and the contents of any volume exceed the 

capacity of its binder, use an additional binder, and identify the first and subsequent binders 

by a letter of sequence (e.g., IIIA, IIIB). Label binders on the spine indicating Volume and 

Title as follows: 

Table 3.1.  Required Volumes. 

VOLUME  TITLE  

Volume I  Current Read File/FCIF 

Volume II  Publications—Air Force Directives, MAJCOM Supplements/Directives 

Volume III  Publications—MAJCOM/NAF/Local Directives  

Volume IV  sUAS Flight Manuals/Checklists/Crew Aids/Technical Orders  

Volume V (Optional) Flight Safety Information  

3.21.3.  Volume I: Current Read File. Consists of a minimum of two parts to include an Index 

(Part A) and Current Read Files (Parts B and C) Note: Part C is optional. 

3.21.3.1.  Part A is an index listing all material contained in FCIF Volumes I through V. 

3.21.3.2.  Part B is the Current Read File of FCIF messages. Messages contain information 

temporary in nature, directly pertinent to the safe conduct of flight, and must be read before 

flight. 

3.21.3.2.1.  FCIF messages may be issued/rescinded from the MAJCOM, delta, 

garrison, group, or unit level. Only the office who originally issued the FCIF can 

rescind it. 

3.21.3.2.2.  All publications in the library must be current and complete. (T-2) 

3.21.3.3.  Part C is the Current Read File that contains temporary information not related 

to the safe conduct of flight and not required to be read before flight. 

3.21.4.  The sUAS PM or Chief of Standardization & Evaluation (Stan/Eval) is responsible for 

ensuring pertinent items from SUASMAN are filed in the FCIF. 

3.21.5.  Volumes II through IV must consist of a FCIF Functional Publications Library. See 

Attachment 3 for a template that MAJCOMs may use when drafting an FCIF item on AFSOC 

Form 12, Flight Crew Information File, or MAJCOM equivalent. (T-2) 

3.21.6.  Volume V (optional): Safety information. Volume V, when used, is exempt from the 

controls applicable to Volumes I through IV. Unit will specify Volume V review and 

certification procedures/requirements in unit supplemental publications. Items for this volume 

will be submitted to unit/squadron safety officer. 

3.21.7.  Procedures for maintaining, updating, and creating a backup to prevent loss or 

corruption of the electronic data must be outlined in the unit supplemental publications. 

3.22.  Flight-Related Special Interest Item (SII).  Flight-related SII(s) are items of emphasis of 

existing procedure(s) designed to mitigate or eliminate specific risks or trends. SII(s) do not add 

to or amend established procedures. SII(s) must be based on analysis of risks and trends from a 

variety of sources to include Safety Investigation Board findings/recommendations, safety related 
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incidences, trend analysis, deployed area of operations and potential problems with 

equipment/procedures. 

3.22.1.  SII(s) should normally be of limited duration (i.e., not to exceed 90 days) so as to 

maintain the focus. If the situation for which the SII was issued remains, consideration should 

be given to amending current procedures and issuing corrective action via a command message 

or FCIF. 

3.22.2.  SII(s) may be issued/rescinded from HAF, MAJCOM, delta, garrison, group, or unit 

level. Only the office approving the SII may rescind it. 

3.22.3.  SII(s) are issued through the same process used to release FCIF messages with the 

following element: subject/title, unique DTG, UAS group-specific applicability, references 

(document, Safety Investigation Board, etc.) risk and trend details, specific emphasis actions 

to reduce/eliminate the risk or trend that is the SII topic, effective date of recession, and 

SME/POC for further information. 

3.22.4.  Units must place all HAF/MAJCOM issued SIIs into the FCIF, Current Read File, Part 

B until rescinded. (T-2) 

3.22.5.  All current flight-related MDS-specific and Crew Resource Management (CRM)/Risk 

Management (RM) related SII(s) must be briefed during flight briefings for the duration of the 

SII(s). (T-2) Flight-related SII(s) need only be briefed on those missions for which the SII is 

relevant. 

3.23.  Mishap Reporting.  All mishaps and unintentional non-determined loss of link will be 

reported to unit safety representatives so the underlying cause can be determined, and future 

mishaps prevented. Mishaps and loss of link events will be recorded on flight log in SUASMAN 

and Air Force Safety Automated System, as applicable, to capture significant flight data and for 

trend analysis efforts. (T-1) Unit Safety Representative(s) must contact the Wing Safety Office 

and determine the appropriate guidance IAW DAFI 91-202, The Department of the Air Force 

(DAF) Mishap Prevention Program; DAFI 91-204, Safety Investigation and Reports; and 

DAFMAN 91-223, Aviation Safety Investigations and Reports. (T-1) 

3.23.1.  Damage greater than consumable or normal wear and tear parts, emergency 

procedures, system malfunctions, or anomalies (unexpected/unexplained flight behavior) that 

result in loss of control or damage will be reported through the unit safety office to the Wing 

Safety Office. Reportable events are further described within the DAFMAN 91-223. (T-1) 

3.23.2.  To report the mishap the crew will provide a completed AFSOC Form 97, Aircraft 

Incident Worksheet, (see Attachment 7) or MAJCOM equivalent form to the unit safety 

representative, as soon as possible. Upon receipt, the unit safety representative will forward all 

mishap information to the Wing Safety Office within 24 hours of the mishap occurrence. (T-1) 

Personnel involved in the mishap will preserve all flight data, video, all event supporting 

documents (i.e., sUAS brief, RM worksheet and Flight Authorization document, flight logs, 

etc.), and quarantine the event associated equipment until released by the safety investigation 

convening authority. (T-1) 

3.23.3.  Mishaps resulting in fatal or serious injury, property damage (other than the unmanned 

aircraft), deviation from COA/AAA or Air Traffic Control (ATC) clearance, any non-

determined system malfunction causing damage to sUAS from uncontrolled flight, or safety 
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of flight issues requires a mishap report prior to conducting any additional flights, unless 

additional flights are critical to on-going contingency or Force Protection response 

requirements. Flights may resume with the approval from Wing/CC or designated 

representative. These mishaps will be immediately reported to the Wing Safety Office. (T-1) 

Additionally, report mishaps to Air Force Special Operations Command, Standardization & 

Evaluation RPA and sUAS (AFSOC/A3VU) via email (AFSOC.A3V@us.af.mil) or 

commercial phone ((850) 884-4610) for mishap reports and trend analysis reporting. (T-1) 

3.23.4.  Combat losses will be reported to MAJCOMs for submittal to Lead Command for 

system accountability. (T-3) 

3.23.5.  Use standard security markings and classified handling procedures for classified 

reports. Do not enter classified information into Air Force Safety Automated System or 

SUASMAN. 

3.23.6.  Refer all public inquiries about sUAS mishaps to the appropriate Public Affairs office. 

3.24.  Communication with ATC.  sUAS-O(s) will establish and maintain two-way radio 

communications with the proper ATC facility or Flight Service Station IAW the procedures 

defined within the approved FAA COA/AAA. (T-0) Note: ATC can deny operations if it is 

perceived to be a risk to other aircraft operations. 

3.24.1.  For operations in controlled airspace, two-way radio may be the primary means of 

communications between the sUAS-O and ATC. Alternate means (i.e., cell phone) may be 

requested/authorized via local procedures between unit and controlling agency, or as defined 

in FAA COA/AAA. 

3.24.1.1.  Upon clearance into controlled airspace, sUAS-O should maintain contact with 

the range or airspace controlling agency IAW local guidance or COA/AAA. 

3.24.1.2.  Unless otherwise specified IAW local guidance or COA/AAA, sUAS-O(s) 

should notify the controlling agency operations when operations are complete. 

3.25.  Aircraft Lighting.  No sUAS-O may, during the period from sunset to sunrise (or, in 

Alaska, during the period a prominent unlighted object cannot be seen from a distance of three 

statute miles, or the sun is more than six degrees below the horizon) operate an aircraft unless it 

has lighted position lights IAW Title 14, Code of Federal Regulations, Part 91.209, Aircraft lights. 

(T-0) 

3.25.1.  sUAS-O should not park or move an aircraft in, or in dangerous proximity to, a night 

flight operations area of an airport unless the aircraft is clearly illuminated, has lighted position 

lights or is in an area that is marked by obstruction lights. 

3.25.2.  sUAS-O should not anchor an aircraft unless the aircraft has lighted anchor lights or 

is in an area where anchor lights are not required on vessels. 

3.25.3.  sUAS-O(s) must have anti-collision lights turned on when operating an aircraft that is 

equipped with them. (T-0) However, the anti-collision lights need not be lighted when the 

pilot-in-command determines that because of operating conditions, it would be in the interest 

of safety to turn the lights off. 

3.25.4.  Reduced Lighting or Lights-out. Range authority may authorize operations with 

reduced lighting or lights out in restricted areas or warning areas. 

mailto:AFSOC.A3V@us.af.mil
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3.26.  Geospatial Airborne Collection.  Organizations utilizing sUAS for the purpose of 

gathering geospatial data must adhere to the guidelines outlined in DAFI 32-10112, Installation 

Geospatial Information and Services (IGI&S). (T-1) Additionally, they must follow the 

standardized geospatial airborne collection processes and procedures playbooks provided by the 

Air Force Civil Engineer Center Geospatial Engineering Office and/or the Installation/Wing 

Geospatial Integration Office. (T-1) These guidelines cover all aspects of data collection and 

processing, ensuring the required level of data quality. (T-2) 

3.27.  Weather.  sUAS-O(s) will obtain sufficient weather information to safely conduct the flight 

and adhere to any operator’s manual restrictions. (T-2) sUAS-O(s) must have reasonable cause to 

believe the local weather conditions will permit successful employment and operations will 

comply with applicable range directives, operations orders, FAA, or other governing directives. 

(T-2) 

3.27.1.  Use the following prioritized list of authorized weather sources: (T-1) 

3.27.1.1.  MAJCOM-approved weather source (e.g., home, or local installation Weather 

Flight, MAJCOM-designated centralized briefing facility (or equivalent), commercial 

websites, flight planning services). 

3.27.1.2.  557th Weather Wing (557 WW). 

3.27.1.3.  Other DoD Military Weather Sources (e.g., US Navy/US Marine Corp weather 

facilities). 

3.27.1.4.  Other US Government Weather Facilities/Services (i.e., National Weather 

Service, FAA). 

3.27.1.5.  Foreign Civil Weather Service (Use only when DOD military resources or US 

Government services are unavailable in OCONUS locations). 

3.27.1.6.  ForeFlight and flight planning software weather sources to support operations if 

no other DoD or US Government sources are available. 

3.27.2.  MAJCOMs will provide guidance on use of non-DoD weather sources. 

3.28.  See and Avoid.  sUAS-O(s) operating in Visual Meteorological Conditions, whether or not 

under radar control, are responsible to see and avoid other traffic, terrain, obstacles and maintain 

Visual Flight Rules (VFR) cloud clearance. For operations to comply with see and avoid 

requirements, the sUAS-O must have the capability to see traffic and clouds in sufficient time to 

perform an avoidance maneuver in a timely manner. (T-0) This can be done using dedicated 

surface or airborne visual observers (chase vehicle/aircraft) in direct communication with 

operators. If not capable of see and avoid, sUAS may only be operated in approved segregated 

airspace (restricted or warning areas, combat restricted operating zones, etc.). In this case, VFR 

weather minimums may not apply. sUAS-O(s) must not allow the aircraft to be flown so close to 

another that it creates a collision hazard. (T-0) 

3.28.1.  Beyond Visual Line of Sight (BVLOS). A specific Beyond Visual Line of Sight 

(BVLOS) MAJCOM/CC (or first General Officer) authorization is required if the intent of the 

flight requires operations beyond the visual acuity of the sUAS-O and visual observer (if 

utilized) while operating under a COA within the National Airspace System (NAS). 
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3.28.1.1.  Request to operate BVLOS will be included in the DAF sUAS COA application 

checklist (see paragraph 3.10.2.1) and emailed to the MAJCOM PM for coordination. 

MAJCOM then forwards to AFSOC/A3OU workflow (AFSOC.A3OU.WF@us.af.mil) 

for review and tentative approval for MAJCOMs to proceed with the official DAF Form 

679, AFSOC/A3OU should be at the earliest coordination of the DAF Form 679 to signal 

to approving officials that the request will meet all FAA and DoD requirements for 

BVLOS. 

3.28.1.2.  Submit clearly defined operating procedures with the DAF sUAS COA checklist. 

Include these additional items to the procedures: a detailed description, the specific 

technology system being used (e.g., radar), assumptions, hazards, risks, mitigation plans 

(how to avoid building, personnel and other aircraft), safety/contingency procedures, 

accident/incident reporting procedures and operations after-action report. 

3.28.2.  Tactical Beyond Visual Line of Sight (T-BVLOS). Beyond visual line of sight 

operations conducted by sUAS-Os who are first responders acting in an active first responder 

capacity. Commander(s) may approve these operations under a contingency situation when 

T-BVLOS has been addressed in the local airspace authorization and approved by MAJCOM 

via the procedures listed in paragraph 3.28.1. 

3.29.  Safety/Risk Management.  Commanders utilizing sUAS assets should understand the 

potential hazard these vehicles pose and the importance of developing a unit program that 

proficient operators can employ to mitigate these factors. sUAS can cause injury, death and/or 

substantial monetary damage to property or other air operations when used improperly or with loss 

of control. Commanders will ensure appropriate safety programs are implemented for both the 

systems being employed and the capable payloads (e.g., laser, munitions, hazardous materials, 

etc.). (T-3) Military specific lasers used on sUAS that employ coherent radiation are lasers and 

laser systems used for combat, combat training, or classified in the interest of national security, 

and require AF Laser System Safety Review Board approval prior to acquisition and/or 

employment. See AFI 48-139, Laser and Optical Radiation Protection Program, for guidance 

regarding Air Force safe use of lasers and laser systems. Laser eye protection must be worn by all 

crew members and support personnel when a potential laser hazard exists during any sUAS 

operations. (T-2) Commanders will integrate a RM and mishap prevention program into mission 

planning and flight operations. (T-2) See Attachment 6 for an example RM worksheet and flight 

authorization. The RM worksheet may be disposed of at the completion of the mission if no mishap 

has occurred. In the event of a mishap, the RM worksheet will be turned in to the unit safety 

representative who will forward it and the AFSOC Form 97 or MAJCOM equivalent to the Wing 

Safety Office. (T-3) 

3.30.  Use of External/Internal Beacon or Tracking Devices.  Units operating sUAS should use 

a tracker/beacon on all training missions. This may not be possible on the smaller aircraft. Using 

a tracker/beacon will aid in aircraft tracking and recovery of the aircraft should there be an 

unintentional landing. Unit commander(s) must consider, and accept, the risks associated with not 

using a tracker/beacon. (T-2) Reminder, when attaching any device to a sUAS, units must ensure 

it does not affect or change the approved airworthiness, ETP, or ATO of the aircraft. Any 

tracker/beacon used must not be manufactured in, or originate from, a covered country. (T-1) 

Reference the most current OUSD Cyber Policy for guidance. 

3.31.  Pre-Mission Planning.  sUAS-O(s) will accomplish preflight planning. (T-3) 

mailto:AFSOC.A3OU.WF@us.af.mil
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3.31.1.  sUAS-O(s) will acquaint themselves with all information, procedures, and rules 

appropriate to the sUAS and the mission. (T-3) 

3.31.2.  Weather. sUAS-O(s) will obtain weather information IAW paragraph 3.27. (T-3) 

3.31.3.  Fuel/Battery Charge Requirements. sUAS-O(s) will ensure sufficient fuel/battery 

charge is available to safely conduct the flight and return to the intended landing location. (T-3) 

3.31.4.  sUAS-O(s) must attend a pre-mission/safety brief before flight operations. (T-2) 

3.32.  Briefings.  The Lead sUAS-O will ensure each crewmember is briefed on items affecting 

safety or mission completion. (T-3) These briefings will include, but need not be limited to: 

3.32.1.  Emergency procedures. (T-3) 

3.32.2.  Airspace/operating area, approved frequencies, and method of complying with 

restrictions. (T-3) 

3.32.3.  Safety precautions and restrictions, including use of electronic devices that may cause 

interference. (T-3) 

3.32.4.  Special procedures and instructions for use during training or operational missions. 

(T-3) 

3.33.  Autonomy/Artificial Intelligence (AI).  Semi-autonomous flight operations assumes that 

the operator performs some tasks to accomplish specific mission sets. Fully autonomous flight 

operations refer to a state in which the sUAS can perform programmed flight operations or entire 

mission sets, under defined conditions without human input or guidance. 

3.33.1.  Requests to operate systems that use autonomy or artificial intelligence as the primary 

means of control (no direct input from operator) will be included in the DAF sUAS COA 

application checklist (see paragraph 3.10.2.1) and emailed to the MAJCOM PM for 

coordination. (T-0) 

3.33.2.  MAJCOM will forward the FAA COA application to AFSOC/A3OU workflow 

(AFSOC.A3OU.WF@us.af.mil) for processing. AFSOC/A3OU will review the FAA COA 

application to ensure the request meets all FAA and DoD requirements. (T-0) 

3.33.3.  Regardless of the autonomy level of the sUAS, operators must complete IT on the 

specific system being utilized IAW DAFMAN 11-502, Group 1 and 2 Small Unmanned 

Aircraft Systems, paragraph 3.2.. (T-1) 

3.34.  Tethered sUAS.  A tethered sUAS is defined as an aircraft that is physically attached to a 

ground station with a taut, appropriately load-rated tether that provides continuous power to the 

unmanned aircraft and is controlled and retrieved by such ground station through physical or 

mechanical manipulation of the tether. 

3.34.1.  Types of tethered sUAS: 

3.34.1.1.  Actively tethered: Aircraft attached to a tether in such a way it cannot be 

commanded to disengage from the tether, therefore relying on the tether for flight. 

3.34.1.2.  Break away tethered: Aircraft can be utilized attached to the tether or can be 

commanded to disengage from the tether to operate as an independent aircraft to conduct 

normal operations. 

mailto:AFSOC.A3OU.WF@us.af.mil


24 DAFMAN11-501  10 JANUARY 2025 

3.34.2.  When operating actively tethered systems sUAS-O(s) will comply with: 

3.34.2.1.  DoD sUAS Cyber ETP procedures IAW paragraph 3.5. (T-2) 

3.34.2.2.  Spectrum Approval IAW paragraph 3.8. (T-0) 

3.34.2.3.  Airspace requirements IAW paragraph 3.10. (T-0) 

3.34.2.4.  Appropriate sUAS group medical guidance IAW paragraph 3.2. (T-2) 

3.34.2.5.  Unit CC training requirement(s) for currency, Mission Training (MT), 

Continuation Training (CT), Stan/Eval, or additional training requirements discussed in 

DAFMAN 11-502 Chapter(s) 3 and 4. (T-2) 

3.34.3.  When operating break away tethered systems sUAS-O(s) will: 

3.34.3.1.  Follow the specific guidance IAW the sUAS weight. (T-2) 

3.34.3.2.  Not exceed the approved altitude in the COA/AAA. (T-2) 

3.34.3.3.  Obtain approval from Airfield Management and ATC prior to launch, when 

operating on an airfield. (T-2) 

3.34.3.4.  Not place the tethered sUAS in any manned flight critical area unless approved 

by Air Traffic Control. (T-1) 

3.34.3.5.  Ensure a Notice to Air Missions is active. (T-2) 

3.34.3.6.  Ensure the tethered sUAS is located away from independent buildings/structures, 

vehicles, and personnel in the event power is lost to the tethered system. (T-3) 

3.34.3.7.  Ensure operating lighting IAW paragraph 3.25. (T-3) 

3.35.  Indoor Only Use of sUAS. 

3.35.1.  sUAS being utilized for test, training aids, or for demonstration that are flown in a 

completely enclosed facility and never operated outside of those constraints are exempt from 

the guidance in this manual apart from: 

3.35.1.1.  DoD sUAS Cyber ETP procedures IAW paragraph 3.5. 

3.35.1.2.  Spectrum Approval IAW paragraph 3.8. 

3.35.1.3.  Following established unit safety requirements. 

3.35.2.  MAJCOM must approve the use of sUAS as applicable. (T-3) 

3.36.  Go/No-Go Procedures.  Units will establish a positive control system that ensures sUAS-

O(s) have completed all required items prior to flight. (T-2) As a minimum, the Go/No-Go process 

will cover: 

3.36.1.  Ground and flight currency items required for flight for specific platform grouping 

IAW DAFMAN 11-502 or DAFMAN 11-503, Volume 1, Group 3 Small Unmanned Aircraft 

Systems Training. (T-2) 

3.36.2.  sUAS-O medical requirements. For specific medical requirements, reference USAF 

Medical Standards Directory Section U, IAW DAFMAN 48-123, Medical Examinations and 

Standards. 
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3.36.3.  Currency on all FCIF (FCIF Volume 1, Part B) library items. (T-2) 

3.36.4.  Accomplishment of all training requirements. (T-2) 

3.36.5.  Risk Assessment/Risk review. (T-2) 

3.36.6.  Operational parameters as measured against the approved airspace waiver, ETPs, 

Airworthiness assessments, and the operator’s manual for the specific platform being utilized. 

(T-2) 

3.36.7.  Ensure operational parameters protect privacy and civil liberties of individuals present 

in the U.S. and U.S. territories. (T-0) 

 

ADRIAN L. SPAIN, Lt Gen, USAF 

Deputy Chief of Staff, Operations 
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DoDI 5000.64, DAFI 23-111, Accountability and Management of DoD Equipment and Other 

Accountable Property, 6 December 2021 

DAFI 32-10112, Installation Geospatial Information and Services (IGI&S), 21 February 2023 
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AFI 48-139, Laser and Optical Radiation Protection Program, 30 September 2014 
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AFMAN 13-212, Volume 1, Range Planning and Operations, 14 Mar 2023 

DAFMAN 48-123, Medical Examinations and Standards, 8 December 2020 

DAFMAN 90-161, Publishing Processes and Procedures, 18 October 2023 

DAFMAN 91-223, Aviation Safety Investigations and Reports, 20 September 2022 

FAA AC 120-76D, Authorization for Use of Electronic Flight Bags, 27 October 2017 

FY24 NDAA, American Security Drone Act of 2023, 22 December 2023 

Guidance for Procedures for the Operation and Procurement of Unmanned Aircraft Systems to 

Implement Section 848 of the National Defense Authorization Act for Fiscal Year 2020, 8 

September 2021 

NTIA, Manual of Regulations and Procedures for Federal Radio Frequency Management, 
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AFSOC Form 12, Flight Crew Information File 
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DAF Form 847, Recommendation for Change of Publication 
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AAA—Airspace Access Authorization 

AF—Air Force 

AFI—Air Force Instruction 
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AFLCMC—Air Force Life Cycle Management Center 

AFMAN—Air Force Manual 

AFMC—Air Force Materiel Command 

AFPD—Air Force Policy Directive 

AFSOC—Air Force Special Operations Command 

ANG—Air National Guard 

ASR—Airworthiness Safety Release 

ATC—Air Traffic Control 

ATO—Authority to Operate 

BUQ—Basic Unmanned Aircraft Systems Qualification 

BVLOS—Beyond Visual Line of Sight 

CFR—Code of Federal Regulations 

COA—Certificate of Waiver or Authorization 

CONEMP—Concept of Employment 

CONUS—Continental United States 

COTS—Commercial off-the-shelf 

CRM—Crew Resource Management 

C-UAS—Counter Unmanned Aircraft System 

DAF—Department of the Air Force 

DAFI—Department of the Air Force Instruction 

DAFMAN—Department of the Air Force Manual 

DAFPD—Department of the Air Force Policy Directive 

DoD—Department of Defense 

DoDD—Department of Defense Directive 

DoDI—Department of Defense Instruction 

DPAS—Defense Property Accountability System 

DSCA—Defense Support of Civil Authorities 

DTA—Delegated Airworthiness Authority 

EFB—Electronic Flight Bag 

ETP—Exemption to Policy 

FAA—Federal Aviation Administration 

FCIF—Flight Crew Information File 
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FHA—Foreign Humanitarian Assistance 

FY—Fiscal Year 

GOTS—Government off-the-shelf or commonly referred to as a non-COTS 

HAF—Headquarters Air Force 

IAW—In Accordance With 

IT—Initial Training 

JP—Joint Publication 

MAJCOM—Major Command 

MDS—Mission Design Series 

NDAA—National Defense Authorization Act 

NTIA—National Telecommunications and Information Administration 

OCONUS—Outside the Continental United States 

OPR—Office of Primary Responsibility 

PM—Program Manager 

RDT&E—Research Development Test and Evaluation 

RM—Risk Management 

SII—Special Interest Item 

STAN/EVAL—Standardization & Evaluation 

sUAS—Small Unmanned Aircraft System 

sUAS-E—Small Unmanned Aircraft System Examiner 

sUAS-I—Small Unmanned Aircraft System Instructor 

sUAS-O—Small Unmanned Aircraft System Operator 

SUASMAN—Small Unmanned Aircraft System Manager 

T-BVLOS—Tactical Beyond Visual Line of Sight 

TAA—Technical Airworthiness Authority 

UAS—Unmanned Aircraft System 

USAF—United States Air Force 

USSF—United States Space Force 

VFR—Visual Flight Rules 

Office Symbols 

AF/A3—Air Force Deputy Chief of Staff, Operations 

AF/A6—Air Force Deputy Chief of Staff, Communications 
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AF/A3S—Air Force Special Warfare Directorate, Deputy Chief of Staff for Operations 

AF/JAO—Operations and International Law Directorate, Office of the Judge Advocate General 

AFLCMC/EN-EZ—Air Force Life Cycle Management Center, Engineering and Technical 

Management 

AFSOC/A3OU—Air Force Special Operations Command, Operations Unmanned Systems 

AFSOC/A3VU—Air Force Special Operations Command, Standardization & Evaluation RPA 

and sUAS 

MAJCOM/A3—Major Command Director of Operations 

MAJCOM/A4—Major Command Logistics, Engineering and Force Protection 

SAF/AQ—Air Force Acquisition 

SAF/AQR—Deputy Assistant Secretary of the Air Force for Science, Technology and 

Engineering 

SAF/CN—Air Force Chief Information Officer 

SAF/CNZR—Secretary of the Air Force, Cyber Security Risk Management 

Terms 

Benign Environment—The event location is a public venue that will not expose any sensitive 

facilities, equipment, or activities before, during, or after the event and all data collected during 

the event is approved and appropriate for public release. 

Beyond Visual Line of Sight (BVLOS)—The operation of an unmanned aircraft beyond a 

distance where the remote pilot is able to respond to or avoid other airspace users by direct visual 

means. 

Combat Operations—sUAS combat operations are C-UAS or sUAS flights over an objective 

area, over the critical area of a combat zone, or in an air defense area for the purpose of detecting 

or collecting hostile or adversary movements to inform the commander's offensive or defensive 

decisions. 

Commercial off-the-shelf (COTS)—All UAS systems sold in substantial quantity in the 

marketplace and offered to the Government in the same form in which it is sold to non-government 

consumers. 

Concept of Employment (CONEMP)—Document used to define the applied Concept of 

Employment for a sUAS capability within a range of operations/scenarios. 

Controlled Environment—An indoor or outdoor environment in which the DoD has control over 

or equities in. The DoD or the entity executing the event has physically restricted access to the 

location. The location of the event has appropriate stand-off such that data links to the COTS UAS 

are contained within the controlled environment and cannot be detected or collected by an 

unauthorized sensor outside the controlled area. There should not be any “open network access 

points” such as Wi-Fi or cellular, etc. Some examples include, DoD facilities, DoD Bases, DIB 

locations, Defense Critical Infrastructure associated with Defense Critical Assets. 
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Covered Country—Specified countries deemed a threat with regards to cyber vulnerabilities and 

sUAS. IAW 08 Sept 21 UAS COTS ETP Process Authorization Act, the term "covered foreign 

country" means the People's Republic of China, Russian Federation, Islamic Republic of Iran, and 

Democratic People’s Republic of Korea. 

Currency—A recurring event/task that must be repeated within specified timeframe. Failure to 

complete the event in allowed timeframe may require instructor supervision, additional training or 

recertification before unsupervised duty may resume. 

Field Command—A major subdivision of the USSF which is assigned a key part of the USSF 

mission. A field command is directly subordinate to the Space Staff Headquarters Air Force. All 

USSF field commands report to the CSO. 

Government off-the-shelf (GOTS)—sUAS not available to the public. 

Intelligence Activities—Refers to all activities that DoD intelligence components are authorized 

to undertake pursuant to Executive Order 12333. It includes counterintelligence, foreign 

intelligence and intelligence-related activities. 

Intelligence—Related Activities—Those activities outside the consolidated defense intelligence 

program (i.e., funded by intelligence) that: respond to operational commanders' tasking for time-

sensitive information on foreign entities; respond to national intelligence community tasking of 

systems whose primary mission is support to operating forces; train personnel for intelligence 

duties; provide an intelligence reserve; or are devoted to research and development of intelligence 

or related capabilities. (Specifically excluded from this definition are Research and Development 

outside the consolidated defense intelligence program and programs that are so closely integrated 

with a weapon system that their primary function is to provide immediate use targeting data). 

Inter-Fly Agreements—Agreements involving the exchange and/or substitution of aircrew 

members and/or aircraft between organizations to accomplish flying support of contingencies, 

exercises or designated missions according to the appropriate operational plan/concept of 

operations. 

Joint Base or Installation—A US military base or installation utilized by multiple military 

services. One service hosts one or more other services as tenants on the base or installation. In 

most cases, joint bases and installations have interservice support agreements to govern how the 

host provides services to the tenants. 

 

National Airspace System (NAS)—The network of airspace (controlled and uncontrolled), air 

navigation facilities, services, airports, regulations, procedures, technical information, human 

resources, and material shared jointly between the Federal Aviation Administration (FAA) and the 

military. 

Non-Combat Operations—Flights over any area (within or outside the United States) in support 

of missions not covered by research (basic or applied), development, test and evaluation, 

demonstration, training, installation operations support, or combat operations. Examples would 

include search and rescue operations conducted outside of DoD installations IAW relevant statute 

and DoD policy, Defense Support of Civil Authorities (DSCA), and support provided through 

foreign humanitarian assistance (FHA) and disaster relief. 
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Program Manager (PM)—The individual (normally an experienced sUAS-I) designated by the 

Unit Commander to oversee all aspects of training and equipment management. 

Restricted Area—Restricted areas are Special Use Airspace identified by an area on the surface 

of the earth within which the flight of aircraft, while not wholly prohibited, is subject to 

restrictions. Restricted areas are depicted on aeronautical charts with an R followed by numbers, 

e.g., R5104. 

Small Unmanned Aircraft Systems (sUAS)—A Group 1, 2, or 3 unmanned aircraft and its 

supporting ground control elements, that does not carry a human operator, can be operated 

autonomously or remotely, can be expendable or recoverable, and can carry a lethal or nonlethal 

payload. 

Small Unmanned Aircraft System Manager (SUASMAN)—A single source web-enabled 

database for tracking sUAS-O certifications, flight logs, currency, training accomplishments and 

sUAS logistics management. 

Special Use Airspace (SUA)—Consists of that airspace wherein activities must be confined 

because of their nature, or wherein limitations are imposed upon aircraft operations that are not a 

part of those activities, or both. SUA includes restricted airspace, prohibited airspace, military 

operations areas (MOA), warning areas, alert areas, temporary flight restriction (TFR), national 

security areas, and controlled firing areas, typically up to FL180 or 18,000 ft above sea level. In 

addition, there is often an Air Traffic Control Assigned Airspace (ATCAA) from FL180 through 

FL600 in which ATC plans for military operations. 

Small Unmanned Aircraft System Examiner (sUAS-E)—Conduct/administers ground or flight 

evaluations and must be a current sUAS-I. A unit sUAS-E is only required for Group 3 operations. 

Tactical Beyond Visual Line of Sight (T-BVLOS)—Beyond line-of-sight operations conducted 

by UAS operators who are first responders acting in an active first responder capacity. 

Uncontrolled Environment—All environments with the potential to expose force location, 

tactical or strategic information, TTPs, critical infrastructure, sensitive equipment, or RF exposure 

is unknown and there is risk of losing the sUAS to an adversary. Anything not otherwise included 

in the definitions for benign or controlled environments. This environment also poses a risk of 

losing the “platform” in a foreign adversary location. The radio frequency spectrum is unknown 

and/or cannot be controlled. 

Visual Flight Rules—A set of regulations established by aviation authorities that permit pilots to 

operate an aircraft by observing the terrain. 

Visual Meteorological Conditions—Meteorological conditions expressed in terms of visibility, 

distance from cloud, and ceiling equal to or better than specified minima. 

Visual Observer—An individual assigned to assist the sUAS-O in duties associated with 

maintaining visual line of sight of the sUAS, maintaining safe terrain/obstacle clearance or 

avoidance, and monitoring the assigned airspace for safe air traffic separation. 

Warning Area—Warning areas are Special Use Airspace with defined dimensions, extending 

from three nautical miles outward from the coast of the U.S. that contains activity that may be 

hazardous to nonparticipating aircraft. Warning areas are depicted on aeronautical charts with a W 

followed by numbers, e.g., W151. 
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Attachment 2 

DOD UAS CATEGORIES 

Figure A2.1.  DoD UAS Categories (Ref: JP 3-30, Joint Air Operations, 25 July 2019). 
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Attachment 3 

FLIGHT CREW INFORMATION FILE (FCIF) TEMPLATE 

Figure A3.1.  Flight Crew Information File Template. 
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Figure A3.2.  Flight Crew Information File Template. 
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Attachment 4 

DAF SUAS COA REQUEST CHECKLIST 

Figure A4.1.  DAF sUAS COA Request Checklist. 
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Figure A4.2.  DAF sUAS COA Request Checklist (Continued). 
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Figure A4.3.  DAF sUAS COA Request Checklist (Continued). 
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Attachment 5 

MAJCOM CYBER EXEMPTION TO POLICY (ETP) PROCESS AND PROCEDURES 

A5.1.  MAJCOM Cyber Processing ETP Roles and Responsibilities: 

A5.1.1.  Assign appropriate and relevant personnel to review the components and details of the 

submitted sUAS Cyber ETP. This includes, but is not limited to A3, A4, A6, sUAS-PMs, and 

Cyber centric AFSCs when considered applicable. 

A5.1.2.  Reviewers assigned will ensure the following critical components, as defined by the 

“Guidance for Procedures for the Operation and Procurement of Unmanned Aircraft Systems 

to Implement Section 848 of the National Defense Authorization Act for the Fiscal Year 2020”, 

dated 08 September 2021, are not manufactured (country of origin) within a covered country 

as defined by the aforementioned publications. (T-1) 

A5.1.2.1.  Flight Controller. 

A5.1.2.2.  Radio. 

A5.1.2.3.  Data Transmission Device. 

A5.1.2.4.  Camera. 

A5.1.2.5.  Gimbal. 

A5.1.2.6.  Ground Control System. 

A5.1.2.7.  Operating Software. 

A5.1.2.8.  Network Connectivity. 

A5.1.3.  Further definitions of these critical components are found in the referenced 

publication above. 

A5.1.4.  AFSOC assigned representatives will conduct board and ETP reviews at the discretion 

of the OPR. (T-2) 

A5.1.5.  All reviewers should utilize the sUAS Cyber ETP Reviewer Checklist located on 

SharePoint®™ and under the Resources Tab on SUASMAN, see paragraph 3.5.1. The 

checklist provides Reviewer(s) and Approving Authorities with a list of documentation that 

must be examined, validated, and exploited prior to issuing an approval letter. Further 

instructions and details are provided within the instruction sheet. Under the Resources Tab on 

SUASMAN, reviewers can find an additional sUAS Cyber ETP Reviewer Checklist in 

Microsoft Excel format, for streamlined accountability. 
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Figure A5.1.  Sample ETP Request Form. 
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Figure A5.2.  Sample ETP Request Form (Continue). 
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Figure A5.3.  Sample ETP Request Form (Continue). 
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Figure A5.4.  Sample ETP Request Form (Continued). 
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Figure A5.5.  Sample ETP Request Form (continue). 
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Figure A5.6.  Sample MAJCOM sUAS Cyber ETP Checklist. 
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Figure A5.7.  Sample MAJCOM sUAS Cyber ETP Checklist (Continued). 
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Figure A5.8.  Sample MAJCOM sUAS Cyber ETP Checklist (Continued). 
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Figure A5.9.  Sample MAJCOM sUAS Cyber ETP Checklist (Continued). 
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Figure A5.10.  Sample MAJCOM sUAS Cyber ETP Checklist (Continued). 
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Figure A5.11.  ETP Workflow Chart for Combat and Non-Combat Use. 
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Attachment 6 

SAMPLE RM WORKSHEET AND FLIGHT AUTHORIZATION 

Figure A6.1.  Sample RM Worksheet and Flight Authorization. 
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Figure A6.2.  Sample RM Worksheet and Flight Authorization. 
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Attachment 7 

SAMPLE AFSOC FORM 97 

Figure A7.1.  Sample AFSOC Form 97. 
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Figure A7.2.  Sample AFSOC Form 97. 
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Attachment 8 

SAMPLE SUAS DOMESTIC OPERATIONAL USE REPORT 

Figure A8.1.  Sample sUAS Domestic Operational Use Report. 
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Attachment 9 

USE OF DOD UAS IN THE UNITED STATES AUTHORITIES MATRIX 

Figure A9.1.  Use of DoD UAS in the United States Authorities Matrix. 
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Figure A9.2.  Use of DoD UAS in the United States Authorities Matrix (Continued). 
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Figure A9.3.  Use of DoD UAS in the United States Authorities Matrix (Continued). 
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Figure A9.4.  Use of DoD UAS in the United States Authorities Matrix (Continued). 
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Figure A9.5.  Use of DoD UAS in the United States Authorities Matrix (Continued). 
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Figure A9.6.  Use of DoD UAS in the United States Authorities Matrix (Continued). 
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Figure A9.7.  Use of DoD UAS in the United States Authorities Matrix. (Continued) 
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Figure A9.8.  Use of DoD UAS in the United States Authorities Matrix (Continued). 

 
 



DAFMAN11-501  10 JANUARY 2025 65 

Attachment 10 

CIVIL AIR PATROL (CAP) REQUIREMENTS 

A10.1.  Civil Air Patrol as the Auxiliary of the Department of the Air Force.  10 U.S.C. § 

9492, Status as volunteer civilian auxiliary of the Air Force, identifies CAP as the Auxiliary of the 

DAF when its services are used by any department or agency in any branch of the federal 

government. The SecAF, or designee, places participating CAP members and assets in auxiliary 

status for the respective activity. All missions and programs, to include sUAS, conducted in 

auxiliary status, once authorized and assigned to CAP by the SecAF, or designee, are deemed to 

be Air Force Assigned Missions (AFAM). CAP conducts activities in corporate status when not 

assigned auxiliary status. 

A10.1.1.  CAP-USAF is the USAF program office for the Cooperative Agreement and ensures 

CAP complies with federal, state and local laws and directives and oversees the 

implementation of CAP when in their AFAM status. CAP-USAF monitors, supports, and 

oversees CAP’s sUAS program and verifies CAP complies with tenets of this manual. 

A10.1.2.  CAP maintains a robust sUAS program. It is scaled and adapted to all of CAP’s 

unique missions, activities, and volunteer members. Per the Cooperative Agreement, to fly 

AFAMs, CAP is required to establish and implement a sUAS program patterned after Air Force 

unmanned aviation programs. CAP only operates Groups 1 and 2 platforms. 

A10.2.  Airworthiness.  CAP owns and maintains FAA-designated private use aircraft in all of its 

aviation programs.  sUAS airworthiness is declared by the manufacturer or user under 14 CFR 

Part 107. CAP accepts airworthiness from its vendors for all sUAS platforms. CAP and CAP-

USAF will provide aircraft airworthiness to AFSOC/A3OU upon request. 

A10.3.  Flight Approval Authority/Flight Release.  Every CAP sUAS AFAM is approved by 

CAP-USAF and 1AF and released to the CAP National Operations Center (NOC), which reviews 

all mission approval and flight release requirements within CAP regulations and the CAP Mission 

Approval database which reside in the Web Mission Information and Reporting System (WMIRS). 

A10.3.1.  Risk Management (RM): CAP sUAS operators are required, per CAP regulations, to 

complete a RM worksheet prior to flight authorization. 

A10.3.2.  1AF authorizes CAP missions for a specific period of time. Additional approvals 

must be done on a sortie-by-sortie basis by both 1AF and the CAP NOC. 

A10.3.3.  sUAS frequencies: When CAP operates in civilian airspace. sUAS pilots use FCC 

approved spectrums and under 14 CFR Part 107. When operating in DoD airspace, CAP 

coordinates with the installation spectrum office, ACC Spectrum Office, and AFSMO as 

needed. 

A10.4.  Airspace Coordination and Approval.  The Federal Aviation Administration (FAA) 

considers all CAP aircraft and operations as “private use.” CAP sUAS operate in accordance with 

14 CFR Part 107.  Any waivers to 14 CFR Part 107 are routed through the CAP National 

Headquarters (CAPNHQ)l. These waivers require an Operations Plan (OPLAN) specific to that 

operation and any special instructions (SPINS) specific to that mission. 
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A10.5.  Commercial Off the Shelf (COTS) Waivers.  Any platform cyber exemptions for 

AFAMs are staffed through the CAP-USAF Special Programs office for coordination through the 

A3S SharePoint. 

A10.6.  1AF AFAM Approval Process.  When CAP is executing AFAMs, they are beholden to 

DoD and federal directives. CAP’s sUAS AFAMs include missions such as Federal Installation 

support, DSCA/IAA, FEMA imagery, Research and Design, Force Protection, Search and Rescue 

and off federal installation training and support. Each CAP mission is scrutinized and approved by 

CAP-USAF and 1AF after ensuring the mission details include: an OPLAN, Memorandum of 

Agreement (MOA), specified platforms, SecAF approval (as required), and a legal review. 

A10.7.  CONEMP vs OPLAN.  Due to the unique nature of CAP sUAS operations across the 

entire United States, a Concept of Employment (CONEMP) for each location for unmanned flights 

is impractical. For operations involving regular exercises/sorties on DoD installations or distinct 

mission sets, a MOA is coordinated and signed between the installation commander, CAP-

USAF/CC, and CAP’s Chief Operating Officer. For missions involving operations off installation 

airspace, an OPLAN is required for 1AF approval and is attached to the mission file in WMIRS. 

A10.8.  Equipment Custodian.  CAP has no access to any USAF systems. CAPNHQ/LG is 

responsible for tracking sUAS equipment issued to individual units. The availability reporting is 

the responsibility of the CAP Wing sUAS Officer within the CAP Operations Directorate.  This 

information can be provided to AFSOC/A3OU upon request. 

A10.9.  Multiple Certification.  CAP sUAS pilots can maintain multiple certifications per CAP 

regulations. This information is maintained in the CAPNHQ Operational Qualifications 

(OPSQUALS) database. This information can be provided to AFSOC/A3OU upon request. 

A10.10.  Flight Crew Information File (FCIF).  CAP-USAF is the liaison between CAP and 

DoD and other federal entities. To ensure the flow of critical information from HAF, AFSOC, etc. 

impacting CAP’s sUAS operations, the CAP-USAF Special Programs office shall maintain a 

SUASMAN account. CAP-USAF shall forward FCIFs to CAP in a timely manner. Because 

CAPNHQ does not have a traditional FCIF program, it will disseminate and sUAS FCIFs 

information in a CAP Critical Read File (CRF). Review of the CAPNHQ CRF is required by CAP 

regulations prior to mission execution. 

A10.11.  Special Interest Items (SII).  See paragraph A10.10. 

A10.12.  Go/No-Go Procedures.  CAP maintains a positive control system that ensures CAP 

sUAS operators complete all required items prior to flight. CAP’s Go/No-Go system uses 14 CFR 

Part 107 for foundational preflight requirements (medical status, alcohol consumption, etc.). All 

others are mandated by CAP regulations (Critical Read File view, Operational Risk Management, 

etc.). 

A10.13.  Compliance.  CAP operates IAW 49 CFR Part 107, DoD, USAF and MAJCOM 

directives for AFAMs. 

A10.14.  Mishap Reporting.  CAP sUAS mishaps and mishap reporting do not fall under USAF 

91-series regulations. Per the Cooperative Agreement, as the “Owner/Operator” of Civil Air Patrol 

sUAS, CAP National Headquarters (CAPNHQ) shall comply with the mishap notification 

procedures described in 14 CFR, Chapter I, Part 107.9, as applicable, the Cooperative Agreement 

and CAP regulations. 



DAFMAN11-501  10 JANUARY 2025 67 

A10.15.  Communication with ATC.  CAP shall comply with FAA communications 

requirements. Operations on or about a federal installation require coordination with any and all 

air traffic controlling agencies and approval from the installation commander. When operations 

are conducted off installation and within FAA controlled airspace, communication requirements 

will be in accordance with 14 CFR Part 107 or an associated waiver to a specific portion of 14 

CFR Part 107. sUAS operations in FAA uncontrolled airspace will comply with 14 CFR Part 107 

and CAP regulations. This includes complying with the Title 14, Code of Federal Regulations, 

Part 89, Remote Identification of Unmanned Aircraft, dated 15 January 2021, requirement for 

remote identification of all sUAS. 

A10.16.  Aircraft Lighting.  CAP shall comply with 14 CFR Part 107 as required. 

A10.17.  Flight Data Capture.  CAP meets the requirements of Flight Data Capture. 

A10.18.  Adverse Weather.  CAP shall comply with 14 CFR Part 107 and applicable CAP 

regulations. 

A10.19.  Stores and Weapons.  CAP does not have any weapons for their sUAS platforms.  

Dropping of stores is governed by 14 CFR 107 and requires FAA waivers to do so. Dropping of 

stores must be approved by CAPNHQ and airworthiness of stores must be certified by the CAP 

Nation Technology Center. This information can be provided to AFSOC/A3OU upon request. 

A10.20.  See and Avoid.  CAP shall comply with 14 CFR Part 107 and applicable CAP 

regulations. 

A10.21.  Safety/Risk Management.  Per the Cooperative Agreement, CAP-USAF requires CAP 

to maintain vigorous safety and risk management program. With respect to sUAS operations, CAP 

mandates safety/RM program in CAP regulations. 

A10.22.  CAP sUAS Pilot Medical Requirements.  CAP shall comply with 14 CFR Part 107 and 

applicable CAP regulations. 

A10.23.  Scheduling Limitations/Alcohol Consumption.  CAP shall comply with 14 CFR Part 

107 and applicable CAP regulations. 

A10.24.  Pre-Mission Planning.  CAP sUAS pilots will accomplish pre-flight planning as 

mandated in CAP regulations. 

A10.24.1.  All CAP Operations pilots are required to be FAA certificated Remote Pilots to 

conduct commercial operations. They are required, by law, to comply with 14 CFR Part 107. 

A10.24.2.  Weather: CAP sUAS pilots will obtain sufficient weather information to safely 

conduct the flight and adhere to operator’s manual restrictions, 14 CFR Part 107, and 

applicable CAP regulations. 

A10.25.  Briefings.  CAP pilots will ensure each crewmember is briefed on items affecting safety 

or mission completion. These briefings will include, but need not be limited to: 

A10.25.1.  Emergency procedures IAW in 14 CFR Part 107 and applicable CAP regulations. 

A10.25.2.  Airspace/operating area, approved frequencies, and method of complying with 

restrictions IAW 14 CFR Part 107 and applicable CAP regulations. 

A10.25.3.  Safety precautions and restrictions, including use of electronic devices that may 

cause interference IAW 14 CFR Part 107 and applicable CAP regulations. 
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A10.25.4.  Special procedures and instructions for use during training or operational missions 

IAW CAP checklists and CAP regulations. 

A10.26.  Fuel/Battery Charge Requirements.  CAP sUAS pilots will ensure sufficient 

fuel/battery charge is available to safely conduct or continue the flight IAW CAP checklists and 

CAP regulations. CAP requires landing with 20% battery/fuel reserve. 

A10.27.  Training.  CAP sUAS pilots are trained, certified, and authorized to plan and conduct 

sUAS operations in approved airspace. CAP requires all pilots to possess an FAA certificate as a 

remote pilot in accordance with 14 CFR Part 107. All pilots undergo an annual check ride from an 

authorized check pilot. Mission qualified pilots undergo two separate annual flight checks in the 

various aircraft they are qualified in. CAP flight training requirements are laid out in 14 CFR Part 

107 and applicable CAP regulations. 

A10.28.  Continuation Training (CT).  CAP pilots conduct CT to maintain and develop 

proficiency in sUAS to support unit mission IAW 14 CFR part 107 and applicable CAP 

regulations. 

A10.29.  Standardization and Evaluation Program.  CAP maintains a strong standardization 

and evaluation program.  All CAP remote pilots are evaluated annually. All evaluation records are 

maintained in CAP’s OPSQUALS database. Guidance for their standardization and evaluation 

program is outlined in CAP regulations. 
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