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SUMMARY OF CHANGES 

This revision eliminates the stand alone Cadet Administrative Management Information System 

(CAMIS) configuration and control procedures (USAFI 33-114) and establishes Information 

Technology Service Management (ITSM) processes.  These new processes will encompass all 

USAFA information technology configuration management issues, including CAMIS. 
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1.  Scope. 

1.1.  This instruction applies to information technology service, systems, assets, applications, 

programs, and components in use at the United States Air Force Academy (USAFA), except 

those specifically excluded by USAFA/A6. 

1.1.1.  Requests for exceptions to this policy are submitted through the Change Process.  

If approved by the Change Advisory Board, they are then sent to USAFA/A6 for 

approval. 

1.1.2.  Approved exceptions will be listed in the USAFA IT Service Catalog. 

2.  Purpose and Objective. 

2.1.  This instruction ensures that all changes to the USAFA IT Enterprise are recorded and 

properly managed.  This instruction provides guidance and procedures that all USAFA 

personnel must use to manage any and all changes made to the configuration of USAFA IT 

services and components. 

2.2.  This instruction provides a formal method for request, evaluation, scheduling, 

implementing and testing of modifications to USAFA IT environment.  It allows recording 

and tracking of changes from request through implementation. 

3.  Process and Function Descriptions. 

3.1.  USAFA IT Service Request Process. 
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3.1.1.  USAFA IT service request process provides an integrated approach that will be 

used by all users to request and receive services. 

3.1.2.  This process provides a roadmap that depicts interaction between different 

Information Technology Service Management (ITSM) processes as a service request goes 

from idea to implementation. 

3.1.3.  IT Service Request Process steps (see Attachment 5). 

3.1.3.1.  User determines a need or requirement for IT service and submits a service 

request via automated Service Desk Management System (SDMS) (ex. Remedy).  

The user enters the desired service, mission criticality (critical, essential, 

enhancement), need by date and mission need at a minimum. 

3.1.3.2.  SDMS routes request to user’s Computer Requirements Officer (CRO) for 

review and approval. 

3.1.3.2.1.  CRO will obtain organizational commander or equivalent approval for 

all mission critical requirements prior to submission. 

3.1.3.3.  After required organization approval(s), IT request will be routed to the 

Change Manager to review and process. 

3.1.3.4.  Change Manager and IT Service Portfolio Manager work together to 

recommend the appropriate Service Owner/Project Manager (SO/PM) to manage 

request. 

3.1.3.5.  USAFA/A6 and/or 10 CS assign SO/PM. 

3.1.3.6.  SO/PM works with user/requestor to fulfill user requirements. 

3.1.3.6.1.  SO/PM works with Change Manager and IT Service Portfolio Manager 

to compare requirements with the Service Portfolio and confirm user requirements 

cannot be met by existing service or pending new service. 

3.1.3.6.2.  Requests that can be met by existing service are handled via the 

Request Fulfillment process (see USAFAI 33-119, Information Technology 

Service Operations Management). 

3.1.3.6.3.  Requests that cannot be met by an existing service become a Request 

For Change (RFC) and are handled via the Change Management Process. 

3.1.3.7.  SO/PM works with user/requestor to build requirements section of Service 

Design Package (SDP) (see Attachment 1, SDP Template). 

3.1.3.8.  SO/PM works with appropriate parties (e.g., technical solution developer, 

Information Assurance personnel, Financial Management, etc.) to build SDP (see 

Attachment 4). 

3.1.3.8.1.  SO/PM consults 10 CS and/or USAFA/A6 to determine if resources 

(time, people, money, equipment) needed to fulfill the request exceed those 

available. 

3.1.3.8.2.  SO/PM consults Change Manager to determine level of detail and 

content required of SDP.  At a minimum, SDP needs to include complete user 
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requirements, risk assessment, proposed schedule, test plan, implementation plan 

and roll back plan. 

3.1.3.8.3.  SO/PM consults Service Level Manager (see USAFAI 33-101) to 

determine if existing Service Level Standards (SLSs) or Service Level 

Agreements (SLAs) need to be modified, or if new SLS/SLA needs to be created. 

3.1.3.9.  Change Manager determines if request needs to go through Configuration 

Control Board (CCB).  If so, SO/PM submits completed SDP and RFC to CCB. 

3.1.3.9.1.  CCB validates SDP.  Recommendation is made regarding technical 

aspects of request. 

3.1.3.10.  SO/PM submits RFC and SDP to CAB. 

3.1.3.11.  CAB approves/disapproves RFC. 

3.1.3.12.  IT Service Portfolio Manager updates USAFA IT Service Portfolio. 

3.1.3.13.  USAFA/A6 and/or 10 CS allocate resources for request. 

3.1.3.14.  Change Manager updates change schedule. 

3.1.3.15.  SO/PM coordinates development, testing and implementation of request. 

3.1.3.16.  Service Catalog Manager updates Service Catalog if change affects existing 

service or creates new service (see USAFAI 33-101). 

3.1.3.17.  Configuration Manager updates Change Management Database (CMDB) 

(see USAFAI 33-115). 

3.1.3.18.  Change Manager reviews and closes request record. 

3.2.  USAFA IT Change Management. 

3.2.1.  Change Manager is single focal point for authorizing IT changes, which will 

minimize the probability of conflicting change events and the potential disruption to the 

USAFA IT Enterprise. 

3.2.2.  A Change is defined as any alteration, variation, or modification to the USAFA IT 

Enterprise, any IT system, component of any system, or Configuration Item (CI) or their 

associated peripherals and operation of the same. 

3.2.2.1.  Configuration Items (CIs) are any components that need to be managed in 

order to deliver an IT Service.  CIs are under the control of Configuration 

Management and Change Management (see USAFAI 33-115). 

3.2.3.  Users submit RFC through Service Desk to Change Manager (see USAFAI 33-

119) (see Attachment 3, RFC Template). 

3.2.3.1.  RFCs are verified by organizational CRO.  Mission Critical RFCs must be 

further verified by organizational commander or equivalent. 

3.2.3.2.  RFCs are categorized by mission impact by submitter in conjunction with 

CRO (Mission Critical, Mission Essential, Mission Enhancement). 

3.2.4.  RFCs are prioritized based on a standardized prioritization model by Change 

Manager (e.g., Immediate/Emergency, Urgent, Medium and Low). 
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3.2.5.  Change Management shall be coordinated with Service Configuration 

Management (see USAFAI 33-115). 

3.2.6.  When an RFC is submitted in response to an incident or problem record, the RFC 

will reference and retain incident or problem record information in order to provide 

traceability. 

3.2.7.  Configuration Manager coordinates performance, impact and risk assessments for 

all changes. 

3.2.8.  Change Manager coordinates production and distribution of a change schedule and 

Authorized Service Interruptions (ASI); information is provided to the USAFA 

Communications Focal Point (CFP) to ensure end users are proactively notified and 

informed of planned outages and impacts. 

3.2.9.  Change Manager ensures that critical events in the USAFA Mission (e.g., finals, 

in-processing, etc.) are identified/tracked and system changes are limited or held in 

abeyance during these times (IT Change Freeze Periods). 

3.2.10.  Change Manager ensures approved changes are executed as planned. 

3.2.11.  Whenever changes are implemented, Service Owner/Project Manager and 

Configuration Manager ensure associated system and user documentation and procedures 

are updated accordingly. 

3.2.12.  USAFA IT Change Management will implement three Change Models. 

3.2.12.1.  Normal Change Model (see Attachment 6, Normal Change Model). 

3.2.12.1.1.  This is the full model for changes that must go through assessment, 

review and authorization by the CAB prior to implementation. 

3.2.12.1.2.  Normal Change Model follows a seven-step process (see Attachment 

6, Normal Change Model). 

3.2.12.1.2.1.  Record RFC – An RFC is submitted by an initiator.  Information 

for requested change is captured within a change record.  The RFC is 

categorized and prioritized by Change Manager. 

3.2.12.1.2.2.  Review RFC – Change Manager reviews RFC for content, 

identifying completed, related or potentially duplicate RFCs. 

3.2.12.1.2.3.  Assess and Evaluate RFC – Change Advisory Board (CAB) 

performs impact assessment (risks, resources, responsibility and relationship 

to other changes) considering potential impact on services of failed changes 

and their effect on service assets and configurations.  See Risk Management 

Guide for DOD Acquisition August 2006 for more information. 

3.2.12.1.2.4.  Authorize Change – Formal authorization is obtained for each 

change from the CAB. 

3.2.12.1.2.5.  Plan and Coordinate Change – Change Implementer (Service 

Owner/Project Manager (SO/PM) tasked with implementing change) 

coordinates development, testing, release, deployment and transition plans and 

procedures for the change.  Implementation of change is annotated within the 
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change schedule. 

3.2.12.1.2.6.  Implement Change – Change Manager ensures change is 

implemented as scheduled and performs oversight to ensure that all changes 

are thoroughly tested and back out procedures are made available by the 

applicable SO/PM. 

3.2.12.1.2.7.  Review and Close Change Record – Change Manager reviews 

implementation results and closes RFC record. 

3.2.12.2.  Preapproved Change Model. 

3.2.12.2.1.  The Preapproved Change Model is for pre-authorized, repetitive, low-

risk, well-tested changes. 

3.2.12.2.2.  Preapproved changes do not go through CAB review and approval 

process. 

3.2.12.2.3.  Preapproved Change Model follows a four-step process. 

3.2.12.2.3.1.  Record RFC – RFC is submitted by user.  Information for the 

requested change is recorded in RFC.  The RFC is classified and prioritized by 

Change Manager. 

3.2.12.2.3.2.  Review the RFC – Change Manager reviews the RFC for 

content, identifying completed, related, or potentially duplicate RFCs.  

Change Manager verifies RFC meets requirements of a Preapproved Change.  

If it fails to meet Preapproved Change requirements, it is submitted to Normal 

Change process. 

3.2.12.2.3.3.  Implement Change – Change Manager ensures change is 

implemented as scheduled and performs oversight to ensure that all changes 

are thoroughly tested and back out procedures are made available by the 

applicable SO/PM. 

3.2.12.2.3.4.  Review and Close Change Record – Change Manager reviews 

implementation results and closes RFC record. 

3.2.12.2.4.  Change Manager maintains the Preapproved Change List as part of 

USAFA IT Service Catalog (see USAFAI 33-101). 

3.2.12.2.5.  Only USAFA IT CAB can add a Normal Change to Preapproved 

Change List. 

3.2.12.3.  Emergency Change Model. 

3.2.12.3.1.  Emergency Change Model is only used when a change must be 

implemented to prevent USAFA mission impact and time does not allow using 

the Normal Change Model. 

3.2.12.3.2.  Emergency Changes are approved by the Emergency Change 

Advisory Board (ECAB). 

3.2.12.3.3.  Emergency Change Model follows a six-step process. 

3.2.12.3.3.1.  Record RFC – RFC is submitted by user.  Information for the 
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requested change is recorded in the RFC.  The RFC is classified and 

prioritized by Change Manager. 

3.2.12.3.3.2.  Verification – Change Manager verifies that an RFC meets the 

criteria for an Emergency Change and convenes the ECAB.  This meeting can 

be conducted virtually to expedite the process. 

3.2.12.3.3.3.    Assessment – ECAB assesses the RFC for impact, urgency and 

resources.  If the RFC does not meet the requirements of an Emergency 

Change it is submitted to the Normal Change Process. 

3.2.12.3.3.4.  Coordination – Change Implementer plans and coordinates 

change with appropriate groups.  The Emergency Change is added to the 

change schedule. 

3.2.12.3.3.5.  Implementation – Change Implementer implements the change 

and provides oversight to ensure it is executed as scheduled. 

3.2.12.3.3.6.  Review and Close – Change Manager reviews implementation 

results and closes RFC record. 

3.3.  Configuration Control Board (CCB). 

3.3.1.  CCB reviews all Service Design Packages (SDP) (see Attachment 4, SDP 

Template) for new or modified IT services and makes recommendations to CAB. 

3.3.2.  CCB does not approve/disapprove SDPs; it reviews and develops 

recommendations.  CCB makes recommendations based on technical feasibility, impact 

and risk associated with a change.  Recommendations are recorded in RFC record and 

CCB meeting minutes.  Service Configuration Manager ensures CCB minutes are 

recorded and maintained in accordance with AF Electronic Records Management (ERM) 

standards contained in AFMAN 33-363. 

3.3.3.  An incomplete/inaccurate SDP is returned to Service Owner/Project Manager for 

corrections. 

3.3.4.  CCB is chaired and facilitated by USAFA Service Configuration Manager. 

3.3.5.  CCB Membership includes:  IT Service Configuration Manager (10 CS, Chair); 

USAFA Information Assurance Manager (USAFA/A6); USAFA Enterprise Architect 

(USAFA/A6); IT Operations Manager (10 CS/SCO); IT Network Manager (10 CS); 10 

CS Plans (10 CS/SCX); IT Service Portfolio Manager (USAFA/A6); IT Service Level 

Manager (10 CS); IT Service Catalog Manager (10 CS); ME Computer Requirements 

Officers (CROs) (non-voting); Service Owner/Project Manager submitting SDP (non-

voting); and others as required. 

3.3.6.  CCB meets at least monthly. 

3.3.6.1.  USAFA/A6, 10 CS/CL, or any member of CCB may request that the Service 

Configuration Manager schedule an out-of-cycle meeting to meet USAFA needs as 

appropriate. 

3.4.  Change Advisory Board (CAB) and Emergency Change Advisory Board (ECAB). 
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3.4.1.  CAB advises Change Manager in assessment, prioritization and scheduling of IT 

changes. 

3.4.2.  CAB approves/disapproves all normal RFCs. 

3.4.3.  Change Manager chairs CAB and has veto authority on all board decisions.  

Appeals to CAB decisions must be made to USAFA/A6. 

3.4.4.  CAB Membership includes:  IT Change Manager (10 CS, Chair); IT Operations 

Manager (10 CS/SCO); IT Service Configuration Manager (10 CS); IT Service Portfolio 

Manager (USAFA/A6); USAFA Enterprise Architect (USAFA/A6); 10th Contracting 

representative; Service Owner/Project Manager submitting SDP (non-voting); and others 

as required. 

3.4.5.  CAB meets at least twice monthly.  Change Manager may schedule more meetings 

as required to meet USAFA needs as appropriate. 

3.4.6.  A quorum, defined as Change Manager, Configuration Manager, IT Service 

Portfolio Manager, and IT Operations Manager (or their designated alternates), is 

required to convene a CAB meeting. 

3.4.7.  Change Manager creates and publishes CAB Agenda NLT 1 business day prior to 

CAB meeting.  Change Manager notifies all CAB members as well as all other required 

attendees. 

3.4.7.1.  CAB Agenda includes all RFCs that will be addressed. 

3.4.7.2.  Agenda is updated as necessary. 

3.4.8.  CAB reviews all RFCs to determine impact the change will have on the following; 

USAFA Mission, USAFA IT infrastructure, user’s needs, user requirements and 

resources. 

3.4.8.1.  Review includes related RFC and SDP, and any RVB CCB 

recommendations. 

3.4.9.  Change Manager creates, maintains and publishes change schedule. 

3.4.10.  Emergency Change Advisory Board (ECAB). 

3.4.10.1.  ECAB only approves Emergency Changes. 

3.4.10.2.  ECAB meetings are held as necessary. 

3.4.10.3.  ECAB is chaired by Change Manager. 

3.4.10.4.  ECAB membership is situational based; at a minimum members include:  

Change Manager; Configuration Manager; IT Service Portfolio Manager; and IT 

Operations Manager. 

3.4.11.  Change Manager ensures CAB and ECAB minutes are recorded and maintained 

in accordance with Air Force Electronic Records Management (AF ERM) standards 

contained in AFMAN 33-363. 

3.5.  Requirements Validation Board (RVB). 
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3.5.1.  USAFA RVB reviews IT service requirements that require more resources than 

are available. 

3.5.1.1.  USAFA RVB reviews and prioritizes annual IT financial. 

3.5.2.  RVB Membership includes (voting):  USAFA/A6 (Chair); Vice Dean of Faculty; 

Vice Athletic Director; Preparatory School Vice Commander; Vice Commandant of 

Cadets; Vice Commander, 10th Air Base Wing (10 ABW/CV); Director of Admissions 

(USAFA/RR); and Strategic Communication (CM/PA). 

3.5.3.  RVB Advisors (non-voting) include:  Director, 10th Communications Squadron 

(10 CS/CL); IT Service Portfolio Manager (USAFA/A6); Financial Management and 

Comptroller (USAFA/FM); IT Financial Manager (USAFA/A6); Judge Advocate 

(USAFA/JA); Plans and Programs (USAFA/A5/8/9); Manpower and Personnel 

(USAFA/A1); Inspector General (USAFA/IG); 306th Flying Training Group; Service 

Owner/Project Manager as required/necessary; and others as required. 

3.5.4.  RVB meets at least annually. 

3.5.4.1.  USAFA/A6 or any member of RVB may request RVB meetings to meet 

USAFA needs as appropriate. 

3.5.5.  A quorum, defined as at least two thirds of voting members, is required to make a 

decision. 

3.5.6.  RVB produces, maintains and updates prioritized IT requirements order of merit 

list for all items reviewed. 

3.5.7.  Prioritization of IT resources and requirements is based on RVB majority vote. 

3.5.8.  IT Service Portfolio Manager ensures RVB minutes are recorded and maintained 

in accordance with AF ERM standards contained in AFMAN 33-363. 

3.5.9.  Unresolved issues are forwarded to USAFA Monitoring & Implementation 

Team/Strategic Steering Group (MIT/SSG) for resolution. 

4.  USAFA Organizational Responsibilities. 

4.1.  Director of Communications & Information (USAFA/A6) will: 

4.1.1.  Review and approve the implementation of Change Management processes 

outlined in this instruction. 

4.1.2.  Establish and chair USAFA IT Requirements Validation Board (RVB). 

4.1.3.  Report appropriate change metrics to Superintendent (USAFA/CC) (see 

Attachment 2, IT Change Management Metric Examples, for more details). 

4.2.  Director, 10th Communications Squadron (10 CS/CL) will: 

4.2.1.  Develop and execute the Change Management Process. 

4.2.2.  Assign the USAFA Change Manager. 

4.2.3.  Establish Configuration Control Board (CCB). 

4.2.4.  Establish Change Advisory Board (CAB). 
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4.2.5.  Establish Emergency Change Advisory Board (ECAB). 

4.3.  All IT Users (Mission Elements (MEs), USAFA HQ Staff, tenants, and any other 

IT Service consumer) will: 

4.3.1.  Review the USAFA IT Service Catalog to understand all available standard IT 

services (see USAFAI 33-101). 

4.3.2.  Submit all IT Requests and Requirements through their CRO to the USAFA IT 

Service Desk (see USAFAI 33-101 and USAFAI 33-119). 

5.  Prescribed and Adopted Forms. 

5.1.  Prescribed Forms. 

No forms are prescribed by this instruction. 

5.2.  Adopted Forms. 

AF Form 847, Recommendation for Change of Publication 

 

MICHAEL C. GOULD, Lt Gen, USAF 

Superintendent 
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Attachment 1 

GLOSSARY OF REFERENCES AND SUPPORTING INFORMATION 

References 

AFI 33-101, Commanders Guidance and Responsibilities, 18 November 2008 

AFI 33-112, Information Technology Hardware Asset Management, 7 January 2011 

AFI 33-114, Software Management, 13 May 2004 

AFMAN 33-363, Management of Records, 1 March 2008 

AFPD 33-1, Information Resources Management, 27 June 2006 

TO 00-33A-1100, AF-GIG Operational Change Management Process 

Department of Defense Information Technology Infrastructure Library (D-ITIL) 

Abbreviations and Acronyms 

AF—Air Force 

AFMAN—Air Force Manual 

AFPD—Air Force Policy Directive 

AFRC—Air Force Reserve Command 

AFRIMS—Air Force Records Information Management System 

ANG—Air National Guard 

ASI—Authorized Service Interruptions 

CAB—Change Advisory Board 

CCB—Configuration Control Board 

CFP—Communications Focal Point 

CMDB—Configuration Management Database 

CRO—Computer Requirements Officer 

ECAB—Emergency Change Advisory Board 

ERM—Electronic Records Management 

IT—Information Technology 

ITSM—Information Technology Service Management 

KPI—Key Performance Indicator 

MIT/SSG—Monitoring & Implementation Team/Strategic Steering Group 

OPR—Office of Primary Responsibility 

RDS—Records Disposition Schedule 

RFC—Request For Change 
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RVB—Requirements Validation Board 

SDP—Service Design Package 

SLA—Service Level Agreement 

SLS—Service Level Standard 

SO/PM—Service Owner/Project Manager 

USAFA—United States Air Force Academy 
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Attachment 2 

USAFA CHANGE MANAGEMENT METRIC EXAMPLES 

A2.1.    This Attachment provides examples of USAFA IT Change Management performance 

measures, Critical Success Factors (CSFs), and Key Performance Indicators (KPIs). 

Critical Success Factors 

Ability to make changes efficiently and effectively 

Ability to understand cause of changes based on incidents and additional trends 

that impact the need for change 

Utilizing a repeatable process for handling changes 

Ability to protect services when making changes 

Key Performance Indicators 

Number of changes implemented to services which met the user’s agreed 

requirements (e.g., quality/cost/time) 

Percentage of failed changes  

Percentage of rejected RFCs 

Number of unauthorized changes 

Change backlog 

Outages during changes 

Change success rate (percentage of changes deemed successful at review/number 

of RFCs approved) 

Percentage of Emergency Changes 

Average time to implement based on urgency/priority/change type 

Percentage of changes causing incidents 

Percentage of changes on time 
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Attachment 3 

USAFA REQUEST FOR CHANGE TEMPLATE 

A3.1.  Part 1:  Change Definition (requestor info, business need, date needed, date submitted). 

A3.1.1.  Part 1.1:  Justification (includes urgency and impact, justification for urgency and 

impact, risk to implement, risk mitigation plan, risk if change not implemented). 

A3.1.2.  Part 1.2:  Overview of Plan (timeline and high-level activities). 

A3.2.  Part 2:  Project and Change Control (CCB recommendation and date.  CAB approval and 

date). 

A3.2.1.  High-Level Implementation Plan. 

A3.3.  Part 3:  Configuration Management (details about CIs that are modified as part of change). 

A3.4.  Part 4:  Release Control. 

A3.4.1.  Prerequisites and Assumptions. 

A3.4.2.  High-Level Transition Plan. 

A3.4.3.  Test Plan (testing before implementation and testing to be completed once change 

has been implemented to confirm implementation success). 

A3.4.4.  Roll-Back Plan. 
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Attachment 4 

USAFA SERVICE DESIGN PACKAGE TEMPLATE 

A4.1.  Requirements. 

A4.1.1.  Mission requirements - The documented user/mission requirements. 

A4.1.2.  Service applicability - This defines how and where the service would be used.  This 

could reference mission, user and user requirements for internal services. 

A4.1.3.  Stakeholders. 

A4.2.  Service Design. 

A4.2.1.  Service functional requirements - The functionality of the new or changed service, 

including its planned outcomes and deliverables, in a formally agreed Statement of 

Requirements (SoR). 

A4.2.2.  Service Level Standard (SLS)/Service Level Agreement(SLA) - Revised or new 

SLS/SLA, including service and quality targets. 

A4.2.3.  Service and Operational Management requirements - How to manage the new or 

changed service and its management components, including all supporting services and 

agreements, control, requirements operation, monitoring, measuring and reporting. 

A4.2.4.  Service Design and Topology - The design, transition and subsequent 

implementation and operation of the service solution and its supporting components, 

including: 

A4.2.4.1.  The service definition and model, for transition and operation. 

A4.2.4.2.  All service configuration items, components and infrastructure (including 

H/W, S/W, networks, environments, data, applications, technology, tools, 

documentation), including version numbers and relationships. 

A4.2.4.3.  All user, mission, service, component, transition, support and operational 

documentation. 

A4.2.4.4.  Processes, procedures, measurements, metrics and reports. 

A4.2.4.5.  Supporting products, services, agreements and suppliers. 

A4.3.  Organizational Readiness Assessment. 

A4.3.1.  Risk assessment. 

A4.3.2.  Mission assessment. 

A4.3.3.  Technical assessment. 

A4.3.4.  Resource and financial assessment. 

A4.3.5.  Organizational assessment - Details of all new skills and competencies needed to 

support the service.  Capabilities required of the service provider organization and any 

required IT suppliers.  Supporting services and contracts. 

A4.4.  Service Program. 
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A4.4.1.  Service Program - An overall program or plan covering all stages of the lifecycle of 

the service, including the timescales and phasing for the transition, operation and subsequent 

improvement of the new service. 

A4.4.2.  Service Transition Plan - Overall transition strategy, objectives, policy, functional 

testing, and user acceptance testing. 

A4.4.3.  Release policy, plans and requirements - Including logistics, deployment, roll-out, 

staging, deployment environments, cultural change, organizational change, technology, tools, 

processes, approach, methods and mechanisms, including all platforms, knowledge, skill and 

competence transfer and development, supplier and contract transition, data migration and 

conversion. 

A4.4.4.  Service Operational Acceptance Plan - Overall operational strategy, objectives, 

policy, risk assessment and plans. 
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Attachment 5 

USAFA IT SERVICE REQUEST PROCESS FLOW DIAGRAM 
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Attachment 6 

CHANGE MODELS 

Figure A6.1.  Normal Change Model. 
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Figure A6.2.  Emergency Change Model. 
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Figure A6.3.  Preapproved Change Model. 

 
 


