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This Air Force Instruction (AFI) implements Air Force Policy Directive (AFPD) 33-4, 

Enterprise Architecting.  This instruction describes the federation of Air Force architectures and 

its concept for federated architecture development, its associated business rules, governance, and 

the roles and responsibilities for appropriate Air Force organizations.  It supports the 

architecture-related mandates of the following Air Force Policy Directives (AFPD), Department 

of Defense Directives (DoDD), Chairman of the Joint Chiefs of Staff Instructions (CJCSI), and 

OMB Circulars: AFPD 33-1 Information Resources Management, 27 June 2006; AFPD 33-4, 

Enterprise Architecting, 27 June 2006; Office of Management and Budget (OMB) Circular A-

11, Preparation, Submission, and Execution of the Budget; OMB Circular A-130, Management 

of Federal Information Resources; DoDD 4630.05, Interoperability and Supportability of 

Information Technology (IT) and National Security Systems (NSS), May 05, 2004; DoDD 

5000.01, The Defense Acquisition System, May 12, 2003; DoDD 8000.01, Management of the 

Department of Defense Information Enterprise, February 10, 2009; DoDI 4630.8, Procedures for 

Interoperability and Supportability of Information Technology (IT) and National Security 

Systems (NSS), June 30, 2004; CJCSI 6212.01E, Interoperability and Supportability of 

Information Technology and National Security Systems, December 15, 2008; CJCSI 3170.01G, 

Joint Capabilities Integration and Development System (JCIDS), March 1, 2009; AFI 63-101, 

Acquisition and Sustainment Life Cycle Management, April 17, 2009; and AFMAN 33-363, 

Management of Records, 1 March 2008.  

This publication applies to all processes, services, systems, and procedures in support of decision 

making, transformation, and governance.  It applies to all military and civilian Air Force 

personnel, members of the Air Force Reserve, Air National Guard, and individuals or activities 

http://www.e-publishing.af.mil/
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as required by binding agreement with the Department of the Air Force.  Field activities must 

send proposed supplements to this instruction to Secretary of the AF, AF Chief Information 

Officer and Information Dominance (SAF/CIO A6) for review and approval prior to publication. 

Send all recommendations for changes or comments to Secretary of the AF, AF CIO and 

Information Dominance (SAF/CIO A6), 1800 AF Pentagon, Washington DC 20330-1800, 

through appropriate channels, using AF IMT 847, Recommendation for Change of Publication. 

Ensure all records created as a result of processes prescribed in this publication are maintained 

IAW AFMAN 33-363, Management of Records, and disposed of in accordance with the Air 

Force Records Disposition Schedule (RDS). 

See Attachment 1 for a glossary of references and supporting information.  The use of the name 

or mark of any specific manufacturer, commercial product, commodity, or service in this 

publication does not imply endorsement by the Air Force. 

SUMMARY OF CHANGES 

This document has been revised to incorporate AFI 33-401 AFGM 2015-01 establishing the 

Architecture Executive Committee (AEC) and Air Force Data Panel (AFDP), check  references, 

and update appropriate terms. 

Attachment 1 – Glossary of References and Supporting Information  

Attachment 2 – Air Force Architecture Executive Committee (AEC) 

Attachment 3 – Air Force Data Panel (AFDP) Terms of Reference (ToR) 
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1.  Air Force Architecting. 

1.1.  Relevance.  The mandate to develop architectures comes from law (Clinger-Cohen Act, 

Title 10); Federal level requirements (OMB A-11, Federal Enterprise Architecture); DoD 

policies and instructions (DOD 5000.01, CJCSI 3170 and 6212); and the AF policies and 

instructions (AFPD 33-4, AFI 63-101).  The intelligence community is also governed by 
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Intelligence Community Directive (ICD) Number 1, "Policy Directive for Intelligence 

Community Leadership”. 

1.2.  Purpose. Government agencies continually assess current performance, identify 

opportunities for performance improvement, and translate opportunities into specific actions. 

AF leaders are called upon daily to make decisions across the AF, often without being 

provided objective analysis of the second and third order impacts of their decisions. 

Enterprise architectures are formal blueprints for methodically and completely defining an 

organization’s current (baseline) or desired (target) operational process and enabling 

environment.  It is a tool that contains information for use by decision-makers in 

consideration of addressing and aligning enterprise-wide business plans and programs. 

Enterprise Architecture (EA) also helps all echelons to understand their alignment, key 

processes, roles, critical information, and supporting enablers. Thus, architecture is the key to 

understanding complexity and managing change; laying out the complexity of AF systems, 

processes and programs, and presenting decision-makers with clear articulated analysis.  

Architecting provides a traceable connection from business strategy to each decision through 

implementation and deployment.   This AFI provides the roles and responsibilities required 

to ensure all architectures are built for purpose, built to quality standards, enable analysis that 

can be used to support decision making, and guide transformation. 

1.3.  A Federated Approach. The AF uses a federated approach that partitions the AF 

Enterprise into an inter-related hierarchy of architectures (such as AF Service Core Function 

(SCF) architectures, Domain architectures, and Program architectures).  AF Service Core 

Function architectures express the ways in which the Air Force is particularly and 

appropriately suited to contribute to national security.  The SCF Architectures, along with the 

AF Business Support Services, depict the relationships between AF capabilities, functional 

support, and other DoD and external agencies.  The Domain architectures are those 

architectures which reflect a segment of one or more AF Service Core Functions and 

depicting a set of capabilities and its associated missions, tasks, and their interrelationships.  

The Program architectures are those architectures which reflect the programs, systems and or 

services which provide IT support to the Domains and Service Core Functions.  These 

architectures are developed and managed by various AF organizations (e.g., Service Core 

Function Lead Integrator Commands, Major Commands (MAJCOM), Field Operating 

Agencies (FOA), and Program Offices etc.). The specific focus and layered nature of the 

architectures facilitate allocation of responsibilities and enable architectures to be built 

autonomously. Architectures must be compliant with other interdependent architectures and 

the Air Force Enterprise Architecture (AFEA). Architectures in each successive layer must 

provide the detail necessary to fulfill its area of responsibility and articulate 

interdependencies to other architectures. An architecture that is certified as compliant with 

the AFEA can be used to certify compliance of subordinate architectures under certain 

conditions (see section 1.6.2.  Architecture Certification), thus providing architecture 

certification reciprocity. In this way, an architecture at the lowest level of an enterprise is 

compliant with the highest federated level of an enterprise simply by complying with the 

level immediately above it.  For the AF, this concept extends upward from the AFEA to 

Department of Defense (DoD) and Federal Enterprise Architecture (FEA) as the AFEA is 

deemed compliant with the  DoD EA and the FEA. 
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1.3.1.  The architecture community leverages subject matter expertise throughout the AF, 

to enable the development of architectures that support analysis and decision making. We 

achieve this by using the appropriate perspectives to ensure a linkage between the service 

or component level strategy, associated objectives, performance measures, their related 

processes, and the activities (core, governing, and enabling) of the AF. This is 

accomplished by building architectures that follow the rules of AF architecting (e.g. 

architectures that fully address Doctrine, Organization, Training, Materiel, Leadership 

and Education, Personnel, and Facility (DOTMLPF) considerations, address horizontal 

and vertical interdependencies, and are built to enable federation [federate-able]) as 

described in this instruction. 

1.3.2.  Designation of AF architecting areas of responsibility follows Figure 1 and begins 

with the AFEA which is assigned to the AF Chief Architect. Designation of architecting 

areas of responsibility at the next lower level is by AF Core Functions Lead Integrators 

(CFLIs) plus Business Support Services. The Business Support Services area is assigned 

to and managed by the AF Deputy Chief Management Office (DCMO). Lead Integrators 

and DCMO will work with HAF/SAF Functionals to define architecture requirements for 

Service Core Functions and the Business Support Services area and the levels of 

decomposition of each.  This will be reflected in their domain level architectures.  At the 

domain level and below, architecting areas of responsibility lie with the MAJCOM and 

associated Program Offices. It is important to note that Domain architectures may support 

several SCFs, and likewise Program Architectures may support multiple Domains.  It is 

the responsibility of the lead architecting organizations to ensure interfaces are negotiated 

appropriately to enable the Federated Approach. 

1.3.3.  Figure 1 - Architecture Federation depicts the AFEA relationship with 

architectures that are higher and lower in the hierarchy. The layers depicted run from the 

Federal Enterprise Architecture (FEA), through the DoD and the AF, down to an SCF 

level, a Domain Level which sub-divides any given SCF, and the Program Level where 

program architectures reside. Architectures in each layer must comply with the relevant 

rules for architecting, the relevant compliance criteria from above in the hierarchy that 

guide the content of the architecture (such as standards), and must represent operational 

interdependencies resulting in an architecture that is federate-able. An architecture is 

federated into architectures above in the hierarchy by the organization responsible for the 

architecture above in the hierarchy. This pattern must be followed down the hierarchy 

resulting in traceability from the Federal Enterprise Architecture to the program level 

architectures. The AFEA is built to be federate-able with DoD Enterprise Architecture 

and in turn the DoD EA is built to be federate-able to the FEA. 
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Figure 1.  Architecture Federation. 

 

1.3.4.  The AF Enterprise Architecture.  The AFEA, maintained by SAF/A6PA, does not 

exist in isolation, but is part of (and must conform to) the larger DoD EA and FEA.  The 

AFEA defines how capabilities are met or intended to be met and documents processes 

and/or systems to support those capabilities.  Enterprise architecting in the context of this 

policy encompasses all activities involved in developing, certifying, approving, and using 

federated architectures at all levels of the Air Force.  It includes information from other 

DoD, Intelligence and AF architectures, National Institute of Standards Module 

Validation List, National Information Assurance Partnership Validated Products List, 

DoD Metadata Repository, Net-Centric Enterprise Services Service Registry, DoD 

Issuances Website, DoD Enterprise Software Initiative Web Site, AF Enterprise IT Data 

Repository (EITDR), AF e-Publishing, DISR, the Infostructure Technology Reference 

Model (i-TRM), Federal Enterprise Architecture, DoD BEA, DoD IEA, DoD Strategic 

Management Plan, AF Strategic Plan, and the AF Strategic Management Plan.  The 

AFEA registers its Overview and Summary Information (AV-1) with DARS, per OSD 

mandated requirement. 

1.3.5.  The Air Force Architecture Resource (AFAR).  AFAR is the authoritative source 

for AF architecture information and is the repository for architecture data and metadata 

describing all approved, certified, and/or under-development AF architectures.  Using 

AFAR in this way ensures full lifecycle traceability, as well as visibility of architectures 

from initial development through certification and approval.  Additionally, the AFAR 

will include contact information on all architects throughout the AF. 

1.3.6.  The Defense Architecture Repository System (DARS).  DARS-required metadata 

elements will be provided by each architecting organization submitting their architecture 

for approval and certification.  SAF/A6PA will register the architecture and its associated 

required architecture metadata with DARS under the AF community after certification. 
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1.4.  Using Architectures. The AF will use architecture to maximize its contribution to full 

spectrum dominance for the joint warfighter by supporting AF decision-making at all levels 

and guiding the transformations necessary to implement the decisions. AF architectures guide 

the transformations to ensure solutions support the business / mission need and deliver the 

required capability while supporting CIO requirements. For example, AF architectures will 

be used to ensure that proposed spending is optimized as appropriate and that solutions meet 

the targeted performance improvement upon which the decision to proceed was founded. 

1.5.  Building Architectures. The AF will build architectures specifically to support decision 

makers and decision making processes, and to guide potential transformation. The AF will 

build architectures to a minimum standard and must adhere to approved DoD architecture 

frameworks as directed by DoD or AF policy (e.g., DoDAF, etc.) or as appropriate (e.g., 

FEAF).  Architectures will be developed to this minimum standard to ensure that a common 

set of information can be readily shared throughout the AF as described in this document. AF 

organizations must build architectures in accordance with a documented or referenced 

architecture development process and plan which must explicitly include meeting the needs 

of decision makers associated with the area of responsibility. 

1.6.  Governing Architectures.  The AF will govern the quality of architecture and 

architecting activity through approval and certification processes to ensure that architectures 

are of significant quality for decision making and adhere to the rules of AF architecting. 

1.6.1.  Architecture Approval.  AF Architectures will be approved as Fit for Purpose by 

designated Architecture Approval Authorities. Architecture Approval Authorities will be 

assigned by the owning MAJCOM or HAF/SAF Functional office with notification to the 

AF Chief Architect.  The Architecture Approval Authority will direct a thorough review 

of the architecture which includes stakeholders.  The Architecture Review Process may 

be formal or informal depending on the scope of the project.  The results of the review 

will be given to the Architecture Approval Authority, with a recommendation for 

approval or with recommended improvements. 

1.6.1.1.  Architecture approval criteria.  Approval criteria are used to assess whether 

any given architecture is Fit for Purpose.  Fit for Purpose also ensures an architecture 

has sufficient information to support decision making (such as DOTMLPF impacts, 

standards, and interoperability requirements; and that relevant laws, regulations and 

policies are adequately addressed).  In addition, architectures must capture and 

represent the desired end state and performance with sufficient data to guide the 

transformation. Architecture Approval Authorities will provide a signed architecture 

approval letter indicating the architecture has been reviewed by an appropriate body 

of stakeholders and deemed Fit for Purpose. The architecture approval letter will have 

an attachment documenting the assessment leading to the architecture approval.  The 

AF Architecture Approval letter template is available on the AFAR. The AF will not 

prescribe any given method for reviewing an architecture for approval as there are 

many methods available - each with their own strengths. For example, some openly 

available methods include:  the Architecture Tradeoff and Analysis Method (ATAM), 

the Software Architecture Analysis Method (SAAM), and the Active Reviews for 

Intermediate Design (ARID) method.  Specific architecture approval criteria are 

dependent on the given purpose of the architecture; however the list below is a good 

baseline: 
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1.6.1.1.1.  Decision Making: Architecture should be assessed for completeness 

and accuracy in context to supporting specific decisions.  Full DOTMLPF review 

is one dimension of completeness. Addressing the mission, information, service, 

and technology areas are another dimension. Additionally the architecture should 

be assessed for its accessibility to decision makers and/or their support staff. 

Additionally architectures should be used to identify gaps and redundancies 

across the enterprise to inform investment decisions. 

1.6.1.1.2.  Architecture Feasibility: The architecture should be assessed for 

technical feasibility, business feasibility, and financial feasibility. 

1.6.1.1.3.  Architecture Integrity: The architecture should be assessed for 

consistency between the mission/business, information, service, and technology 

areas and their connections. 

1.6.1.1.4.  Architecture Agility: The architecture should be assessed for its ability 

to accommodate alternatives based on changes in environment. 

1.6.1.1.5.  Interoperable: The architecture should be assessed to ensure that 

solution requirements for interoperability are appropriately represented and that 

standard interfaces (internal and external) utilize standardized vocabularies 

(reference DoDD 4630.8).  Assertions for interoperability will be demonstrated 

and supported through the architecture as directed by the appropriate approval 

authority. 

1.6.1.1.6.  Dependable: The architecture should be assessed to ensure the solution 

meets the requirement. This will be stated through performance measures based 

on OMB A-11 and Federal Enterprise Architecture (FEA) Consolidated 

Reference Model (CRM) requirements.  These requirements and associated 

performance measures should address solution manageability, recoverability and 

serviceability. 

1.6.1.1.7.  Useable: The architecture should be assessed for human factors 

(Section 508, ADA), including hardware, software, and human systems (computer 

and machine) integration and interactions. 

1.6.1.1.8.  Prepared for Certification: The architecture should be assessed against 

certification criteria.  The certification assertions should be prepared using the 

certification scorecard (available on AFAR) as an input to the certification 

process. 

1.6.1.1.9.  Security: The architecture should be assessed for adequate 

representation of security issues to support trusted relationships with partners 

driven by policy. 

1.6.1.1.10.  Technically Compliant: The architecture should be assessed from a 

technical and overall design perspective seeking to understand whether the right 

technical approaches are being applied for the given solution requirements and 

whether the collection of technologies will work together seamlessly. 
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1.6.1.1.11.  Compliant with appropriate Law, Regulation and Policy (LRP): 

Architecture will address the LRPs and their associated review, inspection, or 

audit requirements based on the architectures stated purpose and scope. 

1.6.1.1.12.  Stakeholder Involvement:  The stakeholders are included in the 

approval process, for example, AFSPC/AFNIC for capacity, compliance, and 

supportability. 

1.6.2.  Architecture Certification.    AF Architectures will be certified by the Air Force 

Chief Architect or a designated Architecture Certification Authority. Certification is 

required for any architecture that has interdependencies with other architectures.  

Certification ensures architectures address AF rules for architecting, as presented in the 

AF Enterprise Architecture (AFEA) Compliance Guidance to meet interoperability 

support requirements as the AF moves toward an optimal set of capabilities. 

1.6.2.1.  The goal of AF Architecture Certification is to maintain a minimum common 

standard of Architecture across the Air Force.  Accomplishing this goal will assist the 

AF Architecture to achieve multiple objectives: 

1.6.2.1.1.  The architecture meets a minimum common standard. 

1.6.2.1.1.1.  Discoverable information assets are captured in the Architecture. 

1.6.2.1.1.2.  Reusable information assets are captured in the Architecture. 

1.6.2.1.2.  The architecture has addressed appropriate compliance requirements. 

1.6.2.1.3.  The architecture is Fit-for-Federation (F4F). 

1.6.2.1.3.1.  The architecture supports decisions at or above the program level. 

1.6.2.1.3.2.  The architecture support analysis (i.e. such as interoperability, 

redundancy, DOTMLPF impacts, etc.). 

1.6.2.1.3.3.  The Federation of architectures provides a means to address Air 

Force Organization / Enterprise issues. 

1.6.2.2.  Certification of architectures is intended to streamline the architecture 

development process over time by reducing rework and lowering costs of integration 

and interoperation. 

1.6.2.3.  The Architecture Certification Authority will provide a signed architecture 

certification letter indicating the architecture has been reviewed and that the 

architecture meets / does not meet minimum criteria for certification.  The 

architecture certification letter will have an attachment documenting the certification 

results which will be presented in a scorecard that rates the architecture against each 

criterion.  This scorecard will note any material weaknesses found in the assessed 

architecture, along with a “get well plan” that describes the criteria / requirements that 

need to be addressed.  The scorecard and any associated “get well plan” will comprise 

the attachment. The Certification Letter and Scorecard templates are available on the 

AFAR. 
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1.6.2.4.  Certification will address the following eight (8) criteria: 

1.6.2.4.1.  Architecture Approval process was conducted: The architecture has 

been approved based on specific criteria and approval has followed a documented 

process. 

1.6.2.4.2.  The Architecture content is valid: The architecture contains valid 

data/information. 

1.6.2.4.3.  Architecture is positioned to support decisions: The architecture has 

been assessed for how it supports the defined consumers (purpose) and decisions 

it will be informing. 

1.6.2.4.4.  Architecture is positioned to be federated within the Air Force 

Enterprise Architecture: Architecture has related or aligned subordinate and 

parent architectures via the mapping of common architecture information.  

Architecture artifacts are visible and accessible to analysts, planners and decision 

makers at all levels. 

1.6.2.4.5.  Architecture is compliant with laws, regulations, and policies:  The 

architecture has addressed compliance requirements based on the stated purpose 

and scope. 

1.6.2.4.6.  Architecture meets a minimum standard (discovery and use):  The 

architecture has been developed to a minimum standard of architecting to ensure 

architecture information is authoritative, discoverable and useable. 

1.6.2.4.7.  Architecture meets a minimum AF standard (traceability): The 

architecture has been developed to a minimum standard to deliver auditable 

processes that maintain traceability from NEED to Deployed Capability - the 

solution meets the architecture and the need! 

1.6.2.4.8.  Architecture is under configuration control: The architecture is static 

upon approval and has identified a process to evolve and maintain configuration 

of architecture information. 

1.6.2.5.  AF architecture certification results will be reported through AFAR. This 

will include the certification letter and associated certification scorecard with results. 

1.6.2.6.  Designating Additional Certification Authorities.  The AF Chief Architect is 

the primary architecture certification authority and will certify AF architectures.  To 

enable tiered-accountability, the AF Chief Architect may delegate authority to 

architecting organizations at lower levels of the AF Enterprise to certify subordinate 

architectures.  Organizations will not certify architectures they have created or 

sponsored themselves as those must be submitted to the next higher certification 

authority. 

1.7.  IT and NSS Standards.  As with DoD architectures and the AFEA, adherence to 

approved technical standards is required.  The DoD IT Standards Registry (DISR) mandates 

the minimum set of standards and guidelines for the acquisition of all DoD systems that 

produce, use, or exchange information.  In accordance with DoDI 4630.8 Procedures for 

Interoperability and Supportability of Information Technology (IT) and National Security 
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Systems (NSS), and AFI 63-101 Acquisition and Sustainment Lifecycle Management, all AF 

architectures shall use the DoD-mandated IT standards found in the DISR. 

1.7.1.  To add, update or delete a standard currently in the DISR, a change request must 

be submitted to the DISR for consideration by DISR Technical Working Group 

representatives after coordination with SAF/A6PA.  To use an emerging or retired 

standard or to disregard a DoD-mandated IT standard requires a waiver.  The process for 

change requests or waivers is available on the AF Information Technology Standards 

Management web site (see references). 

1.7.2.  Infostructure Technology Reference Model (i-TRM):   In addition to the DISR, the 

i-TRM is the AF’s authoritative source for enterprise standard IT products, computer 

configurations, platform and service profiles, technical solutions and standard 

configurations of software and hardware.  AF will use products from the standard product 

list or receive a waiver from A6/CIO. 

2.  Roles and Responsibilities. 

2.1.  This AFI establishes eight general roles (2.1.1 - 2.1.8) and four specific roles (2.2 - 2.5) 

for architecting.  These general roles are independent of the scope of a given architecture 

(Headquarters United States AF (HAF) Functionals, MAJCOMs, Program Management 

Offices, etc). 

2.1.1.  An Architect analyzes, defines, builds, maintains, and/or improves an architecture 

for a stated purpose.  Architects: 

2.1.1.1.  Support decision makers in area of responsibility with architecture data and 

analysis. 

2.1.1.2.  Assist users and other architects with understanding the subject architecture 

to ensure an accurate reflection of interdependent capabilities and requirements for 

related architectures. 

2.1.1.3.  Develop and maintain architecture for area of responsibility in accordance 

with this publication 

2.1.1.4.  Follow a documented change management process as defined by architecting 

management. 

2.1.1.5.  Evaluate commercial products related to architecture and document 

evaluation of suitability. 

2.1.1.6.  Develop technical forecasts related to architecture. 

2.1.1.7.  Stay current in tools, methods, and frameworks; and maintains all required 

certifications. 

2.1.1.8.  Identify, document, assess, and develop a standard profile related to their 

architecture. 

2.1.1.9.  Obtain approval recommendation from the Architecture Review Board 

(ARB) 

2.1.1.10.  Submit approved architecture to the Architecture Certification Authority for 

certification. 
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2.1.2.  A User of architecture employs architecture and/or architecture analysis to support 

decision making.  In addition, the user exploits architecture to simplify complexity, 

reveal interdependent relationships, identify DOTMLPF gaps, eliminate redundancy and 

maximize resource allocation. 

2.1.3.  An Architecture Review Board assesses architectures against Fit for Purpose 

criteria. 

2.1.3.1.  The review board may be formal (chartered) or informal, based on the needs 

of the organization and the purpose and scope of the architecture. For example, 

organizations may opt to use existing coordination processes and tools in lieu of 

standing up a formal board, with the approval of the Architecture Approval Authority. 

2.1.3.2.  Every organization that sponsors an architecture will conduct a review of the 

architecture, whether at the AFEA, SCF, or lower level. 

2.1.3.3.  This review will include the owner of the architecture and stakeholders. 

2.1.3.4.  The results of the review will be a recommendation for approval from 

designated Architecture Approval Authority, or recommended changes to the 

architecture to obtain approval. 

2.1.4.  An Architecture Approval Authority accepts and signs an architecture as Fit for 

Purpose. 

2.1.4.1.  The Architecture Approval Authority directs a thorough review of the 

architecture to determine if it is Fit for Purpose. 

2.1.4.2.  If warranted, the Architecture Approval Authority accepts and signs the 

architecture approval letter and requests certification. 

2.1.4.3.  The Approval Authority will document and publish the assessment results 

and approval letter on AFAR. 

2.1.5.  An Architecture Certification Reviewer plans, organizes, and conducts an  

assessment of architectures against AF architecting criteria. Reviewers recommend action 

as to certification to the Architecture Certification Authority.  Results will be 

documented and published on AFAR. 

2.1.6.  The Architecture Certification Authority accepts and signs an architecture as 

compliant with AF achitecture certifying criteria. 

2.1.6.1.  Sends a letter with results to the owner of the architecture and the 

Architecture Approval Authority. 

2.1.6.2.  Delegates authority to certify subordinate AF architectures to other 

subordinate AF organizations with the approval of AF Chief Architect. 

2.1.7.  Architecting Management plans, organizes, and resources architecting activities. 

They: 

2.1.7.1.  Place the architecture under configuration control. 

2.1.7.2.  Publish, approved and under-development architecture metadata to AFAR. 
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2.1.7.3.  Oversee architecture review process and submit recommendation to the 

Architecture Approval Authority. 

2.1.7.4.  Ensure architects are trained, and define training and certification 

requirements for local teams. 

2.1.8.  Architect Trainer provides education on architecting within the AF. 

2.2.  HAF/SAF Functionals, SCF Lead Integrators, MAJCOMs must ensure their areas of 

responsibility are architected.  In addition to all other applicable roles, these organizations 

must: 

2.2.1.  Participate with SAF/A6PA on establishing and maintaining architecture use 

policy - representing needs of decision makers. 

2.2.2.  Plan for and provide financial, manpower, and other resources as needed to carry 

out their architecting responsibilities. 

2.2.3.  Appoint a lead to oversee architecture development activities in area of 

responsibility, ensure architecture compliance, and participate in architecture governance 

bodies. 

2.2.4.  Develop and use approved architecture data and/or analysis to support decision 

making. 

2.2.5.  Ensure Classification and Distribution Statement meet operational/mission and 

classification requirements. 

2.2.6.  Provide AF representation, as required, on DISR technical working groups for 

review and disposition of technical standards in support of SAF/A6 and Air Force Space 

Command in their network management role. 

2.2.7.  Ensure efforts lead by Communities of interest and subordinate organizations are 

appropriately architected. 

2.2.8.  Participate in other Architecture Review processes in which they are a stakeholder 

(e.g. information exchange, network supportability, compliance issues). 

2.2.9.  Will include HQ AFSPC, as lead command for Cyber, in all Architecture Review 

processes as the stakeholder for capacity and supportability on AF networks. 

2.3.  The AF CIO will: 

2.3.1.  Appoint the AF Chief Architect. 

2.3.2.  Establish the AF Chief Architect as the AF Architecture Certification Authority. 

2.3.3.  Establish under the Chief Architect, an office responsible for the AFEA and AF 

architecting policy. 

2.4.  The AF Chief Architect will: 

2.4.1.  Oversee the AFEA development. 

2.4.2.  Ensure the AFEA complies with DoD architecture. 

2.4.3.  Participate in architecture governance bodies. 
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2.4.4.  Submit the AFEA to the CIO for approval and release. 

2.4.5.  Certify AF architectures or delegate authority to certify AF architectures to other 

AF organizations. 

2.5.  The Office of the Chief Architect of the AF will: 

2.5.1.  Build and maintain the AFEA. 

2.5.2.  Operate, maintain and provide the AFAR. 

2.5.3.  Serve as the AF liaison to DARS and post appropriate sections of architectures in 

DARS. 

2.5.4.  Serve as the AF Representative to the DoD IT Standards Committee (ITSC). 

2.5.5.  Serve as the AF approval authority for waivers to the DISR. 

2.5.6.  Represent the AF on activities associated with the Military Communications-

Electronics Board. 

2.5.7.  Review and certify all JCIDS and ISP architectures prior to AFROC review. 

2.5.8.  Sponsor and establish architecture education and training requirements and 

oversee and support the development and maintenance of those requirements. 

2.5.9.  Represent AF on DoD and academic teams establishing architecture certification 

requirements. 

2.5.10.  Assess and recommend certification of architectures (whole or part) to the AF 

Chief Architect; establish candidate criteria for compliance with law, DoD Directives, 

Joint Staff Instructions, and AF Policy. 

2.5.11.  Establish governance to oversee the adjudication, development, assessment, 

alignment, approval, compliance, maintenance, and application of the AFEA and 

subordinate architectures. 

2.5.12.  Establish or amend policy and/or guidance, as necessary, on the use of 

architectures (to include architecture information requirements and acceptance criteria) to 

support the AF decision making processes. 

2.5.13.  Publish and Maintain AFMAN(s) on AF Architecting. 

2.5.14.  Organize and coordinate architecture federation activities both internal and 

external to the AF enterprise. 

2.5.15.  Review and certify all JCIDS and ISP architectures prior to AFROC review. 

3.  Information Collections, Records, and Forms. 

3.1.  Information Collections.  No information collections are created by this publication. 
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3.2.  Records.  Records pertaining to architectures created by this publication are retained and 

disposed of according to AFMAN 33-363, Management of Records, and disposed of in 

accordance with the AF Records Disposition Schedule (RDS). 

 

WILLIAM T. LORD, Lt Gen, USAF 

Chief of Warfighting Integration and Chief 

Information Officer 
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CFLI—Core Function Lead Integrator 

CIO—Chief Information Officer 
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DISR—DoD IT Standards Registry 

DM—Data Management 

DoD—Department of Defense 
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IA—Information Assurance 

IAW—In Accordance With 

IEA—Information Enterprise Architecture 

IMT—Information Management Tool 

IS—Information System 

IT—Information Technology 

i-TRM—AF Infrastructure Technology Reference Model 

ITSC—IT Standards Committee 

JCIDS—Joint Capabilities Integration and Development System 

JP—Joint Publication 

MAJCOM—Major Command 

MDR—DoD Metadata Repository 

NCES—Net-Centric Enterprise Services 

NIAP—National Information Assurance Partnership 

NIST—National Institute of Standards 

NSS—National Security System 

OMB—Office of Management and Budget 

OSD—Office Secretary of Defense 

RDS—Records Disposition Schedule 

SAF—Secretary of the Air Force 

SCF—Service Core Function 

USC—United States Code 

Terms 

Accessible—Data and services can be accessed via the Global Information Grid (GIG) by users 

and applications in the enterprise. Data and services are made available to any user of 

applications, except where limited by law, policy, security classification, or operational 

necessity. Source: DoD Chief Information Officer Memorandum, DoD Information Enterprise 

Architecture 2.0, 10 August 2012. 

Air Force Architecting—Applying architectural principles and processes across the Air Force 

Enterprise. (new). 

Air Force Architecture Compliance Criteria—Minimum requirements that must be met by an 

AF architecture. These requirements are part of the AFEA and available in the AFEA on AFAR.  

(new). 
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Air Force Architecture Resource (AFAR)—The authoritative source of architecture data, 

policy, guidance, and reference material for the United States Air Force. 

(https://afkm.wpafb.af.mil/community/views/home.aspx?Filter=OO-EA). 

Air Force Enterprise Architecture (AFEA)—An architecture that describes the Air Force 

Enterprise. The AFEA includes internal Air Force elements and processes and their relationships. 

The AFEA also defines external relationships between the Air Force Enterprise and external 

enterprises (such as DoD, US Navy, etc.). (AFPD 33-4). 

Air Force Records Disposition Schedule (RDS)—is outlined in AFMAN 33-363, Management 

of Records, and is located at https://www.my.af.mil/afrims/afrims/afrims/rims.cfm. 

AF Information Technology Standards Management—

https://afkm.wpafb.af.mil/community/views/home.aspx?Filter=OO-RQ-CA-01 

Architecture—(1) The fundamental organization of a system embodied in its components, their 

relationships to each other, and to the environment, and the principles guiding its design and 

evolution. (ISO/IEC 42010:2007/IEEE STD 1471-2000). (2) The structure of components, their 

relationships and the principles and guidelines governing their design and evolution over time. 

(DoDD 4360.05), (CIO Council, A Practical Guide to Federal Enterprise Architecture). 

Architecture Framework—A framework or structure that portrays relationships among all the 

elements of the subject force, system, or activity. (Adapted from Joint Publication (JP) 1-02, 

Department of Defense Dictionary of Military and Associated Terms). 

Authoritative Body (AB)—An officially recognized group of stakeholders empowered by a 

DoD-approved mission statement to develop and approve ADSs within the context of a data or 

mission area.  An AB is a recognized, sustainable organization with funding and staff possessing 

technical or subject matter expertise, a transparent decision-making process, a well-defined, 

rigorous configuration management process, and active participation in sanctioned DoD 

Enterprise-level coordination forums.  Officially established Communities of Interest (COIs) 

(such as chemical, biological, radiological, and nuclear) are the AB for identifying ADSs within 

their area of interest.  Official recognition means there is a General Officer/Flag Officer/Senior 

Executive Service approved chartering document. Source: DoDI 8320.02, Sharing Data, 

Information, and Information Technology (IT) Services in the Department of Defense. 

Authoritative Data Source—A recognized or official data production source with a designated 

mission statement or source/product to publish reliable and accurate data for subsequent use by 

customers. An authoritative data source may be the functional combination of multiple, separate 

data sources. Source: DoDD 8320.03, Unique Identification (UID) Standards for a Net-Centric 

Department of Defense. 

Capability—The ability to achieve a desired effect under specified standards and conditions 

through combinations of means and ways across the doctrine, organization, training, materiel, 

leadership and education, personnel, and facilities (DOTMLPF) to perform a set of tasks to 

execute a specified course of action. It is defined by an operational user and expressed in broad 

operational terms in the format of an initial capabilities document or a joint DOTMLPF change 

recommendation. In the case of materiel proposals/documents, the definition will progressively 

evolve to DOTMLPF performance attributes identified in the capability development document 

and the capability production document. (CJCSI 3170.01G). 

https://afkm.wpafb.af.mil/community/views/home.aspx?Filter=OO-EA
https://www.my.af.mil/afrims/afrims/afrims/rims.cfm
https://afkm.wpafb.af.mil/community/views/home.aspx?Filter=OO-RQ-CA-01
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Community of Interest—A collaborative group of users who exchange information in pursuit 

of their shared goals, interests, missions, or business processes, and who therefore must have a 

shared vocabulary for the information they exchange. The group exchanges information within 

and between systems to include security domains. Source: Committee on National Security 

Systems Instruction No. 4009, National Information Assurance (IA) Glossary. 

Core Function Lead Integrator (CFLI)—A CSAF-designated organization which acts as the 

principal integrator for its assigned SCF and the corresponding CFMP. (NEW: Provided by 

SAF/A8) 

Data Asset—Any entity that is comprised of data. For example, a database is a data asset that is 

comprised of data records. A data asset may be a system or application output file, database, 

document, or web page. A data asset also includes a service that may be provided to access data 

from an application. For example, a service that returns individual records from a database would 

be a data asset. Similarly, a web site that returns data in response to specific queries (e.g., 

www.weather.com) would be a data asset. A human, system, or application may create a data 

asset. Source: Committee on National Security Systems Instruction No. 4009, National 

Information Assurance (IA) Glossary. 

Data Producer—Refers to a program, organization, or even a person that controls, 

manufactures, and/or maintains data assets within the Department. Source: DoD 8320.02-G, 

Guidance for Implementing Net-Centric Data Sharing. 

Data Steward—Respected subject matter experts and business leaders appointed to represent 

the data interests of their organizations, and take responsibility for the quality and use of data. 

Good stewards carefully guard, invest, and leverage the resources entrusted to them. Data 

stewards ensure data resources meet business needs by ensuring the quality of data and its meta-

data. Data stewards collaborate in partnership with data management professionals to execute 

data stewardship activities and responsibilities. Source: The DAMA Guide to the Data 

Management Body of Knowledge (DAMA-DMBOK Guide). 

DoD IT Standards Registry (DISR)—DoD Information Technology Standards Registry 

(DISR). The DISR (https://disronline.disa.mil) provides the minimal set of rules governing the 

arrangement, interaction, and interdependence of system parts or elements, whose purpose is to 

ensure that a conformant system satisfies a specified set of requirements. It defines the service 

areas, interfaces, standards (DISR elements), and standards profiles applicable to all DoD 

systems. Use of the DISR is mandated for the development and acquisition of new or modified 

fielded IT and NSS systems throughout the Department of Defense. The DISR replaced the Joint 

Technical Architecture. (DoDD 4630.05, Interoperability and Supportability of Information 

Technology (IT) and National Security Systems (NSS), April 23, 2007). 

DoD Architecture Framework (DoDAF)—The overarching, comprehensive framework and 

conceptual model enabling the development of architectures to facilitate DoD managers at all 

levels to make key decisions more effectively through organized information sharing across 

Department, Joint Capability Areas (JCAs), Component, and Program boundaries. DoDAF V2.0 

focuses on architectural data as information required by key DoD decision makers, rather than on 

developing individual products. The framework also enables architecture content to be built that 

is “Fit-for-Purpose”, as defined and described in Section 1.4. DoDAF is one of the principal 

pillars supporting the responsibilities Department of Defense Chief Information Officer (DoD 

CIO) in exercise of his responsibilities for development and maintenance of architectures 

http://www.weather.com/
https://disronline.disa.mil/
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required under the Clinger-Cohen Act.  (DoD Architecture Framework Version 2.0, Volume 1: 

Introduction, Overview, and Concepts, Managers Guide, 28 May 2009) 

Enterprise—An organization supporting a defined business scope and mission. An enterprise 

includes interdependent resources (people, organizations, and technology) that must coordinate 

their functions and share information in support of a common mission (or set of related 

missions). (Federal CIO Council, A Practical Guide to Federal Enterprise Architecture). 

Enterprise Architecture (EA)—The explicit description and documentation of the current and 

desired relationships among business and management processes and supporting resources (e.g., 

IT, personnel). It describes the "current architecture" and "target architecture," to include the 

rules, standards, and systems life cycle information to optimize and maintain the environment 

which the agency wishes to create and maintain by managing its IT portfolio. The EA must also 

provide a strategy that will enable the agency to support its current state and also act as the 

roadmap for transition to its target environment. These transition processes will include an 

agency's capital planning and investment control processes, agency EA planning processes, and 

agency systems life cycle methodologies. The EA will define principles and goals and set 

direction on such issues as the promotion of interoperability, open systems, public access, 

compliance with Government Paperwork Elimination Act, end user satisfaction, and IT security. 

The agency must support the EA with a complete inventory of agency information resources, 

including personnel, equipment, and funds devoted to information resources management and 

information technology, at an appropriate level of detail. (AFPD 33-1, Information Resources 

Management). 

Federated Architecture—A loosely coupled collection of information assets that 

accommodates the uniqueness and specific purpose of disparate architectures and allows for their 

autonomy and local governance while enabling the enterprise to benefit from their content. It 

provides an approach for aligning, locating, and linking disparate architectures and architecture 

information via information exchange standards to deliver a seamless outward appearance to 

users. Its content describes mission capabilities and the IT capabilities necessary to respond to 

changing mission needs. (Adapted from DoD Federated Joint Architecture Working Group 

(FJAWG)). Adjective form:  Federate-able – Fit for Federation. 

Fit-For-Purpose—an assessment to ensure the quality of data in the architecture supports the 

appropriate decision-making process and guides the transformation effort. This should be 

accomplished through stakeholder review of the architecture data. (Air Force Architecting 

Concept of Operations) 

Information Owner/Steward—Official with statutory or operational authority for specified 

information and responsibility for establishing the controls for its generation, classification, 

collection, processing, dissemination, and disposal. An agency official with statutory or 

operational authority for specified information and responsibility for establishing the controls for 

its generation, collection, processing, dissemination, and disposal. Source: Committee on 

National Security Systems Instruction No. 4009, National Information Assurance (IA) Glossary. 

Information Technology (IT)—Any equipment, or interconnected system or subsystem of 

equipment, that is used in the automatic acquisition, storage, manipulation, management, 

movement, control, display, switching, interchange, transmission, or reception of data or 

information by the Executive Agency. This includes equipment used by a DoD Component 

directly, or used by a contractor under a contract with the DoD Component, which requires the 
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use of such equipment, or requires the use, to a significant extent, of such equipment in the 

performance of a service or the furnishing of a product. The term "IT" also includes computers, 

ancillary equipment, software, firmware and similar procedures, services (including support 

services), and related resources. Notwithstanding the above, the term "IT" does not include any 

equipment that is acquired by a Federal contractor incidental to a Federal contract. The term "IT" 

includes National Security Systems (NSS).  (DoD 4360.05). 

Interoperability—The ability of systems, units, or forces to provide data, information, materiel, 

and services to, and accept the same from, other systems, units, or forces, and to use the data, 

information, materiel, and services exchanged to enable them to operate effectively together. IT 

interoperability includes both the technical exchange of information and the end-to-end 

operational effectiveness of that exchange of information as required for mission 

accomplishment. Interoperability is more than just information exchange. It includes systems, 

processes, procedures, organizations, and missions over the life cycle and must be balanced with 

cybersecurity (formerly IA). Source: DoDI 8330. 01, Interoperability of Information Technology 

(IT), Including National Security Systems (NSS). 

Joint Capabilities Integration and Development System (JCIDS)—A Chairman of the Joint 

Chiefs of Staff process to identify, assess, and prioritize joint military capability needs. The 

JCIDS process is a collaborative effort that uses joint concepts and integrated architectures to 

identify prioritized capability gaps and integrated DOTMLPF solutions (materiel and non-

materiel) to resolve those gaps. (CJCSI 6212.01E). 

Namespaces—Within the DSE, managers and administrators of namespaces oversee the 

publishing of metadata files and taxonomies. Source: DoD Data Services Environment User 

Manual, Version 2.2.3. 

National Security System (NSS)—Any telecommunications or information system (IS) 

operated by the U.S. Government, the function, operation, or use of which:  1) involves 

intelligence activities; 2) involves cryptologic activities related to national security; 3) involves 

command and control of military forces; 4) involves equipment that is an integral part of a 

weapon or weapon system; or 5) is critical to the direct fulfillment of military or intelligence 

missions:  (this does not include a system that is to be used for routine administrative and 

business applications, including payroll, finance, logistics and personnel management 

applications). (DoDD 8000.01, 40 USC 11103) NOTE:  For IA purposes only, pursuant to AFPD 

33-2, Information Assurance (IA) Program, the term NSS also includes any telecommunications 

or IS that is protected at all times by procedures established for managing classified information. 

(44 USC 3542(2), DoDD 4360.05). 

Process—A functionally or temporally linked collection of structured activities/ tasks aimed at 

producing specific services and products for an end-user. (DoDAF v2.0, Vol II, Table 2.4.1-2: 

Aliases and Composite Terms Related to Activities) 

Program—A directed, funded effort, designed to provide a new, improved, or continuing, 

materiel, weapon, or information system capability in response to a validated operational or 

business need that supports operational requirements. (NOTE:  For the purposes of this 

publication, this term is used interchangeably with the definition for Acquisition Program as 

defined in DoDD 5000.01), (AFPD 33-4). 
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Service—A mechanism to enable access to a set of one or more capabilities , where the access is 

provided using a prescribed interface and is exercised consistent with constraints and policies as 

specified by the service description. (DoDAF 2.0). 

Service Core Functions (SCF)—Functional areas that delineate the appropriate and assigned 

core duties, missions, and tasks of the Air Force as an organization, responsibility for each of 

which is assigned to CFLIs.  SCFs express the ways in which the Air Force is particularly and 

appropriately suited to contribute to national security, but they do not necessarily express every 

aspect of what the Air Force contributes to the nation. (NEW: Provided by SAF/A8). 

Standards Profile—An architecture Standards Profile is the set of rules that governs system 

implementation and operation. In most cases, especially in describing architecture with less than 

a department-wide scope, building a Standards Profile will consist of identifying the applicable 

portions of existing standards guidance documentation, tailoring those portions in accordance 

within the latitude allowed, and filling in any gaps. This architecture view references the 

technical standards that apply to the architecture and how they need to be, or have been, 

implemented. The profile is time-phased to facilitate a structured, disciplined process of system 

development and evolution. Time phasing also promotes the consideration of emerging 

technologies and the likelihood of current technologies and standards becoming obsolete. (A 

Practical Guide to Federal Enterprise Architecture, V1.0). 

Tiered-accountability - Tiered Accountability (TA)—is the distribution of authority and 

responsibility to a DoD organization for an element of the DoD EA. Under TA, DoD is defining 

and building enterprise-wide capabilities that include data standards, business rules, enabling 

systems, and an associated layer of interfaces for Department, specified segments of the 

enterprise (e.g., JCA, DoD Components), and Programmatic solutions. Each tier has specific 

goals, as well as responsibilities to the tiers above or below them. 

Trustworthy (Trusted)—Users and applications can determine and assess the suitability of the 

source because the pedigree, security level, and access control level of each data asset or service 

is known and available.  Source: DoD Chief Information Officer Memorandum, DoD 

Information Enterprise Architecture 2.0. 

Understandable—Users and applications can comprehend the data, both structurally and 

semantically, and readily determine how the data may be used for their specific needs. Source: 

DoD Chief Information Officer Memorandum, DoD Information Enterprise Architecture 2.0. 

Visible—The property of being discoverable. All data assets (intelligence, non-intelligence, raw, 

and processed) are advertised or “made visible” by providing metadata, which describes the 

asset. Source: DoD Chief Information Officer Memorandum, DoD Information Enterprise 

Architecture 2.0. 

 

Attachment 2 

AIR FORCE ARCHITECTURE EXECUTIVE COMMITTEE (AEC) TERMS OF 

REFERENCE (TOR) 

A2.1.  Purpose:  The Air Force Architecture Executive Committee (AEC) will guide the 

development and use of Air Force enterprise architecture (EA) to enhance the understanding of 
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operational and technical relationships within the USAF and provide direction and context for 

change. The AEC is the AF’s architecture governance body that guides, reviews and approves 

architectures as well as advises and informs the AF CIO by leveraging AF architecture data to 

provide relevant information for decision making. The AEC will facilitate an enterprise 

architecture strategy for requirements planning, portfolio management and product development 

in alignment to the Air Force core missions and in support of SAF/CIO A6 Mission Area 

Integrators (MAI). The AEC allows the AF Chief Enterprise Architect (CEA) to carry out duties 

outlined in AFI 33-401. The AEC goal is to act as a decision- making body that collectively 

establishes a relevant and accessible AFEA. The group will exercise effective and efficient 

configuration control of the AFEA, and share best practices across the Air Force. 

AF Enterprise Architecture purpose: 

The purpose of the AFEA is to enhance mission effectiveness, security and information 

assurance, financial efficiencies, and to influence future technology transitions through guided 

investment portfolio strategies and decisions based on joint capability and interoperability 

requirements and defined standards. 

A2.2.  Scope:  The AEC scope includes the Air Force Enterprise Architecture (AFEA) and 

architectures across the entire Air Force from the Business Mission Area (BMA), Warfighting 

Mission Area (WMA), DoD portion of the Intelligence Mission Area (DIMA) and the 

Information Enterprise Mission Area (IEMA) otherwise identified as Enterprise Information 

Environment Mission Area (EIEMA) as defined by DoDD 8115.01, October 10, 2005 DoDI 

8115.02, October 30, 2006, CJCSI 8410.01, 22 June 2007 and DoDI 8510.01, March 12, 2014. 

The following SAF/CIO A6 offices lead associated Mission Area efforts. 

A2.2.1.  SAF/CIO A6 Mission Area Integrators: 

A2.2.1.1.  IEMA: A6CE. 

A2.2.1.2.  DIMA: A6CD. 

A2.2.1.3.  WMA: A6CW. 

A2.2.1.4.  BMA: A6XA in coordination with SAF/US(M). 

A2.2.2.  Processes. 

A2.2.2.1.  The AEC reports to the Information Technology Governance Executive Board 

(ITGEB) chaired by the AF CIO.  The AEC will approve AFEA content for development 

and use to include, but not limited to, providing stakeholder priorities/concerns and 

defining target objectives to ensure purposeful application and resource investment..   

The AEC advises the Information Technology Governance Executive Group (ITGEG) 

and Mission Areas as applicable. In support of the AF Information Dominance Flight 

Plan, the AEC will brief AF Senior Leaders about the use of EA.  The AEC will also 

interface with AF Senior Leaders to incorporate the AF’s enterprise level strategy, 

understand issues and requirements in order to leverage the power of AFEA, as well as 

ensure AF IT investments are being implemented according to current guidance. 

A2.2.2.2.  The AEC will act as the approval authority for architecture actions and 

recommendations brought forward from its subordinate working groups. The AEC will 

support the process to make recommendations to the ITGEB for approval by the Air 
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Force CIO, as required. Subordinate working groups will support the AFEA governance 

process by providing recommendations and working initiatives on behalf of the AEC. 

A2.3.  AEC Members: 

A2.3.1.  The AEC membership consists of two categories: Voting and Advisory.  Each 

member of the AEC has equities in AF-wide architecture standards, practices and procedures 

to foster improvement in the development and use of EA for the AF enterprise. The AEC 

members will operate under the leadership and authority of the Air Force CEA, SAF/CIO 

A6S. The Air Force CEA will serve as the AEC Chair
3
. The SAF/CIO A6SA will provide 

Secretariat services for the AEC. 

A2.3.2.  AEC voting members include the senior representative, chief/lead architect or 

deputy chief architect (or a designated representative) from the following organizations: 

A2.3.2.1.  MAJCOMs: 

A2.3.2.1.1.  Air Combat Command (ACC). 

A2.3.2.1.2.  Air Education and Training Command (AETC). 

A2.3.2.1.3.  Air Force Global Strike Command (AFGSC). 

A2.3.2.1.4.  Air Force Materiel Command (AFMC). 

A2.3.2.1.5.  Air Force Reserve Command (AFRC). 

A2.3.2.1.6.  Air Force Space Command (AFSPC). 

A2.3.2.1.7.  Air Force Special Operations Command (AFSOC). 

A2.3.2.1.8.  Air Mobility Command (AMC). 

A2.3.2.1.9.  Air National Guard (ANG). 

A2.3.2.1.10.  Pacific Air Forces (PACAF). 

A2.3.2.1.11.  U.S. Air Forces in Europe (USAFE). 

A2.3.2.2.  HAF/SAF: 

A2.3.2.2.1.  Manpower, Personnel and Services (AF/A1). 

A2.3.2.2.2.  Intelligence, Surveillance and Reconnaissance (AF/A2). 

A2.3.2.2.3.  Operations (AF/A3). 

A2.3.2.2.4.  Logistics, Installations and Mission Support (AF/A4). 

A2.3.2.2.5.  Strategic Plans and Programs (AF/A5/8). 

A2.3.2.2.6.  Strategic Deterrence and Nuclear Integration (AF/A10). 

A2.3.2.2.7.  Acquisition (SAF/AQ). 

A2.3.2.2.8.  Financial Management and Comptroller (SAF/FM). 

A2.3.2.2.9.  Chief Management Officer (SAF/US(M)). 

                                                 
3
 Air Force CEA may delegate AEC Chair responsibilities 
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A2.3.3.  AEC Air Staff advisory members:  The below members are invited to participate. 

Their level of engagement will be driven by request for Subject Matter Expert perspective. 

A2.3.3.1.  AF Chief Technology Officer (SAF/CIO A6 CTO). 

A2.3.3.2.  Analyses, Assessments and Lessons Learned (AF/A9). 

A2.3.3.3.  Chief of Chaplains (AF/HC). 

A2.3.3.4.  Air Force Historian (AF/HO). 

A2.3.3.5.  Judge Advocate General (AF/JA). 

A2.3.3.6.  Chief, Air Force Reserve (AF/RE). 

A2.3.3.7.  Safety (AF/SE). 

A2.3.3.8.  Surgeon General (AF/SG). 

A2.3.3.9.  Chief Scientist (AF/ST). 

A2.3.3.10.  Test and Evaluation (AF/TE). 

A2.3.3.11.  Foreign Policy Adviser to the Air Force Chief of Staff (POLAD). 

A2.3.3.12.  Administrative Assistant (SAF/AA). 

A2.3.3.13.  Auditor General (SAF/AG). 

A2.3.3.14.  General Counsel (SAF/GC). 

A2.3.3.15.  International Affairs (SAF/IA). 

A2.3.3.16.  Space (SAF/SP). 

A2.3.3.17.  Installations, Environment and Logistics (SAF/IE). 

A2.3.3.18.  Inspector General (SAF/IG). 

A2.3.3.19.  Legislative Liaison (SAF/LL). 

A2.3.3.20.  Manpower and Reserve Affairs (SAF/MR). 

A2.3.3.21.  Public Affairs (SAF/PA). 

A2.3.3.22.  Small Business Programs (SAF/SB). 

A2.4.  AEC Chair Responsibilities: 

A2.4.1.  Convene and preside at AEC meetings. 

A2.4.2.  Achieve consensus on issues or decisions. Submit recommendations requiring 

higher approval, by coordinating through the ITGEG for ITGEB approval and/or 

adjudication. 

A2.4.3.  Approve all committee agendas, minutes and formal documentation. 

A2.4.4.  Guide the alignment of warfighting, business, intelligence, and information 

enterprise architectures. 

A2.4.5.  Assign actions and tasks to AEC members, as required. 
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A2.4.6.  Charter and manage subordinate working groups or teams to perform specific tasks 

or develop specific products.  These subordinate working groups will follow deliberative 

processes and reporting procedures.  These procedures will include a defined scope, task, 

duration, and deliverables (including meeting minutes and accomplished action items) that 

provide information and recommendations to the AEC. 

A2.4.7.  Ensure the ITGEG and ITGEB are kept abreast of significant enterprise architecture 

actions/initiatives. 

A2.5.  MAJCOM/HAF/SAF/Mission Area (Voting members) Responsibilities: 

A2.5.1.  Assign members to the AEC representing their organization. 

A2.5.2.  Identify and nominate AEC meeting agenda items and issues.  Sponsor items and 

issues for meetings to include preparing position papers, read-ahead materials, and briefing 

presentations. 

A2.5.3.  Oversee and report the implementation of actions/tasks resulting from AEC 

meetings as well as other architecture-related initiatives/actions. 

A2.5.4.  Ensure respective organizations designate members and subject matter experts for 

participation in appropriate subordinate governance entities, e.g., the Air Force Data Panel 

(AFDP). 

A2.5.5.  Present authoritative presentations, positions, opinions, etc., supportive of affiliated 

architecture interests as requested by the Chair or based on an initiative. 

A2.5.6.  Ensure their respective organization leadership is kept informed of AEC activity. 

A2.5.7.  Ensure programs under their respective purview are kept informed of AEC activity. 

A2.5.8.  Recommend best practices, modifications, and initiatives furthering the integration 

of architectures. 

A2.6.  Secretariat Responsibilities: 

A2.6.1.  In a timely manner, assemble, prepare, and distribute material to AEC members on 

matters under consideration by the AEC. 

A2.6.2.  Facilitate communications of AEC matters to AEC members for items that will 

require voting.  Announce and support meetings at the Chair’s direction. Prepare and 

distribute timely summaries/minutes of AEC meetings. 

A2.6.3.  Monitor and track actions, ensuring their timely and satisfactory completion. 

A2.6.4.  Prepare the agenda, minutes, and other documents reflecting the recommendations 

and decisions of the Chair and AEC. 

A2.6.5.  Schedule and coordinate the logistics (presenters, spaces, systems access, and 

necessary actions) for AEC meetings. 

A2.6.6.  Maintain the AEC member list. 

A2.6.7.  Coordinate with the ITGEG and ITGEB secretariats, as required. 
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A2.7.  Procedures: 

A2.7.1.  The AEC shall meet on a bi-monthly or “as required” basis.  Meetings will be 

virtual. The agenda will be finalized 72 hours prior to the AEC meeting. If a vote is expected, 

every attempt will be made to get supporting materials out with the agenda. If no vote is 

expected, then read-aheads will be sent out at least 24 hours in advance of the meeting. 

Meetings that require decisions of the AEC will be duly noted in the agenda with every effort 

made to ensure ample time for review and consideration. As a precedent, votes will most 

often occur within a defined period of time (i.e. 14 days) following the AEC. 

A2.7.2.  AEC voting members will conduct a simple majority vote. One AEC member from 

each of the voting member organizations may participate in voting. If an organization is not 

available to participate in the vote, the member may email their intention to the AEC 

Secretariat in advance of the meeting.  If an organization is not present, or has not provided 

their vote to the AEC Secretariat in advance of the meeting, a “did not vote” will be entered. 

In the event of a tie, the AF CEA will cast the deciding vote. In order to call for a vote, the 

AF CEA, the AEC Chair, and at least half of the voting member body must be present, or 

have provided their vote in writing prior to the meeting. The resulting recommendation, 

including individual voting information will be submitted to the AF CEA for final decision. 

A2.7.3.  Issues, courses of action and challenges will be provided to the ITGEB, as required. 

A2.7.4.  The AF CIO maintains final approval and decision making responsibility for AFEA 

releases. 

A2.7.5.  The AEC operates in a transparent, objective and collaborative fashion and will post 

all work products, presentations, guidance and other non-sensitive materials to an accessible 

site. 

A2.8.  AEC Initiatives (not intended to be comprehensive): 

A2.8.1.  Oversee/guide the creation of the AF Enterprise Architecture (AFEA) in order to 

define major elements and relationships at the enterprise level to support investment decision 

making; e.g., IT Portfolio Management/Capital Planning and Investment Control process. 

A2.8.2.  Guide the efforts of architects across the AF to build the components of the AFEA. 

The AFEA will then be used to shape AF enterprise roadmap and other IT strategy 

documents. 

A2.8.3.  Rewrite AFI 33-401, Air Force Architecting, to clearly articulate the proper 

guidance for the development, integration and use of AF architectures.   Re-validate AFI 33-

401 at least every year in order to ensure currency across AF architecting. 

A2.8.4.  Guide and participate, as necessary, in AF Community of Interest (CoI) 

Coordination Panels to develop data standards and taxonomy required for the storage, 

understanding and retrieval of AF architecture data to facilitate integration of AF 

architectures and enable discovery, access and understandability of AF architecture data. 

AEC participants will be identified accordingly to ensure proper alignment of architecture 

and data efforts. 

A2.8.5.  Incrementally improve the AF’s architecture maturity level via the use of the 

Enterprise Architecture Management Maturity Framework (EAMMF) as published by the 

General Accountability Office (GAO). 
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A2.8.6.  Guide and participate in subordinate working groups, e.g., Air Force Data Panel, as 

required. 

A2.8.7.  Develop an EA strategic communications plan. 
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Attachment 3 

AIR FORCE DATA PANEL (AFDP) TERMS OF REFERENCE (TOR) 

A3.1.  Establishment.  This document establishes the Air Force Data Panel (AFDP) as the 

subordinate governance forum under the Architecture Executive Committee (AEC) that is 

charged with improving how data, information, and associated Information Technology (IT) 

services are visible, accessible, understandable, trustworthy, and interoperable across the Air 

Force. The AEC is chartered by the AF Chief Enterprise Architect under the authorities in the 

Department of Defense Instruction (DoDI) 8330.01, Interoperability of Information Technology 

(IT), including National Security Systems (NSS). 

A3.2.  Purpose.  The AFDP serves as the Air Force’s directive body for development of the 

coordinated enterprise position on data strategy and standards. The AFDP also guides the use of 

resources for implementing the sharing of data, information, and associated IT services within 

the DoD Information Enterprise and with mission partners as outline in the Department of 

Defense Instruction (DoDI) 8320.02, Sharing Data, Information, and Information Technology 

(IT) Services in the Department of Defense. 

A3.2.1.  This panel serves as the Air Force’s adjudication body for data issues, coordinated 

data- sharing efforts across the Air Force enterprise, and collection and dissemination of best 

practices and lessons learned for the data community (DoDI 8320.02, Sharing Data, 

Information, and Information Technology (IT) Services in the Department of Defense). 

A3.2.2.  This panel will also serve as the Air Force governance body that oversees the proper 

registration of authoritative data sources (ADSs) for the Air Force. Reliable, accessible ADSs 

are critical to trustworthy data and information. An ADS is established when producers and 

consumers recognize a match between data needs, data sources, and data assets.  ADS 

designation and registration includes policy, process, and technical access agreements. 

Formal designation of an ADS thus supports the policy agreement that producers and 

consumers need, assuring producers that their data will be protected, and assuring consumers 

that their data needs will be met. The process of ADS designation also helps reduce the 

number of unmanaged duplicative data sources, saving money on the producer side while 

reducing the incidence of conflicting answers on the consumer side.  Designating and using 

ADSs where possible improves mission effectiveness by enabling the reuse of visible, 

accessible, understandable, trustworthy, and interoperable data (DoD Data Framework 

Strategy, 1 January 2014). 

A3.3.  Functions.  The AFDP shall perform the following functions: 

A3.3.1.  Recommend the establishment of policies, standards, processes, formats, references, 

and tools for creating and delivering Data Management (DM) products and vocabularies. 

This includes the Air Force requirements and position regarding the standards-based 

approach to exchanging information such as the National Information Exchange Model 

(NIEM). 

A3.3.2.  Promote standards leading to visibility of data to support global mission operations, 

analytics and daily decision-making. 

A3.3.3.  Sponsor organizational use case data problems/operational questions for AFDP 

review/selection. The AFDP will select and address use cases with the intent of addressing 
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issues the resolution of which will yield enterprise-wide benefit in terms of operational or 

business process effectiveness and lessons learned. 

A3.3.4.  Identify metrics that indicate how Air Force authoritative data is visible, accessible, 

understandable, trustworthy and interoperable. 

A3.3.5.  Identify, resolve, and elevate data issues unresolved at lower levels. 

A3.3.6.  Provide oversight and articulate procedures for configuration management of any 

Air Force namespace and Authoritative Bodies (AB) as specified in DoD Data Services 

Environment Concept of Operations (CONOPS), 2 August 2013 and DoD Data Services 

Environment User Manual, Version 2.2.3. 

A3.3.6.1.  AB’s within their functional purview will ensure proper registration of ADSs. 

An ADS is a recognized or official data production source with a designated mission 

statement or source/product to publish reliable and accurate data for subsequent use by 

data consumers. An ADS may be the functional combination of multiple, separate 

backend databases, data feeds, systems, or other data sources. 

A3.4.  Framework.  Proposed Objectives: 

A3.4.1.  Understand the business processes such that required data is identified. 

A3.4.2.  Determine the single, unique ADS for each element of required data, and formally 

designated that ADS.  Duplicate sources and unnecessary data sources are deprecated. 

A3.4.3.  Ensure each ADS is managed by a designated data steward. 

A3.4.4.  Ensure tiered standards for data quality are defined and applied to each ADS based 

on the level of importance. 

A3.4.5.  Establish Air Force DM policies, procedures, roles and responsibilities, standards 

and standard frameworks to protect data, information, and associated IT services while 

enabling their secure sharing as strategic assets. 

A3.4.6.  Establish common, consistent processes with standard naming conventions to 

centrally manage data as an enterprise asset. 

A3.5.  Organization and Membership.  The AFDP membership consists of two categories: 

Voting and Advisory. Each member of the AFDP has equities in AF-wide data standards, 

processes, and procedures to foster improvement of information exchange across the DoD and 

with its mission partners. The AFDP members will operate under the leadership and authority of 

the Air Force Chief Technology Officer (CTO). The Air Force CTO will serve as the AFDP 

Chair. The SAF/CIO A6SA will provide Secretariat services for the AFDP. 

A3.5.1.  AFDP voting members are expected to represent the data interests of their 

organizations, and take responsibility for the quality and use of data. 

A3.5.1.1.  Air Combat Command (ACC). 

A3.5.1.2.  Air Education and Training Command (AETC). 

A3.5.1.3.  Air Force Global Strike Command (AFGSC). 

A3.5.1.4.  Air Force Materiel Command (AFMC). 

A3.5.1.5.  Air Force Reserve / Air Force Reserve Command (AF/RE / AFRC). 
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A3.5.1.6.  Air Force Space Command (AFSPC). 

A3.5.1.7.  Air Force Special Operations Command (AFSOC). 

A3.5.1.8.  Air Mobility Command (AMC). 

A3.5.1.9.  Air National Guard (ANG). 

A3.5.1.10.  Pacific Air Forces (PACAF). 

A3.5.1.11.  U.S. Air Forces in Europe (USAFE). 

A3.5.1.12.  Manpower, Personnel and Services (AF/A1). 

A3.5.1.13.  Intelligence, Surveillance and Reconnaissance (AF/A2). 

A3.5.1.14.  Operations (AF/A3). 

A3.5.1.15.  Logistics, Engineering and Force Protection (AF/A4). 

A3.5.1.16.  Strategic Plans and Requirements (AF/A5/8). 

A3.5.1.17.  Information Dominance and CIO (SAF/CIO A6). 

A3.5.1.18.  Studies, Analyses and Assessments (AF/A9). 

A3.5.1.19.  Strategic Deterrence and Nuclear Integration (AF/A10). 

A3.5.1.20.  Acquisition (SAF/AQ). 

A3.5.1.21.  Financial Management and Comptroller (SAF/FM). 

A3.5.1.22.  Safety (AF/SE). 

A3.5.1.23.  Surgeon General (AF/SG). 

A3.5.1.24.  Chief Management Officer (SAF/US(M)). 

A3.5.2.  AFDP advisory members: The below organizations are invited to participate. Their 

level of engagement will be driven by their organization’s data requirement or a request for 

Subject Matter Expert perspective. 

A3.5.2.1.  Chief of Chaplains (AF/HC). 

A3.5.2.2.  Air Force Historian (AF/HO). 

A3.5.2.3.  The Judge Advocate General (AF/JA). 

A3.5.2.4.  Foreign Policy Adviser to the Air Force Chief of Staff (POLAD). 

A3.5.2.5.  Chief Scientist (AF/ST). 

A3.5.2.6.  Test and Evaluation (AF/TE). 

A3.5.2.7.  Air Force Lessons Learned (AFLL). 

A3.5.2.8.  Administrative Assistant (SAF/AA). 

A3.5.2.9.  Auditor General (SAF/AG). 

A3.5.2.10.  General Counsel (SAF/GC). 

A3.5.2.11.  International Affairs (SAF/IA). 
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A3.5.2.12.  Space (SAF/SP). 

A3.5.2.13.  Installations, Environment and Energy (SAF/IE). 

A3.5.2.14.  Inspector General (SAF/IG). 

A3.5.2.15.  Manpower and Reserve Affairs (SAF/MR). 

A3.5.2.16.  Public Affairs (SAF/PA). 

A3.5.2.17.  Small Business Programs (SAF/SB). 

A3.5.2.18.  Air Force Network Integration Center (AFNIC). 

A3.5.2.19.  Air Force Life Cycle Management Center (AFLCMC). 

A3.5.2.20.  Space and Missile Systems Center (SMC). 

A3.6.  Procedures. 

A3.6.1.  The AFDP shall meet on a bi-monthly or “as required” basis. Meetings will be 

virtual. The agenda will be finalized 72 hours prior to the AFDP meeting and read-aheads 

will be sent out at least 24 hours in advance of the meeting. If a vote is expected, the 

Secretariat will send out vote via a TMT/eSSS task. 

A3.6.2.  AFDP members vote by submitting concur, concur with comments or non-concur 

with comments.  All concur with comments (major or substantive) or non-concur will be 

adjudicated.  In the event a comment is unable to be adjudicated, the AF CTO will make the 

final decision. 

A3.6.3.  The AFDP will submit to the AEC any issues, courses of action, or challenges, as 

required. 

A3.6.4.  The AFDP operates in a transparent, objective, and collaborative fashion. AFDP 

meetings are open to observers and other interested parties. The AFDP Secretariat will post 

all work products, presentations, guidance, and all other non-sensitive materials to an 

accessible site. 

A3.7.  Roles and Responsibilities. 

A3.7.1.  AFDP Chair Responsibilities: 

A3.7.1.1.  Convene and preside at AFDP meetings. 

A3.7.1.2.  Reserves the right to call the AFDP into executive session with limited 

participation when sensitive issues arise. 

A3.7.1.3.  Approve all committee agendas, minutes, and formal documentation. 

A3.7.1.4.  Assign actions and tasks to AFDP members, as required. 

A3.7.1.5.  Charter and manage subordinate working groups or tiger teams to perform 

specific tasks or develop specific products. These subordinate working groups will follow 

deliberative processes and provide prearranged deliverables. These deliverables will 

include a defined scope, task, duration, and deliverables (including meeting minutes and 

accomplished action items) that provide information and recommendations to the AFDP. 

A3.7.1.6.  Ensure the AEC is kept abreast of significant AFDP actions/initiatives. 
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A3.7.2.  AFDP Voting Member Responsibilities: 

A3.7.2.1.  Assign panel members to the AFDP representing their organization. Identify 

and advocate for additional panel members outside organizational chain of command that 

support functional data requirements. 

A3.7.2.2.  Identify and nominate AFDP meeting agenda items and issues. Sponsor use 

cases and issues for meetings, to include preparing position papers, read-ahead materials, 

and briefing presentations. 

A3.7.2.3.  Oversee and report the implementation of actions/tasks resulting from AFDP 

meetings, as well as other data management-related initiatives/actions. 

A3.7.2.4.  Ensure respective organizations designate members and subject matter experts 

for participation in appropriate subordinate governance entities, e.g., AFDP Tiger Teams. 

A3.7.2.5.  Ensure their respective organization leadership is kept informed of AFDP 

activities. 

A3.7.2.6.  Ensure programs under their respective purview are kept informed of AFDP 

activity. 

A3.7.2.7.  Recommend best practices, modifications, and initiatives furthering the 

implementation of data management governance. 

A3.7.2.8.  Prepare for each meeting by reviewing all read ahead materials and arriving 

prepared to engage in discussions and decisions highlighted by the agenda. 

A3.7.3.  AFDP Advisory Member Responsibilities: 

A3.7.3.1.  Recommend assigning panel members to the AFDP representing their 

organization. 

A3.7.3.2.  Prepare for each meeting in which they are invited or choose to participate by 

digesting the read ahead materials and being prepared to engage in whatever discussions 

and decisions are called for by the agenda, by their organizational affiliations, and by the 

role which they have been asked to fulfill in the AFDP’s deliberations. 

A3.7.3.3.  Represent the positions and interests of their organizations, while maintaining 

a corporate perspective on the overall AF data management effort. 

A3.7.3.4.  Perform whatever post-meeting actions are required by the Chair and 

documented in the minutes. 

A3.7.3.5.  Identify and nominate AFDP meeting agenda items and issues. Sponsor “use 

cases” and issues for meetings. 

A3.7.3.6.  Participate in appropriate subordinate governance entities, e.g., AFDP Tiger 

Teams. 

A3.7.3.7.  Recommend best practices, modifications, and initiatives furthering the 

implementation of data management governance. 

A3.7.4.  Secretariat Responsibilities: 

A3.7.4.1.  In a timely manner, assemble, prepare, and distribute material to AFDP 

members on matters under consideration by the AFDP. 
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A3.7.4.2.  Facilitate communications of AFDP matters to AFDP members for items that 

will require voting. Announce and support meetings at the Chair’s direction. Prepare and 

distribute timely summaries/minutes of AFDP meetings. 

A3.7.4.3.  Monitor and track actions, ensuring their timely and satisfactory completion.  

This includes sending formal tasking (TMT/eSSS) to the appropriate 

MAJCOM/Functional workflow. 

A3.7.4.4.  Prepare the agenda, minutes, and other documents reflecting the 

recommendations and decisions of the Chair and AFDP. 

A3.7.4.5.  Schedule and coordinate the logistics (presenters, spaces, systems access, and 

necessary actions) for AFDP meetings. 

A3.7.4.6.  Maintain the AFDP member list. 

A3.7.4.7.  Maintain the AFDP collaboration site. 
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