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command to the appropriate tier waiver approval authority, or alternately, to the publication OPR 
for non-tiered compliance items. 
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SUMMARY OF CHANGES 

This interim change adds risk factors, known as “tiers” to tasks assigned to organizations below 
major command (MAJCOM) level to depict the assessed risk of non-compliance.  Self-
assessment direction has been modified to address MICT guidance in light of the new AF 
Inspection System.  References to Statement of Intelligence Interest (SII) and Intelligence 
Reference Materials Manager (IRMM) have been removed as the requirement is no longer valid.  
Guidance on Intelligence Read File (IRF) and Go/No-go procedures have been relocated from 
AFI 14-202, Volume 2.  A margin bar (|) indicates newly revised material. 
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Chapter 1 

 GENERAL INFORMATION  

1.1.  Mission.  Intelligence personnel participate in the planning and execution of Air Force 
operations. Through close, continuing interface, intelligence personnel ensure commanders, their 
staffs, combat crews, weapon system developers and other customers are provided the best 
available information and materials to enhance readiness, facilitate planning, execute assigned 
missions and build warfighting capability. Intelligence supports strategic, operational, and 
tactical operations by providing information and services to a divergent set of customers, ranging 
from national to unit-level decision makers.   

1.2.  Applicability. 
1.2.1.  The AFI 14-202 publications apply to those personnel who perform intelligence duties 
supporting AF operational missions at the wing-level and below (as defined in AFI 38-101, 
Air Force Organization).  These intelligence activities require clear guidance and oversight 
to ensure the proper allocation of AF resources to ensure the AF is ready to support 
Combatant Commander Objectives.  MAJCOMs will determine the applicability of these 
publications for mission sets not otherwise specifically addressed by published guidance. 

1.2.2.  This publication is not intended to apply to functions such as command staff, technical 
training activities, or acquisition support unless specifically directed by AFI 14-2[MDS] 
series publications.  Nor is it intended to apply to mission sets already governed by other 
guidance (such as non-14-series AFIs) provided there is clear and sufficient guidance to 
effectively direct intelligence activities.  Commanders of these units may choose to adopt the 
processes contained in AFI 14-202 for their personnel, but it is not required by this AFI 
series or AFPD 14-2.  MAJCOMs will determine the applicability of these publications for 
mission sets not otherwise specifically addressed by published guidance. 

1.3.  Senior Intelligence Officer Authority.  The Senior Intelligence Officer (SIO) is 
responsible for and is the final authority for intelligence functions and operations within an 
organization.   

1.3.1.  SIO Definition.  This is the highest-ranking Air Force Airman that has: 1) been 
awarded an Air Force intelligence Specialty Code (or civilian occupational series) and 2) is 
serving in an Air Force intelligence position.  The SIO's authority extends to all 
subordinate/lateral units.  In this capacity, the SIO provides senior guidance on all policy 
affecting intelligence operations.  Further, the SIO serves as the chief advisor and mentor for 
AF intelligence officers, enlisted and civilians (as appropriate) in terms of career 
development and progression.  Installations with intelligence activities in different chains of 
command will have separate SIOs each responsible for applicable tasks to their commander 
and inspectable by their respective MAJCOM IG. 

1.3.2.  This AFI provides broad guidance and cannot address every conceivable 
circumstance. SIOs will use their best judgment to ensure the safe conduct and effective 
application of intelligence operations.   

1.4.  Compliance.  The SIO will ensure compliance with the following:  (T-1) 
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1.4.1.  This AFI, MAJCOM supplements and provides additional guidance applicable to 
intelligence operations.   

1.4.2.  MDS/functional/activity-specific instructions and supplements.   

1.4.3.  Procedures and special notices in the Intelligence Read File (IRF), Air Force 
directives, and MAJCOM directives.   

1.5.  DELETE 

1.6.  DELETE 

1.7.  Support to Joint/Combined Operations.  Air Force intelligence support to joint 
operations is based on requirements and capabilities, with the objective of ensuring timely, 
pertinent, and adequate intelligence support to US commanders and forces. Air Force 
intelligence is used to assist commanders in identifying and determining objectives and strategy, 
assisting staffs and forces in planning operations, supporting the conduct of operations, and 
evaluating the effects of operations. All Air Force intelligence organizations involved in support 
of joint operations have the responsibility to:   

1.7.1.  Provide intelligence to assist the Joint Forces Commander (JFC)/Combined Forces 
Commander (CFC) in the identification, nomination, and achievement of military objectives.   

1.7.2.  Operate on the basis of sharing intelligence resources, expertise, and intelligence 
products.   

1.7.3.  Identify at each echelon intelligence requirements that cannot be met by their organic 
capability.   

1.7.4.  Initiate the request for information (RFI) process if unable to satisfy tasked 
requirements with available resources.   

1.8.  Internal Management.  Intelligence personnel will not be assigned additional duties that 
interfere with their contingency taskings and primary intelligence responsibilities. Intelligence 
personnel will not be designated as augmentees for other base functions during operational 
missions.  (T-2) 

1.9.  Intelligence Oversight Program.  All RegAF, AFR, ANG, and civilian personnel assigned 
to intelligence units or staffs, regardless of specialty, will be familiar with and adhere to the 
provisions of DoD 5240.1-R, Procedures Governing the Activities of DoD Intelligence 
Components that Affect United States Persons, AFI 90-201, Inspector General Activities, and 
AFI 14-104, Conduct of Intelligence Activities. Contractor personnel, if engaged in intelligence 
activities, will also be familiar with and adhere to the publications cited.  (T-0) 

1.10.  Control, Protection and Dissemination of Intelligence Information.  Proper control, 
protection of sources and methods, and dissemination of intelligence is crucial to an effective 
fighting force.  Breaches in intelligence information security, and the compromise of our 
intelligence collection methods and sources, whether intentional or inadvertent, can cripple 
military effectiveness, risk lives, and deny access to critically important information.  The Air 
Force will disseminate intelligence information to the lowest level requiring access while 
properly controlling the release of the information and reporting unauthorized disclosures.  All 
personnel assigned to intelligence units or staffs, regardless of specialty, will be familiar with 
and adhere to the provisions of AFPD 14-3, Control, Protection and Dissemination of 
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Intelligence Information.  Contractor personnel, if engaged in intelligence activities, will also be 
familiar with and adhere to this publication.  (T-1) 

1.11.  DELETE 

1.12.  DELETE 
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Chapter 2 

 AF/A2  

2.1.  AF/A2.  AF/A2 is the Deputy Chief of Staff, Intelligence, Surveillance and Reconnaissance 
(ISR). AF/A2 sets policy for conducting and executing Air Force intelligence plans and 
programs.   

2.2.  AF/A2 Intelligence Responsibilities.  AF/A2 will:   

2.2.1.  Plan and program for Air Force intelligence required at the strategic level to formulate 
national strategy, policy and plans.   

2.2.2.  Provide oversight for intelligence support to Air Force and Joint research and 
development (R&D) efforts as well as weapon system acquisition programs.   

2.2.2.1.  Identify, quantify, and document intelligence personnel, training and systems 
architecture requirements commensurate with the fielding of new weapon systems, ISR 
capabilities and other intelligence-related programs.   

2.2.2.2.  Identify initial intelligence cadre through special selection process to support 
new weapon system implementation from test phase through operational employment. 
The intelligence selection process should be run concurrent with the initial operations 
cadre selection process. Initial cadre should be selected to fill key positions in support of 
the following efforts:   

2.2.2.2.1.  Initial Operational Test and Evaluation (IOT&E).   

2.2.2.2.2.  Follow-on Operational Test and Evaluation (FOT&E) and Force 
Development Evaluation (FDE).   

2.2.2.2.3.  Operations Formal Training Unit (FTU) and Intelligence Formal Training 
Unit (IFTU).   

2.2.2.2.4.  Initial Operating Location.   

2.2.3.  Monitor and review MAJCOM plans and programs.   

2.2.3.1.  Assist MAJCOM to ensure intelligence support is available to accomplish 
operational commander’s objectives.   

2.2.3.2.  Assist MAJCOM to ensure resources, training and personnel are available.   

2.2.4.  Provide planning and programming to Air Force missions related to military systems, 
equipment, and training, as well as national intelligence activities of DoD entities, including 
combatant commands, subordinate joint commands, and Air Force components of host 
commands.   

2.2.5.  Develop and manage federation of intelligence capabilities and skill sets contained 
within each MAJCOM to ensure effective application when meeting unified and joint force 
commander stated objectives during deliberate planning, crisis action planning and 
contingency execution.   

2.2.6.  Ensure Air Force units that conduct imagery intelligence (IMINT), geospatial 
intelligence (GEOINT), signals intelligence (SIGINT), human intelligence (HUMINT), and 
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measurement and signature intelligence (MASINT) plan for and develop implementing 
instructions for crisis and wartime intelligence, including the augmentation of joint forces.   

2.2.7.  Ensure intelligence integration in joint force exercises.   

2.2.8.  Train personnel in required intelligence skills and disciplines.   

2.2.9.  Provide policy and resource oversight for Air Force cryptologic activities.   
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Chapter 3 

 MAJCOM INTELLIGENCE  

3.1.  MAJCOM Intelligence.  MAJCOM Intelligence exercises day-to-day responsibility for 
intelligence support to the MAJCOM commander and plans and programs for intelligence 
required at the operational level to meet theater commander’s objectives. The MAJCOM SIO 
(referred to as the MAJCOM/A2) is responsible for all intelligence operations at the MAJCOM 
level. MAJCOM Intelligence is responsible for managing resources and ensuring training and 
personnel are available to subordinate intelligence organizations. AFRC Intelligence may 
delegate its MAJCOM responsibilities to AFRC NAF Intelligence as appropriate. Due to the 
varied nature and size of MAJCOMs, intelligence responsibilities too large for organizations 
below the MAJCOM level will be accomplished by the parent MAJCOM, as applicable. In this 
case, ensure responsibilities in Chapter 4 of this instruction are met.   

3.2.  MAJCOM Intelligence Responsibilities.  MAJCOM/A2 will ensure MAJCOM 
Intelligence will:   

3.2.1.  Determine responsibilities and roles of intermediate headquarters’ intelligence 
organizations. Establish compliance criteria providing guidance on programs and their 
expected results.   

3.2.2.  Conduct staff assistance visits (SAVs) when requested by subordinate unit 
commanders. 

3.2.3.  Analyze, advocate and staff subordinate NAFs’/units’ intelligence manpower issues 
and coordinate command intelligence assignments. NGB serves as a MAJCOM for this 
function.   

3.2.4.  Develop a minimum list of intelligence documents and products for subordinate and 
gained units; assist in acquiring these documents and products.   

3.2.5.  Coordinate intelligence exercise activity and participation requirements. NGB serves 
as a MAJCOM for this function.   

3.2.5.1.  Provide assistance to subordinate NAFs/units in addressing exercise-related 
training, manpower, equipment and communication requirements.   

3.2.5.2.  Provide an intelligence focal point for intelligence participation in Chairman of 
the Joint Chiefs of Staff (CJCS) sponsored joint and combined exercises.   

3.2.6.  Advocate fielding of automated intelligence systems and related training, connectivity 
and maintenance. Establish and coordinate system requirements with and among subordinate 
and gained organizations.   

3.2.6.1.  MAJCOMs assigned executive agent responsibility for an intelligence systems 
program should, in conjunction with AF/A2 and program office, ensure simultaneous 
availability of developed training and technical support for every fielded intelligence 
system.   

3.2.6.2.  Develop formal feedback, upgrade, acquisition and product improvement 
processes for automated intelligence systems.   
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3.2.6.3.  Document processes and procedures in either a MAJCOM supplement to this 
instruction, an appropriate AFI 14-2(MDS)v3, a concept of operations (CONOPS), or an 
Air Force tactics, techniques, and procedures (TTP) document.   

3.2.6.4.  Assist subordinate units with accreditation/approval authority for fielded 
intelligence systems.   

3.2.7.  Ensure geospatial information and services (GI&S) and imagery are available IAW 
AFI 14-205, Geospatial Information and Services, and theater publication and production 
policy.   

3.2.8.  Establish production requirement (PR) and dissemination management policy and 
validate unit and force level intelligence requirements IAW current DoD, Unified Command 
and MAJCOM guidance.   

3.2.9.  Exercise overall management of sensitive compartmented information (SCI) programs 
and that portion of the Special Security Office (SSO) system under MAJCOM cognizance to 
include tactical-sensitive compartmented information facility (T-SCIF) and temporary secure 
working area (TSWA) operations. NGB serves as a MAJCOM for this function.   

3.2.10.  Coordinate with AF/A2H and AFRC to provide policy and guidance pertaining to the 
overall management of assigned individual mobilization augmentees (IMAs) and AFRC 
units.   

3.2.11.  Serve, in concert with AF/A2DF and AFRC Intelligence, as MAJCOM functional 
manager for all intelligence personnel assigned to the command, including any assigned or 
attached ARC personnel and other responsibilities as stated in AFI 36-2201 Air Force 
Training Program.  NGB serves as a MAJCOM for this function. 

3.2.12.  Develop, coordinate and publish guidance to implement Status of Readiness and 
Training System (SORTS) and/or Air and Space Expeditionary Force (AEF) Reporting Tool 
(ART) reporting within intelligence functions. Provide support to the development and 
production of designed operational capability (DOC) statements. ANG serves as a MAJCOM 
for this function. Monitor NAF/unit SORTS and/or AEF ART and inform Air Staff 
Functional Manager of any problems the MAJCOM is unable to correct. ANG serves as a 
MAJCOM for this function.   

3.2.13.  Posture and code UTCs accounting for all funded intelligence authorizations. Review 
applicable MAJCOM ART reporting as required to ensure accurate and timely reporting. 
NGB serves as a MAJCOM for this function.   

3.2.14.  Provide a focal point for AEF issues including facilitating sourcing, shortfalls and 
reclamas and AEF policy and guidance. NGB serves as a MAJCOM for this function.   

3.2.14.1.  Provide oversight of intelligence unit type code (UTC) management and if 
appropriate, inform the Air Staff Functional Manager of any UTC-related problems. 
ANG serves as a MAJCOM for this function.   

3.2.14.2.  Coordinate the development and validation of intelligence UTCs.   

3.2.15.  Provide policy and guidance on mobility and reception issues. NGB serves as a 
MAJCOM for this function.   
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3.2.15.1.  Provide assistance to subordinate NAFs/units in addressing contingency-related 
manpower, equipment and communication requirements.   

3.2.15.2.  Provide a list of minimum requirements for mobility equipment.   

3.2.16.  Maintain an intelligence unit support function to serve as focal point for unit level 
assistance, requirements, advocacy and problem resolution.   

3.2.17.  Conduct/host annual MAJCOM intelligence commander’s conference and/or unit IN 
conference as applicable. NGB serves as a MAJCOM for this function.   

3.2.18.  Represent the Intelligence Directorate and actively participate in MAJCOM Realistic 
Training Review Boards (RTRBs), Utilization and Training Workshops (U&TW) 
conferences and Weapons and Tactics Conferences, as applicable. Manage all intelligence 
tactics and training improvement proposals advocated to the MAJCOM DO/CC through the 
above mentioned venues. NGB serves as a MAJCOM for this function.   

3.2.19.  Provide an intelligence focal point for deliberate planning and the review and 
evaluation of the intelligence annexes within Joint Chiefs of Staff (JCS) and Higher 
Headquarters (HHQ) wartime OPLANs, policy and guidance. NGB serves as a MAJCOM 
for this function.   

3.2.19.1.  Identify and quantify personnel, system architectures and required resources 
needed to implement theater supported Joint Force and Unified Commanders OPLANs 
and CONPLANS.   

3.2.19.2.  Communicate identified shortfalls to AF/A2.   

3.2.20.  Author the MAJCOM Intelligence Flying Program directive as applicable. NGB 
serves as a MAJCOM for this function.   

3.2.21.  Draft supplements to applicable AF instructions. NGB serves as a MAJCOM for this 
function.   

3.2.22.  Manage/control the planning, programming, distributing and execution of resources. 
NGB serves as a MAJCOM for this function.   

3.2.23.  Manage MAJCOM intelligence award programs IAW AFI 36-2807, Headquarters 
United States Air Force Deputy Chief of Staff, Operations, Plans and Requirements Annual 
Awards Program.   

3.2.24.  Provide intelligence support for policy and guidance affecting the prevention, 
deterrence, preemption of, defense against and response to threats and aggression directed 
toward the US homeland.   

3.2.25.  Provide an intelligence focal point for all nuclear and counter-proliferation issues to 
improve nuclear capabilities and readiness.   

3.2.26.  Provide an intelligence functional for combat training range equipment and 
modernization and requirements, as required.   

3.2.27.  Provide intelligence to force protection IAW AFI 14-119, Intelligence Support to 
Force Protection. NGB serves as a MAJCOM for this function.   
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3.2.28.  Provide intelligence support to Air Force research, development, test, sustainment 
and planning activities in accordance with AFI 14-111. NGB serves as a MAJCOM for this 
function   

3.2.29.  Provide intelligence support to the MAJCOM HQ Staff and operations as 
appropriate. NGB serves as a MAJCOM for this function.   

3.2.30.  Provide prioritization and coordination support for service cryptologic element 
(SCE) requirements based on visibility into AF cryptologic resources and activities.   

3.2.31.  Provide input to AF/A2 for training programs needed to develop individual skills 
needed in their subordinate units. Provide input and representation at U&TW in conjunction 
with HQ AF, AETC and other MAJCOMS in order to define training and readiness 
requirements for the AF.   

3.2.32.  Provide written guidance on minimum requirements for unit orientation training 
programs. 
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Chapter 4 

 NAF/AOC/AFFOR  

4.1.  NAF Intelligence.  The Numbered Air Force Intelligence Directorate exercises day-to-day 
responsibility for intelligence support to the NAF commander. Tasked NAF Intelligence units 
play an important role in supporting the Air Operations Center during contingency operations. It 
is also an advocate of subordinate unit issues to higher headquarters. Peacetime NAF support 
functions are conducted to ensure proper preparation for contingency operations. Due to the 
varied nature and size of NAF intelligence, NAF intelligence responsibilities too large for the 
NAF organization may be accomplished by the parent MAJCOM at NAF request and with 
MAJCOM concurrence. The NAF SIO is responsible for all intelligence operations at the NAF 
level and for facilitating the availability of resources, training and personnel to subordinate 
intelligence organizations. NAF Intelligence will coordinate with its MAJCOM appropriately on 
all pertinent issues.   

4.2.  NAF Intelligence Responsibilities.  NAF SIO will ensure NAF Intelligence will:   

4.2.1.  Review all unit plans annually and write intelligence annexes to ensure all intelligence 
and information requirements are identified.   

4.2.2.  Monitor unit tasking and OPLANs/CONPLANs, and advise intelligence personnel of 
significant changes and their impact.   

4.2.3.  Coordinate NAF SIO intelligence exercise activities and requirements with MAJCOM 
and subordinated echelons   

4.2.4.  Designate personnel to participate in NAF tactical military deception planning IAW 
AFI 10-704, Military Deception Program.   

4.2.5.  Participate in NAF working groups, Tiger Teams, etc.   

4.2.6.  Serve as NAF Intelligence career field functional manager for all intelligence 
personnel assigned to the NAF.   

4.2.6.1.  Coordinate NAF intelligence assignments with MAJCOM.   

4.2.6.2.  In concert with AF/A2-RE and MAJCOM and AFRC Intelligence provide policy 
and guidance pertaining to the overall management of assigned intelligence IMAs and 
serve as a focal point for all intelligence IMA actions within the NAF.   

4.2.7.  Exercise overall management of sensitive compartmented information (SCI) programs 
and that portion of the SSO system under NAF cognizance to include T-SCIF and TSWA 
operations.   

4.2.8.  Monitor unit ART/SORTS and inform MAJCOM/A2 of issues the NAF SIO is unable 
to address.   

4.2.9.  Provide intelligence support to force protection IAW AFI 14-119, Intelligence Support 
to Force Protection, in coordination with MAJCOM.   

4.3.  AOC ISRD Responsibilities.   (See AFI 13-1 Volumes 1-3 for detailed AOC ISRD duties 
and responsibilities). IAW AFI 13-1AOC Volumes 1-3 ensure ISR Division personnel:   
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4.3.1.  Develop focused situation awareness estimates.   

4.3.2.  When directed by production authority, produce and maintain the appropriate orders 
of battle for the supported area of responsibility (AOR) in formats utilized by current mission 
planning systems.   

4.3.3.  Develop and nominate targets, conduct weaponeering and combat assessment, as 
required.   

4.3.4.  Provide for substantive intelligence requirements of subordinate units.   

4.3.5.  Perform all-source collection management. Identify, validate and prioritize ISR 
taskings in conjunction with operational objectives, as required.   

4.3.6.  As applicable, execute a theater threat update code system.   

4.4.  AFFOR Intelligence (A-2) Responsibilities.  The AFFOR A-2 recommends policy and 
guidance for all USAF ISR operational architectures, personnel, systems and training. The A-2 is 
responsible for intelligence plans and programs, sensitive compartmented information 
management, intelligence liaison, foreign disclosure and intelligence information management 
functions. The A-2 is a key member of the Force Protection Cell (FPC), providing threat 
warning, threat analysis, and defensive measures recommendations. Additionally, the A-2 
provides for training and equipping assigned units to ensure they are prepared to support their 
mission area. A-2 responsibilities include:   

4.4.1.  Provide intelligence to meet the USAF forces’ operational requirements and the 
validated requirements of other components and the joint commands as applicable.   

4.4.2.  Develop air component intelligence plans based on the plans of the joint force.   

4.4.3.  Plan reconnaissance operations for the air component consistent with joint force plans, 
as required.   

4.4.4.  Ensure feedback is provided to the JFC on Air Force intelligence-related issues 
affecting the joint command.   

4.4.5.  Plan and develop implementing instructions for wartime intelligence support including 
augmentation of joint forces.   

4.4.6.  Serve as the principal advisor to the COMAFFOR and staff on airborne ISR tasking, 
collection, processing, exploitation, and dissemination capabilities and limitations.   

4.4.7.  Manage theater intelligence requirements including manning, training and equipment.   

4.4.7.1.  Prioritize based on mission needs.   

4.4.7.2.  Validate subordinate unit and AFFOR requirements.   

4.4.7.3.  Support bed-down of deploying units.   

4.4.8.  Ensure appropriate UTCs are tasked and filled to support combat operations and 
coordinate with AEF Center to identify additional manning requirements.   

4.4.9.  Develop theater intelligence operations procedures (e.g. Smartbook) to identify 
specific responsibilities for all levels of intelligence operations. Ensure theater intelligence 
procedures are provided to all theater and reachback intelligence organizations.   
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4.4.10.  Coordinate with A-6 to establish and maintain necessary intelligence 
communications infrastructure.   

4.4.11.  Manage automated intelligence systems requirements for theater and reachback 
intelligence organizations. Serve as primary point of contact (POC) for connectivity, 
releasability, and training issues for intelligence systems used to support theater combat 
operations.   

4.4.12.  Identify security and releasability requirements for intelligence information to 
include:   

4.4.12.1.  Ensure SSO duties are fulfilled when dealing with SCI materials.   

4.4.12.2.  Support foreign disclosure as required.   

4.4.13.  Provide intelligence support to the FP cell.   
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Chapter 5 

 UNIT INTELLIGENCE RESPONSIBILITIES  

5.1.  Unit Intelligence.  For purposes of this instruction, an intelligence unit is a level of 
organization under HHQs (MAJCOM) required to establish an intelligence function.  Unit 
Intelligence encompasses Intelligence Wings, Intelligence Groups, Intelligence Squadrons, and 
Intelligence support to flying operations to include Intelligence Flights in an Operations Support 
Squadron/Flight (OSS/OSF), Special Tactics Squadrons (STSs), Air Support Operations Groups 
(ASOGs), Air Control Squadrons (ACS), Security Forces Groups (SFGs), Contingency 
Response Groups (CRGs) and flying squadron intelligence sections. 

5.1.1.  General. The SIO will:   

5.1.1.1.  Plan, program, validate and manage all intelligence requirements for the 
organization and subordinate/supported units.  (T-2) 

5.1.1.2.  Oversee career progression and training for all intelligence personnel in the 
organization or subordinate/supported units, including any assigned or attached 
intelligence IMAs.  Review intelligence officer and enlisted performance reports 
(OPR/EPR) and decorations to ensure the duties of the intelligence professional are 
properly reflected.  (T-3) 

5.1.1.3.  Allocate, assign and manage all intelligence personnel resources within the unit, 
to include exercise and contingency tasking.  (T-2) 

5.1.1.4.  Submit manpower status reports IAW MAJCOM requirements.  Shortfalls 
affecting mission accomplishment, including UTCs, will be identified as limiting factors 
(LIMFAC) through SORTS/ART reporting.  (T-2) 

5.1.1.5.  Coordinate with unit commanders to ensure resources are designated for 
intelligence personnel and processes through a yearly financial plan (FINPLAN). Identify 
shortfalls as LIMFACs to the unit commander.  (T-3) 

5.1.1.6.  Coordinate on all organizational policies affecting unit intelligence operations.  
(T-3) 

5.1.1.7.  Ensure appropriate research, analysis and dissemination (RAD) of all incoming 
information and intelligence.  Analyze for accuracy and impact on the organization’s 
mission.  Rapidly disseminate significant and critical intelligence to unit leadership, 
battlestaff, operations personnel, mission planning personnel, crisis action team, 
subordinate and lateral units, higher headquarters and other appropriate agencies, as 
applicable.  (T-1) 

5.1.1.8.  Provide intelligence support to commanders and their staffs through current, 
relevant intelligence products and briefings, focusing on enemy capabilities, enemy 
tactics, enemy deployment/employment and the threat situation in the unit’s area of 
responsibility.  (T-1) 

5.1.1.9.  Provide intelligence to base organizations, base agencies, tenant organizations 
and transient units as required.  (T-3) 
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5.1.1.10.  Develop, implement and execute a force protection program IAW AFI 14-119.  
(T-2) 

5.1.1.11.  Manage applicable unit SCI-security program.  (T-2) 

5.1.1.12.  Manage intelligence reference materials.  (T-2) 

5.1.1.12.1.  Determine intelligence reference material requirements (to include 
mobility documents and references) based on mission requirements, unit operations, 
OPLAN/CONPLAN, Base Support Plans (BSP), AEF, contingency, emergency war 
order and past ad hoc tasking.  Ensure required materials are available and current.  
Use the MAJCOM designated Minimum Intelligence Document List (MIDL) as the 
baseline for establishing the unit’s intelligence reference library.  SIOs with 
geographically separated units (GSU) will monitor GSU requirements to ensure 
required documents are available.  (T-2) 

5.1.1.12.2.  DELETE 

5.1.1.12.3.  DELETE 

5.1.1.12.4.  DELETE 

5.1.1.12.5.  DELETE 

5.1.1.12.6.  DELETE 

5.1.1.12.6.1.  DELETE 

5.1.1.12.6.2.  DELETE 

5.1.1.13.  Adhere to requirements and policies contained in AFI 16-201, Air Force 
Foreign Disclosure and Technology Transfer Program, for disclosing classified and 
controlled unclassified information to foreign nationals.  All classified and controlled 
unclassified military information must be reviewed and approved by a properly 
designated disclosure authority before release.  Contact MAJCOM Foreign Disclosure 
Office for guidance and approval.  (T-1) 

5.1.1.14.  Manage unit production requirement program IAW AFI 14-201 Intelligence 
Production and Applications and theater guidance as appropriate.  Exhaust internal, 
theater and national automated resources to accomplish intelligence support functions 
before forwarding Requests for Information (RFI) to outside agencies.  (T-3) 

5.1.1.15.  Conduct annual reviews of unit-generated written guidance to ensure currency, 
accuracy, appropriateness and applicability.  (T-3) 

5.1.1.16.  Ensure continuity books, checklists or other programs are developed and 
maintained for key functions.  (T-3) 

5.1.1.17.  Self-assessments will be conducted annually, or more frequently as directed by 
MAJCOM, using applicable self-assessment checklists via the Management Internal 
Control Toolset (MICT) and IAW 90-201.  The SIO will track corrective actions through 
resolution.  (T-2) 

5.1.1.17.1.  DELETE 

5.1.1.17.2.  DELETE 
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5.1.1.17.3.  DELETE 

5.1.1.18.  Standardize intelligence procedures and processes (briefings, situation displays, 
products, etc.) throughout the unit to the fullest extent possible.  (T-2) 

5.1.1.19.  Ensure newly assigned individuals complete a newcomer orientation of the unit 
intelligence organization within 60 days of arrival on-station (NLT 180 days for 
AFRC/ANG units and assigned or attached IMAs).  Develop a unit specific checklist to 
identify all applicable newcomer orientation items to include:  (T-3) 

5.1.1.19.1.  MAJCOM/theater and intermediate command missions.   

5.1.1.19.2.  Unit OPLAN/OPORD tasking and related specific intelligence 
requirements.   

5.1.1.19.2.1.  Unit weapon systems capabilities and missions 

5.1.1.19.3.  Unit aircrew verification/certification process, if applicable.   

5.1.1.19.4.  Unit intelligence wartime and peacetime mission and organization.   

5.1.1.19.5.  Safety and security procedures applicable to unit intelligence activities.   

5.1.1.19.6.  Basics of functional area equipment (i.e. desktop computers and software 
programs, automated intelligence systems, etc.).   

5.1.1.19.7.  Job description and responsibilities.   

5.1.1.19.8.  Intelligence Oversight Program.   

5.1.1.19.9.  Recall procedures.   

5.1.1.19.10.  Air Force and MAJCOM policy and guidance documents and unit 
operating instructions. 

5.1.1.19.11.  Antiterrorism/force protection/local area threats (terrorism, etc.).   

5.1.1.19.12.  AEF commitments and schedule.   

5.1.1.19.13.  Tour all intelligence work centers to include, as applicable, OSS/OSF IN 
work areas, flying squadrons, command post, flight line, etc.   

5.1.1.19.14.  Complete line badge paperwork and obtain line badge (as required).   

5.1.1.19.15.  Other certifications as applicable (flight line driving, fork lift driver, 
etc.).   

5.1.1.19.16.  Document individual completion of the orientation program using 
individual OJT records and appropriate online documentation system. 

5.1.1.20.  Determine and maintain GI&S needed to support unit operations.  (T-3) 

5.1.1.21.  Actively solicit feedback from wing/group and subordinate commanders and 
squadron intelligence personnel to improve intelligence support processes.  (T-3) 

5.1.1.22.  Establish and develop written guidance for an External Intelligence Training 
(EIT) program (if a unit has responsibility for providing intelligence training to non-
intelligence AFSC personnel).  Program will be tailored to the unit's mission, weapon 
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systems, projected wartime/Air and Space Expeditionary Force tasking and 
base/deployment location(s).  (T-2) 

5.1.1.22.1.  Appoint in writing an EIT program manager to oversee program 
execution.  (T-3) 

5.1.1.22.2.  Develop written guidance outlining procedures for conducting, 
documenting, testing, evaluating, monitoring, and reporting EIT.  List specific 
training objectives for each major area of intelligence training and the training 
method and resources used to satisfy each objective.  (T-3) 

5.1.1.22.3.  Coordinate EIT written instructions with all applicable commanders.  
Written guidance will be coordinated with any organization that assists intelligence 
personnel in providing training, as well as any agency for which intelligence training 
is provided on a regular basis.  (T-3) 

5.1.1.23.  Develop, in conjunction with the Operations Group Commander, an 
Intelligence (Weapons System, MDS or Flying) Familiarization Program..  The 
Familiarization Program will be designed to provide intelligence personnel training on all 
phases of mission planning and airframe weapon system capabilities and limitations.  
Intelligence personnel should fly on unit aircraft where feasible.  The Familiarization 
Program is a training program, not an orientation or incentive program.  Intelligence 
personnel who participate in the program should complete specific desired learning 
objectives (DLOs) during each event.  Flight simulators can also be used enhance the 
familiarization program where flying is not practicable.  Flying incentive pay is NOT 
authorized.  (T-3) 

5.1.1.24.  Establish and maintain an Intelligence Read File (IRF), as applicable, as a 
central repository for messages and directives of a temporary nature directly pertinent to 
the conduct of intelligence operations.  These materials are designated by the 
MAJCOM/A2 and SIO to be read by all assigned intelligence personnel.  (T-2) 

5.1.1.25.  Establish a positive control system (Go/No-Go procedures) that ensures 
members have completed all requirements necessary to perform their duties.  As a 
minimum, the Go/No-Go system will monitor individuals’ currency and qualification 
IAW AFI 14-202, Volume 2, and AFI 14-2[MDS]V2.  It will also monitor any additional 
certifications and/or local requirements.  (T-3) 

5.1.2.  Plans. The SIO will:   

5.1.2.1.  Review all unit tasked OPLAN/CONPLANs, DOC statements, UTCs and base 
level plans at least annually to identify intelligence requirements.  Ensure tasked 
OPLANs/CONPLANs (Annex B, Annex M and Annex K) requirements and other 
taskings are reviewed to identify intelligence requirements.  Tasked 
OPLANs/CONPLANs can be found on the unit designated operational capability (DOC) 
statement.  (T-2) 

5.1.2.2.  Ensure intelligence annexes for local plans are written identifying all intelligence 
and information requirements as applicable.  (T-3) 

5.1.2.3.  Monitor unit taskings and OPLANs/CONPLANs.  Advise unit intelligence 
personnel of significant changes and their impact.  (T-3) 
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5.1.2.4.  Participate in unit certification/verification boards, weapons and tactics boards, 
etc., as applicable.  (T-3) 

5.1.2.5.  Designate personnel to participate in unit tactical military deception planning 
IAW AFI 10-704, Military Deception Program.  (T-2) 

5.1.3.  Exercise Planning. The SIO will:  (T-3) 

5.1.3.1.  Ensure intelligence scenarios are developed for exercises that reflect unit 
mission tasking. Ensure scenarios facilitate a practical simulation of operational and 
tactical intelligence functions and include realistic mission area threats including those 
posed by terrorists and other groups. Ensure scenarios test the intelligence network. This 
will include employing realistic threat scenarios and the use of all applicable automated 
intelligence systems.   

5.1.3.2.  Appoint an experienced and qualified intelligence representative as a member of 
the unit exercise planning and evaluation team.   

5.1.3.3.  Manage unit participation in NAF and MAJCOM directed exercises.   

5.1.4.  Mobility and Reception. The SIO will (if applicable):   

5.1.4.1.  Ensure adequate mobility and reception planning and preparedness for unit 
intelligence activities and personnel including any assigned or attached IMAs.  (T-2) 

5.1.4.2.  Act as the wing focal point for all intelligence AFSC requirements in tasked 
UTCs and any deployment orders; identify unit intelligence personnel and equipment to 
support tasked UTCs; and notify unit commanders of any unfilled requirements.  (T-2) 

5.1.4.3.  Monitor AEF/EAF schedule to ensure ability to fulfill commitments and manage 
personnel resources.  (T-2) 

5.1.4.4.  Ensure unit personnel and assigned IMAs are fully qualified to fill mobility 
requirements to include SCI eligibility requirements.  (T-2) 

5.1.4.5.  Ensure mobility procedures satisfy time lines for packing and marshaling 
materials and equipment.  (T-3) 

5.1.4.6.  Coordinate with deploying unit personnel to deconflict intelligence deployment 
priorities, optimize personnel and equipment mix, and identify the planned intelligence 
structure and functions.  (T-2) 

5.1.4.7.  Ensure unit GI&S requirements are identified IAW AFI 14-205, Geospatial 
Information and Services, and sufficient stocks are maintained for training and readiness, 
deployment and employment.  (T-2) 

5.1.4.8.  Ensure intelligence personnel provide briefing support, as required, and IAW 
applicable AFI 14-2[MDS] volumes.  Briefings must incorporate the latest intelligence 
information to include appropriate force protection information.  (T-2) 

5.1.4.9.  Ensure current written checklists or procedures are developed for all intelligence 
tasks required to support to mobility and reception, intelligence systems, communications 
architecture, T-SCIF requirements and intelligence tasking(s), as applicable.  (T-3) 
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5.1.4.10.  Ensure intelligence personnel and augmentees are provided a situation 
briefing/update at shift changeover.  (T-3) 

5.1.4.11.  Ensure commanders and staff are provided a situation briefing as required.  (T-
3) 

5.1.5.  Contingency/Combat Employment.  The SIO will:  (T-2) 

5.1.5.1.  Develop quality control procedures to ensure standardization and accuracy of 
situation/order of battle (OB) displays. Units will use Department of the MIL STD 
2525B, Common Warfighting Symbology for developing OB symbology as applicable to 
the unit mission.   

5.1.5.2.  Ensure all organization intelligence functions are equipped with the required 
products to support briefings, mission planning, staff support and employment 
operations.   

5.1.5.3.  Ensure quality control of intelligence products.   

5.1.5.4.  Ensure intelligence personnel assigned understand their responsibilities 
concerning the Laws of Armed Combat (LOAC).   

5.1.5.5.  Validate unit production requirements and forward to appropriate validation 
authority.   

5.1.5.6.  Ensure intelligence personnel are capable of extracting data from the appropriate 
tasking document (ATO, ACO, ITO, etc.) or other tasking that initiates the mission 
planning process. 

5.1.5.7.  Ensure intelligence personnel assigned to mission planning are trained and 
available to participate in the mission planning process.  These personnel will participate 
IAW local directives in developing mission profiles, supplying material and information 
to execute missions and satisfying tasking orders. 

5.1.5.8.  Ensure preplanned missions are updated to reflect the latest available 
information affecting the mission, including force protection updates and are planned to 
minimize threat and enhance survivability. 

5.1.6.  Reporting.  The SIO will:  (T-2) 

5.1.6.1.  Ensure all missions are debriefed, IAW AFI and MAJCOM/theater directives.   

5.1.6.2.  Ensure all events are reported IAW tasking authority requirements.   

5.1.6.3.  Establish procedures for intelligence report composition and dissemination. All 
reports will be quality controlled and submitted IAW OPLAN and/or theater guidance. In 
the event there is no OPLAN/theater guidance, US Message Text Format will be used for 
all reports.   

5.1.7.  Intelligence Systems.  Intelligence personnel will use all available intelligence systems 
necessary to accomplish mission tasking.  Coordinate unit systems requirements with 
MAJCOM.  Ensure systems are accredited to meet or exceed the level of classification 
required for the information to be processed prior to operation.  (T-2) 

5.1.7.1.  DELETE 
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5.1.7.2.  DELETE 

5.1.7.3.  DELETE 

5.1.7.4.  DELETE 

5.1.7.5.  DELETE 

5.1.8.  Personnel Recovery.  The SIO will ensure intelligence input to unit personnel 
recovery operational support program IAW AFI 16-1301.  When a SERE specialist is 
assigned, coordinate intelligence support to PR responsibilities and document delineation of 
duties in a memorandum of agreement.  (T-2) 

5.2.  Flying Unit Responsibilities.     
5.2.1.  OSS/Wing Intelligence Responsibilities to Support Combat Employment:   

5.2.1.1.  Appropriately research, analyze and disseminate (RAD) all incoming 
information and intelligence.  Analyze for accuracy and impact on the unit mission.  
Rapidly disseminate significant and critical intelligence to (as applicable) battlestaff, 
aircrew/operators, mission planning personnel, subordinate and lateral units, and other 
appropriate agencies/personnel.  (T-1) 

5.2.1.2.  Maintain current OB displays and establish procedures to ensure standardization 
of displays in flying squadrons/subordinate unit work areas.  (T-2) 

5.2.1.3.  Provide updated automated threat files to flying squadrons/subordinate functions 
in a format utilized by current mission planning systems.  (T-2) 

5.2.1.4.  Establish quality control procedures for reports.  Ensure all appropriate 
missions/events are reported on and all required fields are complete.  Forward all reports 
to appropriate HHQ agency.  Monitor flying schedule and unit tasking to anticipate report 
requirements.  (T-2) 

5.2.1.5.  Ensure subordinate units have access to the most current intelligence available 
and immediately disseminate theater threat update codes (TUCs).  (T-2) 

5.2.1.6.  Provide intelligence to the squadron during all phases of operations.  (T-2) 

5.2.1.7.  Provide intelligence to base organizations, base agencies, tenant organizations 
and transient units as needed.  (T-3) 

5.2.1.8.  Manage all PRs.  Exhaust internal, theater and national automated resources 
before forwarding questions/requirements to outside agencies.  (T-3) 

5.2.1.9.  Coordinate squadron intelligence requirements and issues through wing/group 
SIO, or next higher headquarters SIO if not subordinate to wing/group.  (T-3) 

5.2.1.10.  DELETE 

5.2.1.11.  Ensure continuity books, checklists or other program documentation are 
developed and maintained for key functions.  (T-3) 

5.2.1.12.  DELETE 

5.2.1.13.  DELETE 
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5.2.1.14.  Monitor flying schedule and intelligence personnel schedules to ensure 
required intelligence support is available.  (T-3) 

5.2.1.15.  Transient intelligence personnel and/or aircrews should advise host of current 
and anticipated intelligence requirements and coordinate for assistance through 
appropriate channels. 

5.2.2.  Cross Servicing During Employment.  Some aircraft/ground teams will recover from 
missions at other than home station.  Host units will ensure that all aircraft/ground teams 
recovering at their base receive intelligence and force protection support.  Upon request, the 
SIO will designate intelligence personnel to work with the crew/ground team.  Host unit 
intelligence will debrief the aircrew/ground teams and submit the appropriate reports with a 
copy to the parent unit.  If the crew/ground team is retasked, intelligence will provide a 
mission threat briefing and assist them with mission planning.  (T-2) 

5.2.3.  Cross Servicing During Deployment.   

5.2.3.1.  Civil Reserve Air Fleet (CRAF) Support: The CRAF is a DoD and Department 
of Transportation program designed to augment Air Mobility Command (AMC) organic 
mobility resources during times of crisis. The basic authority for CRAF is contained in 
Executive Order 12656, Assignment of Emergency Preparedness Responsibilities, and 
incremental stage definitions are in DoD 3020.36-P, Master Mobilization Plan. When 
CRAF is activated, the crews and aircraft are under mission control of AMC and function 
as a part of the total AMC airlift forces.   

5.2.3.1.1.  Upon activation of the CRAF, HQ AMC/A2 will be responsible for 
coordinating intelligence and force protection support to CRAF assets.   

5.2.3.1.2.  CRAF crew access to information is based strictly on need-to-know 
considerations and verification of CRAF status.  Verification will be confirmed with 
the flight release form, plus company identification card and/or Geneva Convention 
card.  (T-0) 

5.2.3.1.3.  The level of information disclosed is restricted to collateral SECRET and 
below. Transient (enroute) CRAF aircrews can receive only oral and visual briefings -
- they are not allowed to obtain hard or soft copy documentation.   

5.2.3.1.4.  Hard copy documentation will only be released via secure means to an 
appropriately cleared POC at the commercial carrier’s headquarters with approved 
classified storage capability.  The names and clearances of authorized commercial 
carrier headquarters POCs will be provided by and maintained by HQ AMC/A3.  (T-
0) 

5.2.3.2.  Civilian carrier support to DoD missions: Civilian carriers are frequently 
contracted to augment DoD organic resources, without CRAF activation. This process 
allows the DoD to meet mobility requirements.   

5.2.3.2.1.  Upon utilization of contracted civilian carriers, HQ AMC/A2O is 
responsible for coordinating intelligence and force protection support to those carriers 
performing DoD missions into threat regions.  (T-0) 

5.2.3.2.2.  Civilian crew access to information is based strictly on need-to-know 
considerations and verification of DoD mission assignment.  Verification is the 
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responsibility of the Tanker Airlift Control Center (TACC) representatives to the 
Threat Working Group.  (T-0) 

5.2.3.2.3.  The level of information disclosed is restricted to collateral SECRET and 
below.  Enroute commercial aircrew can receive only oral and visual briefings--they 
are not allowed to obtain hard or soft copy documentation.  (T-0) 

5.2.3.2.4.  Hard copy documentation will only be released via secure means to an 
appropriately cleared POC at the commercial carrier’s headquarters with approved 
classified storage capability.  (T-0) 

5.3.  Production Unit Responsibilities.     
5.3.1.  Establish a single POC for all production requirements issues.  (T-3) 

5.3.2.  Develop written procedures that deal with processing PRs, recording production 
tasking, and reporting production to higher headquarters.  (T-3) 

5.3.3.  Receive, review, and prioritize all validated intelligence PRs. Manage unit production 
assigned tasking and report to parent headquarters tasking status and PR completion as 
required by locally developed procedures.  (T-2) 

5.3.4.  Ensure the primary production squadron develops a draft Proposed Product Responses 
(PPR) in the DoD Intelligence Production Program format referenced in AFI 14-201. 

5.3.5.  Enter Initial PPR into COLISEUM to notify the customer IAW AFI 14-201. Should a 
PPR working group be needed, send a copy of the PR and a copy of the PPR working group 
checklist to the relevant squadron(s). 

5.3.6.  Submit the PPR, through COLISEUM, to the Air Force validating intelligence office, 
AF/XOIIA-P, and the customer within the time specified in AFI 14-201. 

5.3.7.  Notify the customer when production is complete and the product is available for use. 
The primary digital dissemination method is INTELINK (collateral and/or SCI), with CD-
ROM, other magnetic media, and hardcopy as secondary media/methods. All substantive, 
finished intelligence products should be posted on INTELINK in addition to customer media 
requirements. Periodically notify the customer of the status of their requirement when 
production times of 3 months or longer are involved. (Not applicable to scheduled production 
PRs.)  (T-2) 

5.3.8.  Develop and manage standards and evaluations of specific product generation to 
ensure quality control and PR satisfaction.  (T-2) 

5.4.  Acquisition Intelligence Unit Responsibilities.   
5.4.1.  Conducts Acquisition Intelligence activities as follows:  (T-2) 

5.4.1.1.  Identifies intelligence-sensitive programs/initiatives and document intelligence 
sensitivity determination per AFI 14-111 guidance. 

5.4.1.2.  DELETE 

5.4.1.3.  Participates in and/or co-chairs acquisition intelligence forums, to include, but 
not limited to, Intelligence Support Working Groups (ISWGs), Technical Exchange 
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Meetings (TEM), Threat Steering Groups (TSG), and Threat Working Groups (TWG) as 
required.  (T-2) 

5.4.1.4.  Assists programs/project managers in the development, coordination and 
resolution of intelligence support shortfalls and deficiencies.   

5.4.1.5.  Provides tailored intelligence support and documentation of intelligence 
requirements to support the research, development, test and sustainment of AF efforts as 
outlined in AFI 14-111 (reference AFPAM 14-111).  (T-2) 

5.4.1.6.  Works with the program office to prepare production requirements and Foreign 
Materiel Acquisition requests and submits them to the appropriate authority for 
validation.   

5.4.1.7.  Maintains intelligence reference materials and facilitates access to intelligence 
community databases   

5.4.1.8.  Works with AFOTEC and programs to ensure intelligence information in Test 
and Evaluation Master Plans (TEMPs) references validated scenarios and remains 
current.   

5.4.1.9.  Assists in development of and develops requests for Intelligence Certification to 
meet CJCSI 3170.01 requirements.  Submits requests for Intelligence Certification to 
MAJCOM SIO. 

5.5.  DELETED. 
5.6.  DELETED. 

 

DAVID A. DEPTULA, Lt Gen, USAF 
DCS/Intelligence, Surveillance and Reconnaissance 
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Terms 
Tier 0 (T-0)—Determined by respective non-AF authority (e.g., Congress, White House, OSD, 
JS). The requirement is external to AF.  Requests for waivers must be processed through 
command channels to publication OPR for consideration. 

Tier 1 (T-1)—Non-compliance puts Airmen, commanders or the AF strongly at risk of mission 
or program failure, death, injury, legal jeopardy or unacceptable fraud, waste or abuse.  T-1 
waiver requests may be granted at the MAJCOM/CC level, but may not be delegated lower than 
MAJCOM Director, with the concurrence of the publication's approving official. 

Tier 2 (T-2)—Non-compliance has the potential to create moderate risk of mission or program 
degradation or failure, injury, legal jeopardy or unacceptable fraud, waste or abuse.  Waivers 
may be granted at the MAJCOM/CC level, but may not be delegated lower than MAJCOM 
Director. 

Tier 3 (T-3)—Non-compliance has a relatively remote potential to create risk of mission or 
program degradation or failure, injury, legal jeopardy or unacceptable fraud, waste or abuse.  
Waivers may be granted at the Wing/DRU/FOA/CC level. 
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