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This instruction implements Air Force Policy Directive (AFPD) 14-1, Intelligence, Surveillance, 

and Reconnaissance (ISR) Planning, Resources, and Operations, and extends guidance to Air 

Force Instruction (AFI) 14-119, Intelligence Support to Force Protection (FP).  It provides 

guidance and procedures for conducting Intelligence Force Protection (FP)/Antiterrorism (AT) 

support to the commander and the FP/AT Intelligence Training Program.  This instruction 

applies to all 932d Operations Group Intelligence (OG/OGI) personnel and all 932d 

organizations and associate units requiring 932 OG/OGI FP/AT support.  Refer recommended 

changes and questions about this publication to the Office of Primary Responsibility (OPR) 

using the Air Force Form 847, Recommendation for Change of Publication; route AF Form 847s 

from the field through the appropriate functional chain of command. Ensure that all records 

created as a result of processes prescribed in this publication are maintained in accordance with 

Air Force Manual (AFMAN) 33-363, Management of Records, and are disposed of in 

accordance with the Air Force Records Information Management System (AFRIMS) Records 

Disposition Schedule (RDS) located at https://www.my.af.mil/gcss-af61a/afrims/afrims.  The 

use of the name or mark of any specific manufacturer, commercial product, commodity, or 

service in this publication does not imply endorsement by the Air Force.  Attachment 1 contains 

a glossary of references and supporting information. 

 

1.  RESPONSIBILITIES. 

1.1.  The primary duty of the 932 OG/OGI FP/AT point of contact (POC) is to ensure that 

commanders, their staffs, aircrews and other wing agencies and personnel receive timely, 

accurate intelligence support to enhance readiness, facilitate planning, and execute assigned 

http://www.e-publishing.af.mil/
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missions.  Strictly adhere to this instruction with the understanding that real-world taskings 

and mission requirements will take precedence and may cause deviations from the 

Intelligence Flight’s operations. 

1.2.  The Senior Intelligence Officer (SIO) will develop, implement, and execute a force 

protection support program as an integral part of the Commander’s FP Program.  This will 

include FP Internal and External Training programs; and current intelligence, pre-mission, 

and pre-deployment briefings that encompass terrorist, criminal and foreign intelligence 

threats. 

1.3.  Intelligence personnel will keep staff personnel apprised of actual threat incidents 

through Current Intelligence Briefings.  Intelligence will provide any agencies involved in 

Force Protection with required training materials and background briefings.  Individuals from 

agencies involved in force protection and with the proper security clearances will be allowed 

entry into the Intelligence office to access Intelligence Link-S (INTELINK-S) sources via 

Secret Internet Protocol Router Network (SIPRNET) under intelligence supervision. 

1.4.  The FP intelligence POC will coordinate FP related intelligence with 375
th

 Operations 

Group Intel (OG/IN), 126
th

 Operations Support Flight Intel (OSF/IN), 375
th

 Airlift Wing 

(AW) AT office, 932d Mission Support Flight /Security Forces (MSF/SF), and Scott Air 

Force Base (AFB) Office of Special Investigations (OSI) Detachment 301. 

1.4.1.  Pre-deployment briefings will be coordinated among 375 OG/IN, 375 AW AT 

office, and Scott AFB OSI Detachment 301 when applicable. 

1.4.2.  932 MSF/SF will receive FP related intelligence to include pre-deployment 

briefings when required, and annual FP training from 932 OG/OGI, in accordance with 

(IAW) AFI 14-119. 

1.5.  All intelligence personnel will provide necessary intelligence support to ensure 

preparedness and safety of assigned personnel at home station. 

1.6.  Individuals and/or functional areas deploying personnel to Outside the Continental 

United States (OCONUS) locations will notify the intelligence office well in advance of the 

deployment to allow time for adequate research and briefing preparation. 

1.7.  Both 54th Airlift Squadron (AS) and 932 AW aircraft commanders of missions being 

flown to OCONUS locations will schedule pre-mission briefings through the intelligence 

office.  All aircrew members, to include Mission Essential Personnel (MEP), should attend 

the pre-mission briefings. 

1.8.  Report all suspicious activity that pertains to or could pertain to Force Protection 

through U.S. Air Force Eagle Eyes Program 24-hour hot line (618) 256-2223. 

2.    PROCEDURES. 

2.1.  932 OG/OGI accomplishes the following in support of the 932d Airlift Wing 

Commander’s (AW/CC) FP Program: 

2.1.1.  Analyze and disseminate FP intelligence to applicable units in the 932 AW, to 

include associate units. 

2.1.2.  FP considerations will be added to the wing staff current intelligence briefing, 

when applicable. 
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2.1.3.  Monitor global events that may impact the safety of assigned personnel at home 

station as well as deployed locations.  The primary source of information is INTELINK-

S.  This information could include but is not limited to: 

2.1.3.1.  Known/Identified terrorist groups 

2.1.3.2.  Tactics, Techniques, and Procedures (TTPs) 

2.1.3.3.  Historical incidents/targeting 

2.1.3.4.  Country restrictions (travel, lodging, dining, etc) 

2.1.3.5.  Local Force Protection Condition (FPCON) levels 

2.1.3.6.     In-place FP procedures, reporting directives, and communication means 

2.1.4.  Schedule 932d Operations Group (OG) Threat Working Group (TWG) meetings 

and conduct  and present mission assessments for overseas missions, unless either waived 

by the OG commander or the mission is flying to a base with a US presence.  Facilitate 

information between the unit Intelligence section, 932 MSF/SF, OSI, Public Health, and 

other wing or base agencies regarding mission threats as required.  Forward assessments 

to Air Mobility Command Operations Headquarters (HQ AMC/A2O) and Air Force 

Reserve Command Crisis Action Team (AFRC/CAT) Operations (A2O) Intelligence. 

2.1.5.  Participate in the 375 AW TWG.  Facilitate the flow of information between the 

unit Intelligence section, 375 AW AT office, Security Forces Squadron, OSI, and other 

base agencies regarding criminal and terrorist threats as required.  Extreme caution and 

care must be taken to ensure complete compliance with Intelligence Oversight directives 

while providing FP support to the wing/group program. 

2.1.6.  Participate in any ad hoc interdisciplinary groups (AT, SF, OSI, Intel).  Facilitate 

communication and information analysis with other disciplines in this group to enhance 

the overall threat picture to locally assigned personnel. 

2.1.7.  If needed, assist the host wing AT monitor with the installation vulnerability 

assessments. 

2.1.8.  As needed, provide intelligence support to Wing AT, SF, and OSI in the 

development of the installation threat assessment. 

2.2.  Identify all pre-deployment and pre-mission FP intelligence requirements to the Major 

Command (MAJCOM). 

2.3.  Intelligence personnel assigned to support FP will have the appropriate security 

clearance IAW AFI 14-119_AMCSUP1, Intelligence Support to Force Protection (FP). 

3.    EXTERNAL TRAINING. 

3.1.  Coordinate with 375 OG/IN FP intelligence awareness program responsibilities.  

External training programs, which are provided to SF personnel, should address the 

following: 

3.1.1.    TTPs, capabilities, activities, intentions. 

3.1.2.    Current threat, terrorism threat levels, advisories, alerts, warnings. 

3.1.3.    Worldwide Asymmetric Threat to Air Force Installations, Personnel and Resources. 
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3.1.4.  Man-portable air defense systems (MANPADS); rocket propelled grenades 

(RPGs); improvised explosive devices (IEDs); chemical, biological, radiological, nuclear, 

high-yield explosives (CBRNE); rockets/mortars, small arms. 

3.1.5.    FP legal considerations (Intelligence Oversight). 

3.1.6.    Locating FP threat data sources. 

3.1.7.  Post mission debriefing requirements and procedures. 

3.1.8.  Intelligence Support to FP capabilities and limitations. 

3.2.  Provide a written evaluation of the external intelligence training program to the 

Operations Group Commander and the Chief of Security Forces, IAW AFI 14-119, para 

5.3.2.3. 

3.3.  IAW AFI 14-119, para 7.2.2.2., brief wing staff and aircrews on the Scott AFB Defense 

Threat Assessment (DTA). 

3.4.  Whenever possible, intelligence personnel will attend appropriate FP training en route 

or from home station.  All intelligence FP representatives shall be level II certified. 

4.  INTERNAL TRAINING. 

4.1.  The 932 OG/OGI AT representative will provide intelligence personnel with force 

protection training on an semiannual basis or as needed, IAW AFI 14-119_AMCSUP1. 

4.2.  Training will be included in the unit’s Internal Training program. 

4.3.  The training program will address all relevant policies, procedures, and methodologies  

IAW AFI 14-119. 

4.4.  Training should be conducted over the following areas, IAW AFI 14-119, para 5.3.3.3.: 

4.4.1.  Terrorist groups and TTPs. 

4.4.2.  Conducting FP focused predictive analysis (e.g., Intelligence Preparation of the 

Battlespace). 

4.4.3.  Terrorism threat methodologies, threat levels/warnings. 

4.4.4.  Developing tailored threat assessments. 

4.4.5.  TWG, Force Protection Working Group (FPWG), and Base Defense Operations 

Center (BDOC) roles/responsibilities. 

4.4.6.  Support to FP planning, programming, and operations. 

4.4.7.  Support to Vulnerability Assessments (VAs), Operational Readiness Inspections 

(ORIs), Unit Compliance Inspections (UCIs), and exercises. 

4.4.8.  Supporting development of the installation DTA. 

4.4.9.  Developing FP target folders. 

4.4.10.  Identifying and using FP threat data sources. 

4.4.11.  FP legal considerations (Intelligence Oversight). 

4.4.12.  Familiarization with FP policy documents. 
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4.4.13.  FP customer requirements. 

4.4.14.  FP Priority Intelligence Requirements (PIRs). 

4.4.15.  Air Force Office of Special Investigations (AFOSI) roles/responsibilities 

4.4.16.  Law of Armed Conflict (LOAC). 

4.4.17.  Evasion & Recovery (E&R). 

4.5.  All assigned intelligence personnel should be prepared to perform FP responsibilities. 

4.6.  Upon completion of required training, intelligence personnel will document training in 

the training folder and the documented training will be initialed by the intelligence FP 

representative. 

5.  PRODUCTS. 

5.1.  When applicable, develop current intelligence briefings for informal presentation to any 

ad hoc meeting with SF, OSI, or any other base agency. 

5.2.  When applicable, produce analyzed intelligence for any base agency that may benefit 

from it and ensure dissemination to appropriate agency. 

6.  Prescribed Forms. 

None. 

7.  Adopted Forms. 

AF Form 847, Recommendation for Change of Publication 

 

 JOHN C. FLOURNOY, JR., Colonel, USAFR 

 Commander 
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Attachment 1 

GLOSSARY OF REFERENCES AND SUPPORTING INFORMATION 

References 

AFI 14-119, AMC Supplement 1, Intelligence Support to Force Protection (FP), 13 September 

2005 

AFI 14-119, Intelligence Support to Force Protection (FP), 15 August 2007 

AFMAN 33-363, Management of Records, 01 March 2008 

AFPD 14-1, Intelligence, Surveillance, and Reconnaissance (ISR) Planning, Resources, and 

Operations, 02 April 2004 

AFRIMS RDS https://www.my.af.mil/gcss-af61a/afrims/afrims 

Abbreviations and Acronyms 

A2O— Operations 

AF IMT— Air Force Information Management Tool 

AFB— Air Force Base 

AFI— Air Force Instruction 

AFMAN— Air Force Manual 

AFOSI— Air Force Office of Special Investigations 

AFPD— Air Force Policy Directive 

AFRC/CAT— Air Force Reserve Command Crisis Action Team 

AFRIMS— Air Force Records Information Management System 

AS— Airlift Squadron 

AT— Antiterrorism 

AW— Airlift Wing 

BDOC— Base Defense Operations Center 

CBRNE— Chemical, Biological, Radiological, Nuclear, High-Yield Explosives 

DTA— Defense Threat Assessment 

E&R— Evasion & Recovery 

FPCON— Force Protection Condition 

FP— Force Protection 

FPWG— Force Protection Working Group 

HQ AMC/A2O— Headquarters Air Mobility Command/Intelligence Operations 

IAW— In Accordance With 

https://www.my.af.mil/gcss-af61a/afrims/afrims
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IED— Improvised Explosive Devices 

INTELINK-S— Intelligence Link-S 

LOAC— Law of Armed Conflict 

MAJCOM— Major Command 

MANPADS— Man-Portable Air Defense System 

MEP— Mission Essential Personnel 

MSF/SF— Mission Support Flight Operations 

NCO— Non-Commissioned Officer 

OCONUS— Outside the Continental United States 

OG/IN— Operations Group Intelligence 

OG/OGI— Operations Group Intelligence 

OG— Operations Group 

ORI— Operational Readiness Inspections 

OSF/IN— Operations Support Flight Intelligence 

OSI— Office of Special Investigations 

PIR— Priority Intelligence Requirements 

POC— Point of Contact 

RDS— Records Disposition Schedule 

RPG— Rocket Propelled Grenades 

SF— Security Forces 

SIO— Senior Intelligence Officer 

SIPRNET— Secret Internet Protocol Router Network 

TTP— Tactics, Techniques, and Procedures 

TWG— Threat Working Group 

UCI— Unit Compliance Inspections 

VA— Vulnerability Assessments 
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